**3 Méfaits :**  [You security is crap](https://www.theguardian.com/world/2012/oct/16/gary-mckinnon-hacker-sparked-storm) ,

**3 Hackers :** [Gary Mckinnon](https://fr.wikipedia.org/wiki/Gary_McKinnon), [Julian Assange](https://en.wikipedia.org/wiki/Julian_Assange), [Ryan Ackroyd](https://fr.wikipedia.org/wiki/LulzSec)

**750 mots.**

**Gary Mckinnon (Alasss):**

Le hacker : Gary Mckinnon est un hackeur d’origine britannique reconnus pour avoir accomplis “l’un des plus grand piratage informatique militaire de tous les temps”, le toutsous le pseudonyme “Solo”. Il apprit tout d’abord l’informatique en passe-temps alors qu’il travaillait pour la compagnie Microsoft où il configurait des postes de travail. Ses intérêts en informatique se divisaient en plusieurs domaines, soit, l’intelligence artificielle, le développement de jeux vidéos, les algorithmes, etc. Ses intérêts dérivèrent également vers la recherche d’ovnis et d’extra-terrestres (ce qui fut notamment l’alibi que Mckinnon utilisa afin de justifier son méfait.

Le méfait : Solo explique que ce qui lui a motivé au départ à infiltrer le système de sécurité de l’armée américaine était tout d’abord la recherche de possibles ovnis cachés par le gouvernement et l’armée des États-Unis, il exprima même ses préoccupations quant à la possibilité que les américains dissimulent une forme de technologie permettant la création d’une forme d’énergie libre : «Les retraités ne peuvent pas payer leurs factures de carburant, des pays sont envahis pour que des nations occidentales s’attribuent des contrats pétroliers, et pendant ce temps des membres du gouvernement secret dissimulent des technologies concernant l’énergie libre ». Il réussit à commettre ce méfait, Gary McKinnon exploita une technique intitulée “exploitation des relations de confiance“ ; il infiltra un site-web de l’armée américaine mal protégé et, depuis cette faille, il pu accéder le Pentagone, ainsi que plusieurs autres infrastructures gouvernementales. Les dommages qu’il a causé ont un coût estimé à environ 800 000 dollars USD.

**Phishing (Alex) :**

**Ryan Ackroyd : (Tom)**

Le hacker :Ryan Ackroyd fait partie d’un groupe de hacker nommé LulzSec Il fait ses début dans l’armée Irakienne en tant que crypteur de communication et de système pour l’armée. Ackroyd vit avec le lli (low latent inhibition) Ce qui fait de lui une personne qui ne cesse de vouloir tout apprendre du hacking. Par contre, Il a été retracer et dut aller en prison pour les méfaits qu’il a commis. Sa popularité n’a pas cessé de monter à cause de leurs 50 jours de hacking et a même eu l’opportunité de faire une lecture à l’université de Sheffield Hallam. Sur son compte twitter il à dit qu’il aiderait les compagnies qu’il ;a compromis la sécurité pour les aider à se défendre pour des futurs attaque de ce type dans le but de << pouvoir apprendre les uns des autres >>. Malheureusement il s’est fait ignoré par les compagnies Il dit donc << je vais devoir leur montrer pourquoi ils devraient se protéger >>.

Le méfait : Ryan Ackroyd fait ses début de black hat hacker dans une équipe de hacker nommé Lulzsec et fait une tournée de hacking qui durera 50 jours de 6 May 2011 jusqu’au 26 June 2011 sous le nom de Kayla. Pendant ces 50 jours ils ne cesse de faire des attaques informatiques sur plusieurs organisations. Parmis ces hacks on compte du hacking de plusieurs domaines militaires et gouvernementaux et de nombreuses intrusions de haut niveau dans les réseaux de Gawker en décembre 2010, HBGaryFederal en 2011, PBS, Sony, Infragard Atlanta, Fox Entertainment et plusieurs autre méfaits.

**Julian Assange (Michaël):**

Le hacker : Julian Assange est un informaticien (programmeur et développeur logiciel) ainsi qu’un cybermilitant australien qui est le fondateur, le rédacteur en chef ainsi que le porte-parole du forum internet Wikileaks. Assange, poursuivi et menacé d’une extradition des États-Unis, Julian Assange a trouvé refuge dans l’ambassade d'equateur à Londres depuis 2012.

Le méfait : Le forum, fondé en 2006 a pour objectif de publier des documents confidentiels à l'échelle mondiale. Le forum veut laisser une sorte de faille qui permet à tous les utilisateurs de connaître toutes les fuites d’informations masquées, soient pas les médias ou le gouvernement, tout en laissant des sources anonymes. Le forum veut laisser une sorte de faille qui permet à tous les utilisateurs de connaître toutes les fuites d’informations masquées, soient pas les médias ou le gouvernement, tout en laissant des sources anonymes. Depuis sa fondation, le forum a réussi a publié des dizaines de milliers de documents confidentiels concernant énormément de pays partout dans le monde. Le méfait n’est pas fait par le créateur du forum, mais par ceux qui publient sur celui-ci : de nombreux hackers peuvent se permettent de publier du contenu voler sur des états ou tout autre document confidentiel en se déchargeant de toute responsabilité de l’utilisation de ces documents, du côté du grand créateur ainsi que du côté de la source. En gros, le vol de document est promu indirectement par le biais de Wikileaks, il laisse passé la publication de documents qui ont été volés.