# Enable logging

-A INPUT -j LOG

# Allow NTP traffic

-A INPUT -p udp --dport 123 -j ACCEPT

-A OUTPUT -p udp --sport 123 -j ACCEPT

# Allows Loopback

-A INPUT -i lo -j ACCEPT

-A INPUT ! –i lo –d 127.0.0.0/8 –j REJECT

-I INPUT -m state --state ESTABLISHED,RELATED -j ACCEPT

-A OUTPUT –j ACCEPT

# Allows SMTP access IO

-A INPUT -p tcp --dport 25 -j ACCEPT

-A OUTPUT -p tcp --dport 25 -j ACCEPT

-A OUTPUT -p tcp --sport 25 -j ACCEPT

# Allows pop and pops connections

-A INPUT -p tcp --dport 110 -j ACCEPT

-A INPUT -p tcp --dport 995 -j ACCEPT

# Allows imap and imaps connections

-A INPUT -p tcp --dport 143 -j ACCEPT

-A INPUT -p tcp --dport 993 -j ACCEPT

# Allows SSH IO

-A INPUT -p tcp --dport 22 -m state --state NEW,ESTABLISHED -j ACCEPT

-A OUTPUT -p tcp --sport 22 -m state --state ESTABLISHED -j ACCEPT

-A OUTPUT -p tcp --dport 22 -m state --state NEW,ESTABLISHED -j ACCEPT

-A INPUT -p tcp --sport 22 -m state --state ESTABLISHED -j ACCEPT

# Allows HTTP IO

-A INPUT -p tcp --dport 80 -m state --state NEW,ESTABLISHED -j ACCEPT

-A OUTPUT -p tcp --sport 80 -m state --state NEW,ESTABLISHED -j ACCEPT

# Allows HTTPS IO

-A INPUT -p tcp --dport 443 -m state --state NEW,ESTABLISHED -j ACCEPT

-A OUTPUT -p tcp --sport 443 -m state --state NEW,ESTABLISHED -j ACCEPT

-A INPUT –j REJECT

-A FORWARD –J REJECT