**Памятка „Сохрани свою приватность!“**

1. Меняй пароли не реже 3х раз в месяц

2. Используй менеджер паролей (например KeepassDX)

3. Избегай использование продуктов ненадежных корпораций (mail.ru, yandex, google, amazon, facebook, alibaba, microsoft). Используй альтернативные продуты.

4. Предпочитай использовать ПО с открытым исходным кодом вместо пропритериарного ПО с закрытыми исходниками

5. Можешь использовать ПО из доверенного списка, составленного мной

6. Минимизируй использование соцсетей

7. Используй независмые поисковые системы. (DuckDuckGo, startpage.com)

8. Регулярно проверяй свой почтовый адрес на наличие в базах утекших учетных данных

9. Активируй 2FA в тех аккаунтах, где это возможно

10. Используй криптоконтейнеры для хранения особо важных данных

11. Есди возможно, то активируй использование случайного mac адреса при подключении к малознакомым сетям wifi

12.

**Почтовый ящик и клиент:**

Ящик: Tutanota/Protonmail/dismail.de/disroot.org/riseup.net

Клиент: на ПК — thunderbird; на android — K9-mail

**Браузер:**

Brave

Firefox

DuckDuckGo

**OS:**

PC — linux (я рекомендую debian/ubuntu)

Смартфон — android, в идеале AOSP

**Магазин приложений на смартфон:**

Aurora store

F-droid

**Картографический сервис:**

OpenStreetMap

**Облачное хранилище:**

Mega

Nextcloud (при наличии своего сервера)

**Плеер:**

VLC

**VPN:**

NordVPN

WindcribeVPN

Tor

**Мессенджеры:**

Briar

Signal

Jabber (jabber - протокол для обмена сообщениями, а не совсем мессенджер)