1. 인터넷 사기
   1. 투자 신용 사기
   2. 경매 사기 사건
      1. Shill bidding
         1. 판매자가 자신, 친구, 가족 등 별도의 계정을 사용하거나 인위적으로 경매 가격을 올리기 위해 누군가에게 경매에 입찰하도록 요청하는 것
      2. Bid shielding
         1. 낮은 입찰가를 유지하는 불법적인 방법
      3. Bid siphoning
         1. 사기꾼 이 "동일한"품목을 더 낮은 가격에 판매하도록 제안하여 합법적인 경매 사이트에서 입찰자를 유인
   3. 신원 도용
      1. 피싱
      2. Cross-Site Scripting
2. 사이버 스토킹
   1. 정의 - 인터넷과 다른 형태의 온라인 및 컴퓨터 통신을 이용하여 다른 사람을 향한 위협적인 행동
   2. 스토킹 방법
      1. 채팅방, 게시판, 이메일을 통해 피해자를 노림
      2. 온라인 욕설, 컴퓨터 바이러스, 인터넷 활동 추적, 신원 도용 등의 형태들이 존재
      3. 오프라인 스토킹 -> 사이버 스토킹으로 인해 발생 할 수 있다.
3. 관련 법 역사
   1. 1990
      1. 사이버 스토킹 – 법 제도화 논의 인기를 끔
   2. 2006
      1. 조지 부쉬 대통령, 연방 사이버 스토킹 방지 법안에 서명
   3. 법 개선 움직임 현재도 존재
4. 투자 사기
   1. 신분 도용, 신용카드 사기 등 여러가지 방법으로 나타남.
   2. 어려운 시기에 사기꾼들 돈을 챙기기 쉽다고 생각
5. 신원 도용으로부터 보호 방법
   1. 필요하지 않은 경우 다른 사람에게 개인 정보 제공 X
   2. 개인 정보 있는 문서 삭제
   3. 신용을 자주 확인
6. 보안 브라우저 설정
   1. 브라우저의 보안 및 개인 정보 설정
   2. 브라우저 최신 버전으로 유지
   3. 플러그인 설치시 주의
   4. 보안 플러그인 설치
7. 옥션 사기 보로
   1. 입증된 경매 사이트 사용
   2. 광고가 과장광고 같으면 사용X
   3. 판매자의 피드백(평점)을 보고 경매
   4. 가능한 온라인 경매를 위해 별도의 한도가 낮은 신용카드 사용
8. 사이버 스토킹 보호
   1. 대화방 등을 사용할 때 실명 사용X
   2. 익명 서비스로 별도의 이메일 계정을 설정, 가짜 이름을 사용
9. Password
   1. 약한, 짧은 암호는 쉽게 뚫림
      1. 무차별 대입
   2. 강력한 암호 어디에나 필요
   3. 하지만 기억하기에는 암호가 너무 많이 있다
      1. 암호 도구를 사용해 암호 관리
10. 시스템 보안
    1. 소프트웨어 최신 버전으로 유지
    2. OS업데이트
    3. 사용하지 않는 소프트웨어 제거
    4. 백신 프로그램 설차
11. 네트워크 보안
    1. 공용 WIFI사용 X
    2. VPN 사용
    3. 방화벽 사용
    4. 필요하지 않는 경우 네트워크 연결 끊기
12. 네트워킹 개인 정보 보호(SNS)
    1. 직접 만나지 않았거나 잘 알지 못하는 사람 연결X
13. 피싱 스캠 및 사기성 E-mail
    1. 피싱 - 신용 카드 번호, 암호, 계정 데이터 또는 기타 정보와 같은 중요한 개인 데이터를 훔치기 위해 고안된 일종의 속임수
       1. Phreaking + Fishing = Phising
    2. 사기꾼 – 은행 같은 기관같이 신뢰할 수 있는 웹사이트에서 보낸 것으로 보이는 수백만 개의 사기성 email을 보내고 개인 정보 제공하도로 할 수 있다.