**Socket.io server and client application**

**Overview**

I made the chat messaging application using the JavaScript programming language and I used the socket.io library for creating the connection and communication between client and the server. Socket.io JavaScript library works using the WebSocket protocol and it is done using a TCP connection. Each client gets their own socket on the server and each socket has its own thread. Each client has then their own socket/thread on the server which they will process their queries on, and a lot of clients can send requests to the server at the same time, and a queue of operations is implemented so that the server has a list of operations it can process if there are too many requests. The requests will be done as soon as possible from the first one to the last one, so if there is a ton of people using the service at the same time, there might be a noticeable difference when the data gets processed.

Repository for the program files: [GitHub](https://github.com/MiroRahkonen/Distributed-systems-assignment-3.git)

Video for the application showcase: [YouTube](https://youtu.be/ug3mfa6Dy3o)

**How node.js handles threads and concurrency**

Node.js usually runs programs in a single thread, unless multi-threading is implemented with worker threads. Node has a main event loop which processes all of the executed processes in a fixed sequence starting from the first process to the last and the order is fixed. Single-threaded processing is easy to implement since there is no need to do complicated programming of synchronized threads to do processes at the same time. According to Cieślar’s article on Node.js, there is a possibility to implement worker threads to do something similar to multi-threading for JavaScript [1], but I didn’t try implementing it as my program was still an entry level program for a simple communication app.

From what I understood from the [socket.io documentation](https://socket.io/docs/v4/), the clients and the server all run single-threaded in their own threads, so there is no multi-threading, but each device has their own thread which they will use for their processing [2]. The server will be the most loaded, as all of the clients will be sending messages to the server, and responses will need to be sent to each client. The clients only need to handle their own requests and messages the other clients are sending. This means that there will be a need to make sure that the server is able to handle all of the load and more processing power or memory will need to be allocated to it in case the present resources aren’t enough.

**How the connection is maintained**

Socket.io uses a TCP connection, which means that the connection between the clients and the server will stay alive as long as the connection termination isn’t initiated by one of the systems. After the three-way handshake to establish the connection, the client and server can communicate freely to send data between each other, and after the connection between them needs to end due to the user leaving, the TCP connection termination happens. The connection termination can be initiated by either of the parties by sending a data packet with the FIN-flag set, and there is a two-way termination to end the connection. Both of the parties need to acknowledge to each other that the connection has ended, so that data packets aren’t unnecessarily sent to a network and wasted since there will be no one receiving the packets.

**Transparency**

The distributed system’s access transparency is done by hiding information about how data is stored and transmitted from the user to the server, and all the operations that the user doesn’t need to see are hidden from them. For example, when sending a message, the user isn’t able to know in what form the message is sent to the server and where the data is handled and stored. The user receives messages from the server and the messages are printed out in formatted form in the terminal. All the commands create calls to different modules in the server socket, but the user doesn’t know about it since all of the operations are done behind the scenes.

In the system there is also location transparency, as the user doesn’t know in detail where the server or other clients reside. The user connects to the server by an IP-address, but the physical location of the server is hidden from the user and the server could be located anywhere and it can change location at any time.

**Scalability**

According to the socket.io documentation, the amount of memory used on the server scales linearly to the number of clients connected and the number of messages sent. This means that the server is able to maintain the amount of connections as long as there is enough memory on the server to serve all of the clients simultaneously. It is stated that using the socket.io library, there is a possibility to scale the server to multiple nodes so that the server can have more memory to serve more users. For my application I only created a single server to serve all of the clients, but you could create more as long as you have the necessary skills to implement them. I am still new to this library, so I didn’t look into creating a multi-server application for this assignment.

**Failure handling**

I implemented some error handling into the application in cases where an error has a possibility of occurring. There are most likely still other errors that could be handled but I created handlers for the ones that I could think of and encountered while programming the application.

In case the application isn’t run using the correct syntax, which includes the IP-address and a port number, there will be an error message output into the terminal with the correct syntax with the necessary information: ‘Correct usage: node client [IP-address] [port-number]’

There is error handling on the client side in case there is an error connecting to the server due to a wrong address and/or port, or some other errors, in which case there will be an error message output into the terminal and the program exits in a controlled manner.

There is also error handling for the user input if:

* Message sent into the text chat is empty, in which case it won’t be sent
* User tries to direct-message with a username that doesn’t match any currently connected to the server, or tries to direct-message themselves which isn’t permitted
* User tries to change their username to one that’s empty, or is the same one which they’re already using

In case the user exits the program in a different method from typing /leave into the chat, the exit of the user will still be registered on the server and a message is sent to everyone. This might happen because the user closes or exits the terminal, or they use the KeyboardInterrupt input CTRL+C.
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