|  |  |  |
| --- | --- | --- |
| Resiko perusakan sistem Gudang terbilang rendah dikarenakan hanya orang orang tertentu yang bisa menggunakan sistem Gudang. | Sistem Gudang lebih di cek dan diperhatikan berkala agar lebih aman dan resikonya lebih rendah. | Sistem Gudang harus ditangani oleh pihak yang professional dan sistem Gudang harusnya memiliki keamanan yang super ketat. |
| Resiko untuk hacking pada web terbilang rendah , namun dimungkinkan terdapat hacking karena terdapat interaksi antara user dan sistem. | Pada web harusnya meminimalisir interaksi antara user dan system untuk meminimalisir hacking yang terjadi. | Web menggunakan teknologi yang lebih terbaharui agar keamanannya lebih ketat dan lebih sulit untuk di hack. |
| Resiko maintenance yang lama terbilang dalam resiko yang menengah. | Maintenance yang dilakukan harusnya dilakukan secara berkala. | Maintenance sebaiknya dilakukan oleh pihak yang professional agar maintenance lebih cepat dilakukan. |
| Resiko untuk Bug Sistem termasuk pada golongan menengah. | Pihak yang menangani masalah sistem harusnya lebih sering melakukan pengecekan secara berkala agar ketika terdapat sebuah bug bisa cepat ditangani. | Terdapat sistem security yang dapat menangani masalah bug pada sistem. |
| Resiko kegagalan atau kerusakan software terbilang rendah | Software yang digunakan di cek secara rutin agar ketika digunakan tidak mengalami error atau kerusakan. | Softwarre yang diguanakan lebih terintegrasi dengan software yang lain. Agar ketika terjadi semua kesalahan data data masih ter backup oleh software yang lain. |
| Server down yang terjadi masih terbilang rendah. | Sistem harusnya bisa lebih di rawat dari segi software maupun hardwarenya | Hardware yang digunakan harus memiliki spesifikasi yang tinggi agar kemungkinan untuk server down dari segi hardware menjadi sangat rendah. |
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