# ŒFULL\_COMPANY\_NAMEŒ

Report Name: ŒREPORT\_NAMEŒ

Penetration Testing Report

Date ŒDATEŒ

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Customer Information | | | | | |
| Company Name: | ŒSHORT\_COMPANY\_NAMEŒ | | | | |
| City: | ŒCONTACT\_CITYŒ | State: | ŒCONTACT\_STATEŒ | Zip Code: | ŒCONTACT\_ZIPŒ |
| URL: | ŒCOMPANY\_WEBSITEŒ |  |  |  |  |

|  |  |
| --- | --- |
| Customer Contact Information | |
| Contact Name: | ŒCONTACT\_NAMEŒ |
| Title: | ŒCONTACT\_TITLEŒ |
| Telephone: | ŒCONTACT\_PHONEŒ |
| E-mail: | ŒCONTACT\_EMAILŒ |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Consultant Information | | | | | |
| Company Name: | ŒCONSULTANT\_COMPANYŒ | | | | |
| Contact Name: | ŒCONSULTANT\_NAMEŒ | | | | |
| Title: | ŒCONSULTANT\_TITLEŒ | | | | |
| Telephone: | Œ CONSULTANT\_PHONEŒ | | | | |
| E-mail: | Œ CONSULTANT\_EMAILŒ | | | | |
| Business Address: | Œ CONSULTANT\_ADDRESSŒ | | | | |
| City | Œ CONSULTANT\_CITYŒ | State: | Œ CONSULTANT\_STATEŒ | Zip Code: | Œ CONSULTANT\_ZIPŒ |
| URL: | Œ CONSULTANT\_SITEŒ | | | | |

# Executive Summary

Η ŒCONSULTANT\_COMPANYŒ εξουσιοδοτήθηκε να διενεργήσει προσομοίωση κυβερνό επίθεσης, για λογαριασμό της ŒSHORT\_COMPANY\_NAMEŒ . Η συγκεκριμένη έκθεση, αναλύει ευρήματα τα οποία εντοπίστηκαν κατά το manual test και δεν εντοπίστηκαν κατά την χρήση αυτόματων εργαλείων.

Στον παρακάτω πίνακα, παρουσιάζονται τα αποτελέσματα τα οποία κρίθηκαν ότι αποτελούν άμεσο και υψηλό κίνδυνο.

Τα παρακάτω ευρήματα μπορούν να οδηγήσουν σε άμεση απώλεια προσωπικών δεδομένων ή/και σε άμεση οικονομική ζημιά της εταιρείας.

|  |  |
| --- | --- |
| Finding Name | Remediation Effort |
| æreport/findings\_list/findings:::risk>3æ ∞title∞ | æreport/findings\_list/findings:::risk>3æ ∞EFFORT∞ |

# Attack Narrative

# Findings

## Findings Table

Παρακάτω παρουσιάζονται το σύνολο των ευρημάτων, που προέκυψαν κατά τη διάρκεια του manual test.

|  |  |
| --- | --- |
| Finding Name | Remediation Effort |
| **Critical Risk Findings** |  |
| æreport/findings\_list/findings:::risk>3æ ∞title∞ | æreport/findings\_list/findings:::risk>3æ ∞EFFORT∞ |
|  |  |
| **High Risk Findings** |  |
| æreport/findings\_list/findings:::risk<4:::risk>2æ∞title∞ | æreport/findings\_list/findings:::risk<4:::risk>2æ ∞EFFORT∞ |
|  |  |
| **Moderate Risk Findings** |  |
| æreport/findings\_list/findings:::risk<3:::risk>1æ∞title∞ | æreport/findings\_list/findings:::risk<3:::risk>1æ ∞EFFORT∞ |
|  |  |
| **Low Risk Findings** |  |
| æreport/findings\_list/findings:::risk<2:::risk>0æ∞title∞ | æreport/findings\_list/findings:::risk<2:::risk>0æ ∞EFFORT∞ |
|  |  |
| **Informational Findings** |  |
| æreport/findings\_list/findings:::risk<1æ∞title∞ | æreport/findings\_list/findings:::risk<1æ ∞EFFORT∞ |
|  |  |

CRITICAL FINDINGS

Τα παρακάτω ευρήματα κρίθηκαν ότι αποτελούν άμεσο και υψηλό κίνδυνο.

Ευρήματα αυτού του τύπου, μπορούν να οδηγήσουν σε άμεση οικονομική ζημιά για την εταιρεία.

Συνίσταται η άμεση επίλυσή τους.

¬report/findings\_list/findings:::risk>3¬

|  |  |  |
| --- | --- | --- |
| **ÆtitleÆ** | |  | | --- | | CRITICAL | |
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HIGH RISK FINDINGS

Τα παρακάτω ευρήματα αποτελούν υψηλό κίνδυνο.

Ευρήματα αυτού του τύπου, μπορούν να οδηγήσουν σε απώλεια προσωπικών δεδομένων ή διαρροή σημαντικών πληροφοριών. Έμμεση οικονομική ζημιά, είναι πιθανή για την εταιρεία.

Συνίσταται η άμεση επίλυσή τους.

¬report/findings\_list/findings:::risk<4:::risk>2¬

|  |  |  |
| --- | --- | --- |
| **ÆtitleÆ** | |  | | --- | | HIGH | |
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### References

Æreferences/paragraphÆ

OTHER FINDINGS

Τα παρακάτω ευρήματα θα μπορούσαν δυνητικά να είναι επικίνδυνα για την εταιρεία και χωρίζονται σε δύο ειδών:

1. Αυτά που δεν οδηγούν στην άμεση απώλεια προσωπικών δεδομένων, αλλά μπορούν να οδηγήσουν στην έλλειψη εμπιστοσύνης ως προς την εταιρεία.
2. Ευρήματα, τα οποία λόγω της φύσης της εταιρείας, των συνθηκών που απαιτούνται για την εκμετάλλευσή τους και τη δυσκολία υλοποίησης της επίθεσης, κρίνεται ότι δεν θα αποτελέσουν νούμερο ένα στόχο.

Συνίσταται η επίλυσή τους.

¬report/findings\_list/findings:::risk<3¬

† risk = 2 †

|  |  |  |
| --- | --- | --- |
| **ÆtitleÆ** | |  | | --- | | MODERATE | |

¥

† risk = 1 †

|  |  |  |
| --- | --- | --- |
| **ÆtitleÆ** | |  | | --- | | LOW | |

¥

† risk = 0 †

|  |  |  |
| --- | --- | --- |
| **ÆtitleÆ** | |  | | --- | | INFORMATIONAL | |
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