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## Introduction

Le STA qu’on définit lui-même comme une solution technique d'accès tout outil numérique, fixe ou nomade, constitué de composants matériels et logiciels, permettant à un utilisateur d'accéder à des services en ligne. Donc les nouveaux commerciaux a la recherche d'une solution STA (Station) pourrait se concentrer sur des outils, des plateformes ou des ressources qui les aident à optimiser leurs performances et à améliorer leur efficacité dans leur rôle de vente. On va choisir 3STA et les comparer basé sur un profil, Puis émettre notre préférence. Établir une liste de logiciels a installés sur la STA, ensuite indiqué des éléments de configuration et de paramétrage à appliquer et en faire une procédure pour le poste d’installation.

## J’ai basé un profil qui me parait le mieux et plus adapté aux commerciaux :

On veut un ordinateur portable possédant entre 8 et 16 Go RAM, des lecteurs USB 3.0, une capacité de stockage entre 200 Go et 600 Go SSD, pesant maximum 2 kg ainsi pour finir ayant un prix entre 250€et 800€.

PC Portable Dell Latitude 5300 - Windows 11

* Prix : 329,90 €
* État : Reconditionné
* Caractéristiques clés :
  + Processeur : Intel Core i5-8365U 1.60 GHz
  + RAM : 16 Go DDR4
  + Stockage : 240Go SSD
  + Taille écran : 13,3'' HD - LED
  + Connectiques : 2 x USB 3.0 / 1 x USB Type-C / HDMI
  + Système d'exploitation : Windows 11 Famille 64 bits
  + Garantie : 1 an pièces et main d'œuvre
* Conseil de l'expert : Recommandé pour une utilisation bureautique et internet avec des performances fiables. Bon rapport qualité-prix pour des déplacements nécessitant un ordinateur léger et performant. Dispose du label "RECONDITIONNÉ CERTIFIÉ EN FRANCE" pour assurer un reconditionnement premium.

Microsoft Surface Laptop Go (Windows 10)

* Prix : 599,99 €
* État : Neuf
* Caractéristiques clés :
  + Processeur : Intel Core i5 10ème Génération
  + RAM : 8 Go
  + Stockage : 256 Go SSD
  + Taille écran : Écran tactile PixelSense 12.45''
  + Connectiques : USB-A, USB-C, prise audio 3.5, Surface Connect
  + Système d'exploitation : Windows 10 S (Mise à niveau gratuite vers Windows 11)
  + Garantie : 2 ans constructeur
* Conseil de l'expert : Ultraléger et performant, adapté aux déplacements avec une autonomie d'une journée entière. Dispose d'une connectivité variée et d'une authentification biométrique. Cependant, l'indice de réparabilité est un peu faible (3.6/10).

PC portable Acer Aspire 3 A315-24P 15,6" AMD Ryzen 5 7520U

* Prix : 799,99 €
* État : Neuf
* Caractéristiques clés :
  + Processeur : AMD Ryzen 5 7520U
  + RAM : 16 Go
  + Stockage : 512 Go SSD
  + Taille écran : 15.6" Acer
  + Connectiques : 1 HDMI 2.1, 1 USB 3.2 type C Gen2, 2 USB 3.2 Gen1
  + Système d'exploitation : Microsoft Windows 11
  + Garantie : 2 ans
* Conseil de l'expert : Puissant avec un grand espace de stockage et une RAM conséquente. Adapté à un usage intensif avec une bonne connectique. Indice de réparabilité élevé (7.2/10).

## Ma Recommandation

Le Dell Latitude 5300 offre un bon équilibre entre performances, prix et portabilité, tout en garantissant un reconditionnement de qualité. Cependant, si le besoin de stockage est primordial, l'Acer Aspire 3 présente une meilleure capacité SSD et une RAM plus importante, bien que plus coûteux.

Les choix varient en fonction des priorités : mobilité, performances, garantie et budget.

## Voici une liste de logiciels utilisés dans le contexte professionnel :

Logiciels de Sécurité et de Protection des Données :

1. Avast ou NordVPN : Solutions antivirus et VPN pour une utilisation personnelle, offrant une protection contre les menaces en ligne et préservant la confidentialité des données.

Outils de Productivité et de Communication :

1. Microsoft Office Suite : Suite bureautique (Word, Excel, PowerPoint, Outlook, etc.) proposée par Microsoft pour la création de documents, feuilles de calcul, présentations et gestion des courriels.
2. Microsoft Teams : Plateforme de communication collaborative pour la messagerie instantanée, les réunions virtuelles et le partage de fichiers au sein des équipes.
3. Google Workspace : Suite d'outils en ligne destinée à la productivité et au partage de documents, similaire à Microsoft Office mais basée sur le Cloud.
4. Dropbox : Service de stockage en ligne pour sauvegarder et partager des documents importants.

Outils de Recherche et de Navigation :

1. Google Maps : Service de cartographie en ligne pour la recherche et la navigation.
2. DuckDuckGo : Moteur de recherche axé sur la préservation de la vie privée de l'utilisateur en évitant les filtres personnalisés.

Outils de Gestion de Projets et de Ventes :

1. Trello : Outil de gestion de tâches et de projets utilisant des tableaux et des cartes pour organiser les activités.
2. Marketo : Outil de marketing automatisé destiné aux entreprises pour les campagnes et le suivi des prospects.
3. Salesforce : Logiciel CRM (Customer Relationship Management) pour la gestion des clients, des ventes et des interactions avec les clients.

Outils de Gestion de Systèmes et de Tâches :

1. Terminal : Émulateur de terminal à plusieurs onglets permettant l'exécution d'applications en ligne de commande.
2. PowerShell : Langage de script et d'automatisation multiplateforme pour la gestion de configuration et l'automatisation des tâches.
3. DocuSign : Outil de signature électronique pour la validation et la signature de contrats et de documents.

Ces logiciels sont utilisés dans différents contextes professionnels pour améliorer la productivité, la sécurité des données et la gestion de projets ou de ventes pour les commerciaux.

Voici un compte rendu des éléments de configuration en termes de sécurité et de gestion des données pour les ordinateurs utilisés dans un contexte professionnel des commerciaux :

Configuration de Sécurité :

1. Pare-feu : Paramétrage du pare-feu en fonction de l'utilisation spécifique de l'ordinateur. Possibilité de gestion par un antivirus avec des règles définies pour filtrer le trafic réseau entrant et sortant.
2. Antivirus : Installation et configuration d'un antivirus pour la détection et la suppression des logiciels malveillants.
3. Authentification à Deux Facteurs : Activation de l'authentification à deux facteurs lorsque le service est disponible, pour renforcer la sécurité des comptes et des accès en cas de vol ou de piratage.
4. Réseau Wi-Fi : Paramétrage pour utiliser le protocole de sécurité WPA2/WPA3 afin de renforcer la protection des données lors de connexions sans fil.

Gestion des Accès et des Données :

1. VPN (Réseau Privé Virtuel) : Utilisation d'un VPN pour chiffrer la connexion et sécuriser les données lors du travail en dehors du réseau interne de l'entreprise.
2. Contrôle à Distance : Configuration d'un système de contrôle à distance pour surveiller les activités, bloquer certains téléchargements ou scripts, et permettre une intervention à distance en cas de besoin.
3. Sauvegarde Automatique : Mise en place d'un système de sauvegarde automatique des données sur un serveur sécurisé de l'entreprise, assurant la protection en cas de perte ou de dysfonctionnement du disque dur.
4. Gestionnaire de CRM : Configuration du logiciel de CRM utilisé par l'entreprise pour centraliser et gérer les informations pertinentes sur les clients, les prospects et les opportunités de vente.
5. Permissions d'Accès : Attribution des autorisations appropriées aux commerciaux pour accéder aux données nécessaires, que ce soit pour le CRM, les fichiers sur l'ordinateur ou certaines applications spécifiques.

Ces configurations visent à renforcer la sécurité des données, à permettre une gestion efficace des accès et des informations sensibles tout en garantissant une sauvegarde régulière et sécurisée des données importantes de l'entreprise.

Les éléments de configuration en matière de sécurité qui seront mis en place consistent initialement en la configuration du Pare-feu en fonction des besoins spécifiques d'utilisation. Il est envisagé d'installer un antivirus, géré directement par le Pare-feu, pour renforcer la sécurité. L'authentification à deux facteurs sera mise en place lorsque le service le propose, afin de prévenir d'éventuels incidents tels que les vols de données ou les piratages.

Il est également prévu d'utiliser un VPN pour chiffrer les connexions et sécuriser les données lorsque les employés travaillent à l'extérieur du réseau interne de l'entreprise. De plus, le paramétrage du réseau Wi-Fi sera configuré pour garantir l'utilisation de protocoles de sécurité WPA2/WPA3, assurant ainsi une connexion sécurisée.

Un dispositif de contrôle à distance sera mis en place afin de surveiller les activités des ordinateurs, permettant de bloquer certains téléchargements de fichiers et scripts potentiellement dangereux. Cette fonctionnalité permettra à un personnel autorisé de surveiller et de reprendre le contrôle des ordinateurs des commerciaux au sein de l'entreprise.

Concernant la sauvegarde des données, un système automatique sera installé sur un serveur relié directement à l'entreprise pour prévenir toute perte ou dysfonctionnement éventuel du disque dur, assurant ainsi une protection adéquate des données.

Le logiciel de Gestion de la Relation Client (CRM), utilisé pour stocker des informations pertinentes sur les clients, les prospects et les opportunités de vente, sera configuré pour garantir la sécurité des données sensibles.

Enfin, les autorisations d'accès seront mises à jour et adaptées de manière appropriée pour permettre aux commerciaux d'accéder uniquement aux données nécessaires à leurs tâches, que ce soit pour le CRM, les fichiers ou les applications spécifiques.

Ces mesures de sécurité représentent une stratégie complète visant à protéger les données de l'entreprise tout en assurant une utilisation sécurisée des ressources informatiques. Il est essentiel de suivre et de mettre à jour régulièrement ces mesures pour faire face aux menaces potentielles émergentes.Haut du formulaire
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Tous les postes remis aux commerciaux

## Étapes de préparation :

## 1. Vérification matérielle :

- Examiner l'ordinateur pour détecter tout dommage externe tel que l'écran cassé, des touches manquantes sur le clavier, une Webcam fissurée, etc.

- Assurer la présence de tous les accessoires nécessaires : batterie, alimentation, notice d'utilisation, souris ou stylet si requis.

- Nettoyer les périphériques avec un chiffon approprié : écran, clavier, connectivités, Webcam, pavé tactile.

## 2. Configuration matérielle :

- Procéder au démarrage initial de l'ordinateur portable et suivre les instructions pour la configuration de base (langue, fuseau horaire, comptes utilisateurs, etc.).

- Sélectionner la langue française.

- Configurer le fuseau horaire en UTC+1.

- Créer deux comptes : un administrateur avec un mot de passe défini et un utilisateur avec la possibilité de définir un mot de passe lors de la première ouverture de session par le commercial.

- Accepter les conditions générales et connecter l'ordinateur au réseau Wi-Fi.

## 3. Configuration logicielle et installation des applications :

- Installer le système d'exploitation si nécessaire, sinon passer à l'installation des applications telles que les suites bureautiques (Word, PowerPoint, Excel, Outlook, OneNote) nommées également Microsoft 365 (disposer d'une clé).

- Installer les logiciels fournis via la clé USB nommée TM7, contenant tous les logiciels requis.

- Configurer les paramètres de sécurité : antivirus, pare-feu, accès réseau sécurisé, etc.

- Configurer les accès et les permissions conformément aux besoins du département et aux directives de sécurité de l'entreprise pour le compte administrateur.

## 4. Dernière vérification :

- Effectuer des tests pour vérifier le bon fonctionnement de toutes les fonctions du poste de travail en redémarrant l'ordinateur et en se connectant au compte administrateur pour s'assurer de son état optimal.

Ce processus de préparation garantit la mise en place et la configuration adéquate des postes avant leur remise aux commerciaux, en assurant à la fois la vérification matérielle, la configuration logicielle, l'installation des applications nécessaires et la sécurisation des paramètres de sécurité conformément aux directives de l'entreprise.

## Conclusion

Le Dell Latitude 5300 semble être l'option la plus équilibrée en termes de performances et de coûts. La sélection des logiciels spécifiques répondant aux besoins des commerciaux itinérants est essentielle pour assurer une productivité optimale. La configuration et le paramétrage doivent garantir à la fois la sécurité des données et la facilité d'utilisation pour les utilisateurs finaux. Une procédure méthodique et détaillée est cruciale pour la préparation adéquate des postes destinés aux commerciaux itinérants. Ce travail était plutôt bien avec beaucoup de recherches, quelque chose que j’aime bien avec quelques difficultés notamment pour la procédure.
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