|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| Risk | Risk Statement | Response strategy | Objectives | Likelihood | Impact | Risk Level |
| GitHub | Any source code pushed to GitHub could potentially contain information that hackers would find useful when trying to a maliciously alter the project. The source files could potentially contain hard-coded login credentials which could allow for data leaks. | Use stronger passwords and usernames than just “admin” or “root”, and keep them regularly updated. | Reduce the likelihood of hacking and data leaks. | Medium | High | Medium-to-High |
| Etc | Etc | Etc | Etc | Etc | Etc | Etc |
| You | Should | Aim | For | 5 to 10 | Of | These |