მოიძიეთ ინფორმაცია CORS შესახებ.

CORS (**Cross-Origin Resource Sharing**) არის ვებ-ბრაუზერების უსაფრთხოების მექანიზმი, რომელიც განსაზღვრავს, თუ რომელი დომეინებიდან შეიძლება სერვერის რესურსებზე წვდომა. იგი გამოიყენება სხვადასხვა დომენებისგან მომავალი HTTP მოთხოვნების კონტროლისთვის და სენსიტიური მონაცემების დაცვაში გვეხმარება.

**CORS მექანიზმის არ არსებობის შემთხვევაში**, ვებ-ბრაუზერებში არ იქნებოდა შეზღუდვა სხვადასხვა დომეინებს შორის მონაცემების გაცვლაზე. ეს შექმნიდა რამდენიმე სერიოზულ უსაფრთხოების პრობლემას:

სენსიტიური ინფორმაციის გაჟონვა - თუ ბრაუზერი ავტომატურად გაუშვებდა ყველა მოთხოვნას სხვადასხვა დომენებზე ჰაკერები შეძლებდნენ სერვერის მონაცემებზე წვდომას.