Bijlage 1.1 Interview securityscan

**Interviewer**: Goedemiddag, mevrouw Cool. Dank u wel dat u de tijd neemt voor dit interview over cyberbeveiliging. Laten we meteen beginnen. Kunt u ons vertellen wat voor u persoonlijk de belangrijkste aspecten zijn als het gaat om cyberbeveiliging binnen uw organisatie?

**Hanneke Cool**: Goedemiddag. Zeker, voor mij staat het correct instellen en autoriseren van alle gebruikers bovenaan de lijst. Het is van cruciaal belang dat we ervoor zorgen dat alleen geautoriseerde personen toegang hebben tot onze systemen en gegevens.

**Interviewer**: Begrijpelijk. Kunt u ons wat meer vertellen over eventuele specifieke maatregelen die u heeft genomen om ervoor te zorgen dat de gebruikers correct zijn ingesteld en geautoriseerd?

**Hanneke Cool**: Zeker. Na wat grondig onderzoek heb ik Tjeerd Nickson gevraagd om een lijst te maken van alle medewerkers die momenteel bij het bedrijf in dienst zijn en hun respectievelijke afdelingen. Dit geeft ons een overzicht van wie waar werkt en welke toegangsrechten ze moeten hebben.

**Interviewer**: Dat klinkt als een effectieve aanpak. Heeft u op dit moment enige concrete aanwijzingen dat er ongeautoriseerde activiteiten plaatsvinden binnen het systeem?

**Hanneke Cool:** Nee, op dit moment heb ik geen concrete aanwijzingen dat er iets misgaat. Maar ik wil er absoluut zeker van zijn dat alles in orde is en dat we proactief handelen om mogelijke problemen te voorkomen.

**Interviewer:** Dat is begrijpelijk. Verder wordt Salma van de afdeling administratie genoemd als iemand die zich bezighoudt met naleving van de AVG-richtlijnen. Kunt u ons vertellen hoe zij bijdraagt aan het waarborgen van de cyberbeveiliging in uw organisatie?

**Hanneke Cool**: Zeker, Salma speelt een cruciale rol bij het waarborgen van de naleving van de AVG-richtlijnen binnen onze organisatie. Ze zorgt ervoor dat de afdeling administratie zich strikt houdt aan de privacyregels en dat gevoelige gegevens op een veilige en conforme manier worden behandeld.

**Interviewer:** Dat klinkt als een belangrijke rol. Tot slot, zijn er nog andere specifieke maatregelen die u van plan bent te nemen om de cyberbeveiliging te verbeteren of te handhaven binnen uw organisatie?

**Hanneke Cool:** We zijn voortdurend bezig met het evalueren en verbeteren van onze beveiligingsmaatregelen. Momenteel kijken we naar mogelijke trainingen en bewustwordingscampagnes om ervoor te zorgen dat al onze medewerkers op de hoogte zijn van de laatste ontwikkelingen op het gebied van cyberbeveiliging.

**Interviewer**: Dank u wel, mevrouw Cool, voor het delen van deze waardevolle inzichten. We waarderen uw tijd en medewerking bij dit interview.

**Hanneke Cool**: Graag gedaan. Het is belangrijk om bewust te blijven van de uitdagingen op het gebied van cyberbeveiliging. Als organisatie moeten we er samen voor zorgen dat we onze systemen en gegevens veilig houden.

**Interview Conclusies:**

De directrice, Hanneke Cool, is geïnterviewd. Ze geeft aan dat zij het ontzettend belangrijk vindt dat alle gebruikers correct zijn ingesteld en geautoriseerd. Hanneke heeft nu geen concrete aanwijzing dat er dingen gebeuren die niet mogen maar ze wenst zeker te weten dat alles in orde is.

Na wat uitzoekwerk heeft Hanneke een lijstje laten maken door Tjeerd Nickson van de medewerkers die nu bij het bedrijf in dienst zijn en de afdeling waarop zij werken.

**Medewerkers per afdeling**

|  |  |
| --- | --- |
| Medewerker | Afdeling |
| Tjeerd Nickson | Administratie |
| Salma Aslan | Administratie |
| Bjorn Hentges | Magazijn |
| Ayoub Ahmadi | Magazijn |
| Hanneke Cool | Management |
| Younes Bulut | Sales |
| Annie Stryker | Sales |

Salma van de afdeling administratie houdt zich bezig met naleving van de AVG-richtlijnen.