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**Background**

Table 1: Relevant Tools & Targets

|  |  |  |
| --- | --- | --- |
| Tool | Version | Use case |
| AFLnet (AFLplusplus) | 4.21c | Network Protocol Fuzzing |
| Fuzzowski | 0.8.2 | Network Protocol Fuzzing |
| Scapy | 2.6.0 | Pcap Traffic Generation |
| Radamsa | 0.7 | Network Protocol Fuzzing |
| Randpkt | 4.4.1 | Pcap Traffic Generation |
| Peach Fuzzer | 4.3 | Network Protocol Fuzzing |
| Medusa | 2.2 | Attack Tool Target 1 |
| Masscan | 1.3.2 | Attack Tool Target 2 |
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**Appendix**

Table 2: Testbed Configuration

|  |  |  |
| --- | --- | --- |
| Component | Configuration |  |
| Hypervisor | VirtualBox | 7.1.0 |
| Virtual Machine 1 (Host) | OS | Kali Linux 2024.3 |
| Kernel Version | Linux kali 6.10.11-amd64 |
| GCC Version | 14.2.0 (Debian 14.2.0-3) |
| Network Adapter 1 | NAT |
| Network Adapter 2 | Internal Network *(intent)* |
| IP Address | 192.168.1.99 /24 |
| Miscellaneous | 16,384 MB RAM, 2 CPU cores, 80 GB HDD |
| Virtual Machine 2 (Target) | OS | Metasploitable2 |
| Kernel Version | Linux Metasploitable 2.6.24-16-server |
| GCC Version | 4.2.4 (Ubuntu 4.2.4-lubuntu4) |
| Network Adapter 1 | Internal Network *(intent)* |
| Network Adapter 2 | *Optional* |
| IP Address | 192.168.1.100 /24 |
| Miscellaneous | 2,048 MB RAM, 1 CPU core, 8 GB HDD |