**DAY 19**

HoneyBot:

Medium interaction tool

Honey bot installation:

Few settings:

🡪Add to startup folder

Would you like to configure honey bot? yes

🡪General:

Disable sound alert

Server name

🡪Email alert

🡪Bindings:

Adapter: all

Install zenmap on Kali Linux:

🡪sudo su

🡪apt-get install zenmap -y

If error, download zenmap from nmap.org for linux

In terminal got to Downloads with root user privileges

🡪apt-get install alien

If error, kali.org🡪Documentation🡪Kali documentation🡪General use🡪kali network repositories

🡪grep -v ‘#’ /etc/apt/sources.list | sort -u

🡪apt-get update

🡪apt-get install alien

Last,

🡪sudo alien zenmap [tab]

🡪sudo dpkg -l zenmap………………deb

When you scan the ip address of target system in kali zenmap, it gives fake information because honeyBot is turned on in the target system, so the hacker time is wasted if he tries to exploit the fake details

Sniffing and MITM attack and ARP spoofing detection:

🡪XARP: ARP spoof detection tool

Data recovery:

🡪Disk drill