**DAY 33**

Most common types of SQL injection testing:

1. SQL error based testing

Google dorks:

inurl:.php?id=1 site:domain.com

inurl:.php?id=1 site:.com

inurl:.php?id=1 site:in

inurl:.php?id=1 site:ac.in

inurl:.php?id=1 site:edu.in

inurl:.php?id=1 site:org

target: target.com

target sub domains: a.target.com

2. SQL time based testing

This type of SQL injection will make the server to respond after specified amount of time.

‘ sleep(5\*25­)

‘ sleep()

Impact : Denial of service

3. SQL blind injection testing

Even the ‘ is given to generate an SQL error the result is not reflected to client browser. Instead the webpage content will misplaced or displays no content

->github.com/payloadbox/sql-injection-payload-list