Linux Commands

ls -> list

ls -la -> shows the list with information

man ls -> shows the manual for ls(list) like a guide for what commands we can use for ls

cd -> Change directory

pwd -> shows the path

cd .. -> home

cd ~

cd /

To make a folder:

mkdir foldername -> to make folder directory

cd home

To remove file/folder:

rmdir foldername -> it will delete only if it was empty

rm-rf folder -> even the folder have files it will delete

To access directy into subdirectories:

cd dir1/dir2/dir3 -> to move into subdirectory of directory

To create a file:

touch filename.txt or touch filename.c

To create a file using cat and write inside the file:

cat>filename.c

and to come out that Ctrl+C

To show what In side file:

cat filename.txt or cat filename.c

To search the text inside a file:

grep searchname filename.c

To search the text is in which line inside file:

grep -n searchname filename.c

To search the text is repeated how many time:

grep -c searchname filename.c

To check the Git version:

Git --version

To install the git in linux:

Sudo apt install git

To Config my git to my account

Git config --global user.name “Nithish”

Git config --global user.email “[nithishkumarpujari@gmail.com](mailto:nithishkumarpujari@gmail.com)”

Paste the text below, substituting in your GitHub email address.

$ ssh-keygen -t ed25519 -C [your\_email@example.com](mailto:your_email@example.com)

(base) nithish@NITHISHs-Air ~ % git --version

(base) nithish@NITHISHs-Air ~ % git config --global user.email "nithishkumarpujari@gmail.com"

(base) nithish@NITHISHs-Air ~ % ssh-keygen -t ed25519 -C "nithishkumarpujari@gmail.com"

Generating public/private ed25519 key pair.

Enter file in which to save the key (/Users/nithish/.ssh/id\_ed25519):

Created directory '/Users/nithish/.ssh'.

Enter passphrase (empty for no passphrase):

Enter same passphrase again:

Your identification has been saved in /Users/nithish/.ssh/id\_ed25519

Your public key has been saved in /Users/nithish/.ssh/id\_ed25519.pub

The key fingerprint is:

SHA256:YxQh5tBnZ23S04OlP+XMddNwLIJ7Q6AijAxksLT3EpE nithishkumarpujari@gmail.com

The key's randomart image is:
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(base) nithish@NITHISHs-Air ~ % eval "$(ssh-agent -s)"

Agent pid 66371

(base) nithish@NITHISHs-Air ~ % ssh-add ~/.ssh/id\_ed25519

Identity added: /Users/nithish/.ssh/id\_ed25519 (nithishkumarpujari@gmail.com)

(base) nithish@NITHISHs-Air ~ % cd .ssh

(base) nithish@NITHISHs-Air .ssh % ls

id\_ed25519 id\_ed25519.pub

(base) nithish@NITHISHs-Air .ssh % cat id\_ed25519.pub

ssh-ed25519 AAAAC3NzaC1lZDI1NTE5AAAAIEpdtzLqIM0Eh48FtghZKAppTE/flAdRau1ryQ36C31P nithishkumarpujari@gmail.com

(base) nithish@NITHISHs-Air .ssh %

We need to copy this key id and paste in ssh key in github

For reference use this link(<https://docs.github.com/en/authentication/connecting-to-github-with-ssh/generating-a-new-ssh-key-and-adding-it-to-the-ssh-agent?platform=linux>)

To initialize the git, add, commit and check the status:

Git init

Git branch -m main

Git init

Git status

Git add filename or git add .

Git status

Git commit -m “commit number”

Git status

Git log

Git checkout committagname

Git merge

To push to the git repo:

Git remote add origin originname

Git push -u origin branchname

Git clone

Git pull

git rm file.txt or git rm -r directory

To create a branch:

Git branch branch\_name

To check number of branches:

Git branch --list