**扫描测试授权书**

|  |  |
| --- | --- |
| 客户名称 | 西湖大学 |

**申请信息：**

|  |  |  |  |
| --- | --- | --- | --- |
| 安全测试说明 | 本次测试工作，我们会采用特定检测工具以安全性扫描方式，对资产范围内目标进行资产发现、系统识别、开放端口和服务检测以及漏洞扫描工作，模拟黑客对系统进行非破坏性的安全测试，检测资产存在的安全风险。  高危专项检测会针对前端设备采取具有一定攻击性的测试代码进行扫描测试，较容易引起前端设备服务异常，异常服务会在一定时间后进行自动恢复。  我们需要贵单位授权进行扫描测试，会尽可能仔细的操作，并事先进行应急准备。考虑到扫描测试的特殊性，要求在约定测试时间内，系统管理人员需实时监控被测试系统，确保其正常、稳定运行，同时需贵单位对授权范围内的扫描测试可能引起的后果不追究任何法律责任。 | | |
| 测试时间 |  | | |
| 测试内容 | √ 标准检测 □ 高危专项检测 | | |
| 资产范围 |  | | |
| 客户联系人 |  | 联系电话 |  |

|  |  |  |  |
| --- | --- | --- | --- |
| 实施单位： | 杭州迪普科技股份有限公司 | 客户单位（盖章）： | 西湖大学 |
| 申请人签字： |  | 授权人签字： |  |
| 申请日期： | 年 月 日 | 授权日期： | 年 月 日 |

**用户填写红色字体示例（不打印此页）**

|  |  |
| --- | --- |
| 客户名称 | 西湖大学 |

**申请信息：**

|  |  |  |  |
| --- | --- | --- | --- |
| 安全测试说明 | 本次测试工作，我们会采用特定检测工具以安全性扫描方式，对资产范围内目标进行资产发现、系统识别、开放端口和服务检测以及漏洞扫描工作，模拟黑客对系统进行非破坏性的安全测试，检测资产存在的安全风险。  高危专项检测会针对前端设备采取具有一定攻击性的测试代码进行扫描测试，较容易引起前端设备服务异常，异常服务会在一定时间后进行自动恢复。  我们需要贵单位授权进行扫描测试，会尽可能仔细的操作，并事先进行应急准备。考虑到扫描测试的特殊性，要求在约定测试时间内，系统管理人员需实时监控被测试系统，确保其正常、稳定运行，同时需贵单位对授权范围内的扫描测试可能引起的后果不追究任何法律责任。 | | |
| 测试时间 |  | | |
| 测试内容 | √ 标准检测 □ 高危专项检测 | | |
| 资产范围 | 在此列出系统服务器IP（内网） | | |
| 客户联系人 | 系统负责人姓名 | 联系电话 | 系统负责人联系电话 |

|  |  |  |  |
| --- | --- | --- | --- |
| 实施单位： | 杭州迪普科技股份有限公司 | 客户单位（盖章）： | 西湖大学 |
| 申请人签字： |  | 授权人签字： | 系统负责人签字 |
| 申请日期： | 年 月 日 | 授权日期： | 年 月 日 |