A few strengths that I possess are strong written communication skills, with great time management and work ethic to follow. Additionally, I possess basic to intermediate skill level in a handful of programming languages, which include C++, Java, Javascript, SQL, and Python. I would like to cultivate skills relating to SIEM analysis and a general approach to a network’s trendlines.

Some of my values that I believe are important pertaining to a professional workplace are honesty, transparency, and a level-headedness to calm down growing issues amongst coworkers. Additionally, I have always had an interest in valuing privacy and security on the internet because there are many bad actors and protecting oneself and others is rather important to me.

As recently cited as an interest with what I aspire to add to my future strengths would be the utilization of a SIEM, which would put me in the vertical of a SOC Analyst position. The concept of starting my career as a blue team operative sounds absolutely thrilling with the potential to grow into something more sophisticated like a purple team that fully understands the network environment.

My current work experience is in soldering, which is not IT related and my interest in Cybersecurity expresses a departure from my past to a new career. I have completed my B.S. in Cybersecurity from Immaculata University and currently have my Security+ certification.

My name is Nick. I believe that my formal education along with my pursuit of specific certifications and my overall interest in certain topics make me a great fit for a Cybersecurity career candidate. My interest in security related topics creates an alluring direction for my pursuit in this field so that my skills can match my interests.