# Bug Report - Negative Test Cases

## Password Not Masked During Input (TC001)

Bug ID: BUG\_TC001

Description: Password was not masked during input, leading to visibility of the password on the login page, compromising user privacy and security.

Severity: High

Priority: High

### Steps to Reproduce:

1. Navigate to the login page.

2. Enter 'demouser' as the username.

3. Enter the password and observe if it is masked.

### Expected Result:

Password input should be masked to maintain user privacy.

### Actual Result:

Password input was not masked and was visible.

### Environment:

Chrome browser

## Password Not Masked During Input (TC002)

Bug ID: BUG\_TC002

Description: Password was not masked during input, leading to visibility of the password on the login page, compromising user privacy and security.

Severity: High

Priority: High

### Steps to Reproduce:

1. Navigate to the login page.

2. Enter 'favuser' as the username.

3. Enter the password and observe if it is masked.

### Expected Result:

Password input should be masked to maintain user privacy.

### Actual Result:

Password input was not masked and was visible.

### Environment:

Chrome browser

## Password Not Masked During Input (TC003)

Bug ID: BUG\_TC003

Description: Password was not masked during input, leading to visibility of the password on the login page, compromising user privacy and security.

Severity: High

Priority: High

### Steps to Reproduce:

1. Navigate to the login page.

2. Enter 'image\_not\_loading\_user' as the username.

3. Enter the password and observe if it is masked.

### Expected Result:

Password input should be masked to maintain user privacy.

### Actual Result:

Password input was not masked and was visible.

### Environment:

Chrome browser

## Password Not Masked During Input (TC004)

Bug ID: BUG\_TC004

Description: Password was not masked during input, leading to visibility of the password on the login page, compromising user privacy and security.

Severity: High

Priority: High

### Steps to Reproduce:

1. Navigate to the login page.

2. Enter 'existing\_orders\_user' as the username.

3. Enter the password and observe if it is masked.

### Expected Result:

Password input should be masked to maintain user privacy.

### Actual Result:

Password input was not masked and was visible.

### Environment:

Chrome browser

## Password Not Masked During Input (TC005)

Bug ID: BUG\_TC005

Description: Password was not masked during input, leading to visibility of the password on the login page, compromising user privacy and security.

Severity: High

Priority: High

### Steps to Reproduce:

1. Navigate to the login page.

2. Enter 'locked\_user' as the username.

3. Enter the password and observe if it is masked.

### Expected Result:

Password input should be masked to maintain user privacy.

### Actual Result:

Password input was not masked and was visible.

### Environment:

Chrome browser

## Weak Password Strength (TC012)

Bug ID: BUG\_TC012

Description: The password entered is very weak, lacking lowercase letters and any special characters. This compromises the account's security.

Severity: High

Priority: High

### Steps to Reproduce:

1. Navigate to the login page.

2. Enter a username.

3. Enter a weak password without lowercase letters or special characters.

4. Attempt to assess the password strength.

### Expected Result:

The system should notify the user that the password is weak and prompt for a stronger password.

### Actual Result:

The system accepts the weak password without any warning.

### Environment:

Chrome browser