AC 登录方法：

默认管理口有两个eth0口 登录地址10.251.251.251/24 和eth1口10.252.252.252/24将本地电脑IP地址改为同网段并和AF的eth0口或eth1口连接，在浏览器输入https：//10.251.251.251或https：//10.252.252.252/24即可登录，默认登录账号和密码为admin实验环境登录账号和密码是admin/wxjy@2012

路由模式部署：

在 系统管理-网络部署-部署模式 选择路由部署，根据拓扑信息在对应接口下输入IP信息和nat（AC部署完以后会重启，重启时间大概是3-5分钟），然后在 系统管理-网络部署-路由 内新增缺省路由进行上网。

本地密码认证;

先在 接入管理-用户管理-本地用户组/用户 里面新增加组，在组内新增用户信息（自己设置登录名和密码）。随后在 接入管理-接入认证-portal认证-认证策略 内点击新增，输入要认证的范围，选择认证方式为密码认证，认证服务器选择本地用户。认证后处理选择进入到刚刚创建的组内即可。

AD域使用：

登录AD域设备，进如设备后先更改IP地址，保证pc可以和AD域进行通信，在 服务器管理器-右上角工具- ActiveDirectory用户和计算机-wxjy.com 内选择新建组织单位或用户。

外部密码认证

在 接入管理-接入认证-portal认证-认证服务器 内点击新增LDAP服务器，服务器地址填写AD域的IP，[管理员账号为Administrator@wxjy.com](mailto:管理员账号为Administrator@wxjy.com)，在BaseDN选择组织架构wxjy.com。随后在 接入管理-接入认证-portal认证-认证策略 新建策略，认证范围选择内网IP，认证方式选择密码认证，认证服务器选择刚才新建的AD域，然后提交即可

应用控制策略：

在 行为管理-访问权限策略 新增访问权限策略，选择需要管控的应用，选择处置动作，和选择策略适用对象，然后点击提交即可。

互联网/客户端/业务审计：

在 行为审计-互联网/客户端/业务 新增需要审计的内容（客户端审计需要下载插件，在接入管理-准入客户端配置 可以下载）

流量控制策略

在 流量管理-流控策略 先开启左上角“启用流量管理系统”（不然流控策略不生效），然后在 带宽分配-新增通道 新增一级通道，选择是要做保障通道或者是限制通道。