Unit 机架单元 1U = 4.445cm 1.75英寸

AF 登录方法：

默认管理口eth0口 登录地址10.251.251.251/24 将本地电脑IP地址改为同网段并和AF的eth0口连接在浏览器输入https：//10.251.251.251即可登录，默认登录账号和密码为admin实验环境登录账号和密码是admin/wxjy@2012

接口配置：

在 网络-接口 点击想要配置的接口，确保接口状态是启用状态，类型选择路由，区域可以在接口下新建也可以在 网络-区域 内点击新增创建新的区域（需要注意创建三层区域）。基本属性可选可不选。地址配置选择IPv4，连接类型选择静态，直接输入想要配置IP地址（需要注意输入掩码）。根据需求勾选ping和webui选项。

路由配置：

如果需要跨网段通信那么需要配置对应的静态路由，在 网络-路由-静态路由 新增路由信息，若需要访问互联网，不要忘记做缺省路由。

区域间互访：

不同区域默认拒绝互相访问，如果有不同区域之间想要访问的需求，可以在页面的 策略-访问控制-应用控制策略 新增创建需要互访的策略（如果区域是外网区域的话，网络对象要选全部）。一定不能做any-any全放通策略！

地址转换：

如果防火墙部署在出口层当作出口路由器使用时，访问互联网时除了需要做缺省路由，还需要配置源地址转换 在策略-地址转换-IPv4地址转换 新增源地址转换（部署在内网当作核心路由器时不需要配置）

若内网有相应的服务器对外发布业务想让外网用户访问时需要做目的地址转换，在 策略-地址转换-Pv4地址转换 新增目的地址转换，原始数据包的目的地址填写防火墙接口的公网IP地址，服务选择需要映射的服务端口，转化后数据包的指定IP填写内网服务器的IP地址，服务选择需要映射的服务

应用控制策略配置：

若需要禁止访问一些网站或应用在 策略-访问控制-应用控制策略 点击新增，选择对应的应用或网站，动作选择允许或拒绝（拒绝策略最好放在第一条）

区域访问控制：

如果想要只想让某一个国家或地区允许或拒绝访问我的内网，在 策略-访问控制-地域访问控制 新增策略，在控制方式里选择地区和处理动作

终端内容安全防护策略配置：

在 对象-安全策略模板-内容安全 新增模板，在高级选项内勾选需要检查的内容，模板配置好以后在 策略-安全防护策略-新增业务防护策略 在内容安全选择栏里调用做的模板（尽量一个策略只做一个防护）

终端僵尸网络防护策略：

在 对象-安全策略模板-僵尸网络 新增僵尸网络模板，然后在 策略-安全防护策略-新增业务防护策略 在僵尸网络模块进行调用（日志要勾选）