Question 2  
ประโยชน์ของการทำ Performance Development Review (PDR) คืออะไร และเป็นอย่างไรที่จะช่วยให้พนักงานและองค์กรประสบความสำเร็จ?

Question 1  
องค์กรจะสามารถนำหลักการ CIA ไปใช้ในกลยุทธ์การรักษา ความปลอดภัยข้อมูลได้อย่างไร

Question 3  
อะไรคือจุดประสงค์ในการทำ network topology diagram

Question 4  
ผลที่อาจเกิดขึ้นจากการโจมตีเครือข่ายที่ประสบความสำเร็จ คืออะไร และองค์กรจะบรรเทาผลกระทบเหล่านี้ได้อย่างไร

Question 5  
อะไรคือความแตกต่างระหว่าง stateful and stateless firewalls?

Question 6  
ไฟร์วอลล์ประเภทใดบ้างที่พบเห็นได้ทั่วไป และข้อดีกับ ข้อเสียของประเภทเหล่านี้คืออะไร

Question 7  
องค์กรจะมั่นใจในประสิทธิภาพของเครื่องมือรักษาความ ปลอดภัยได้อย่างไร และควรพิจารณาปัจจัยใดบ้างเมื่อเลือก เครื่องมือรักษาความปลอดภัยใหม่

Question 8  
อธิบาย antivirus software

Question 9  
ขั้นตอนสำคัญที่เกี่ยวข้องในแผน incident response คืออะไร

Question 10  
องค์กรจะมั่นใจได้อย่างไรว่ากระบวนการเผชิญเหตุมีประสิทธิภาพ

Question 11  
ช่องโหว่ด้านความปลอดภัยบนเว็บประเภท ใดที่พบบ่อยที่สุด

Question 12  
อะไรคือ Cross-site scripting และสามารถ ป้องกันได้อย่างไร

Question 13  
โปรโตคอลการเข้ารหัส WLAN ใดที่ ปลอดภัยที่สุด

Question 14  
อะไรคือ WPA2 encryption และสามารถเพิ่ม ความปลอดภัยได้อย่างไร

Question 15  
ขั้นตอนแรกของกระบวนการบริหารความ เสี่ยง ตามมาตรฐาน COSO คืออะไร

Question 16  
Rogue access point คืออะไรและสามารถ ป้องกันได้อย่างไร

Question 17  
จุดประสงค์หลักของ ISO 27001 คืออะไรและต้องทำอย่างไรถึงทำให้ได้ถึงมาตรฐานน

Question 18  
อะไรคือองค์ประกอบหลักของ ISMS ที่ สอดคล้องกับ ISO 27001 และ องค์ประกอบเหล่านี้ช่วยองค์กรในการ จัดการความเสี่ยงด้านความปลอดภัยข้อมูล

Question 19  
พ.ร.บ.คอมพิวเตอร์ของไทยส่งผลกระทบ ต่อบริษัทต่างชาติที่ดำเนินธุรกิจในประเทศ ไทยอย่างไร?

Question 20  
กฎหมาย PDPA คืออะไรและส่งผลต่อทางธุรกิจอย่างไร