**ТЕХНИЧЕСКОЕ ЗАДАНИЕ**

на оказание услуг по созданию системы защиты персональных данных

и аттестации автоматизированных рабочих мест в

администрации Пушкинского муниципального района Московской области

Наименование: оказание услуги по созданию системы защиты персональных данных и аттестации автоматизированных рабочих мест в Администрации Пушкинского муниципального района Московской области.

**Срок исполнения**: с момента заключения контракта в течение 30 календарных дней.

**Место поставки, настройки и ввода в эксплуатацию:** Московская область, г. Пушкино, Московский проспект 12/2, г. Пушкино, ул. Некрасова, д. 5

**Метод определения начальной максимальной цены контракта:** сопоставимых рыночных цен (анализа рынка)

**Источник финансирования:** средства бюджета Пушкинского муниципального района,

**Код бюджетной классификации:** 700 04 10 1820300010-242

Перечень используемых сокращений

|  |  |
| --- | --- |
| АРМ | Автоматизированное рабочее место |
| АС | Автоматизированная система |
| ИСПДн | Информационная система персональных данных |
| НСД | Несанкционированный доступ |
| ОС | Операционная система |
| ПАК | Программно-аппаратный комплекс |
| ПДн | Персональные данные |
| ПО | Программное обеспечение |
| СЗИ | Средство (средства) защиты информации |
| СЗПДн | Средство защиты персональных данных |
| СКЗИ | Средство криптографической защиты информации |
| ФСБ | Федеральная служба безопасности |
| ФСТЭК | Федеральная служба по техническому и экспортному контролю |

1. **Перечень документов, на основании которых оказываются услуги**

Все мероприятия должны осуществляться в соответствии с требованиями и рекомендациями следующих нормативных документов:

* Федеральный закон от 27 июля 2006 г. № 149-ФЗ «Об информации, информационных технологиях и о защите информации».
* Федеральный закон от 04 мая 2011 г. № 99-ФЗ «О лицензировании отдельных видов деятельности».
* Федеральный закон Российской Федерации от 27 июля 2006 г. № 152-ФЗ «О персональных данных».
* Постановление Правительства Российской Федерации от 1 ноября 2012 г. № 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных».
* Постановление Правительства Российской Федерации от 21 марта 2012 г. № 211 «Об утверждении перечня мер, направленных на обеспечение выполнения обязанностей, предусмотренных Федеральным законом «О персональных данных» и принятыми в соответствии с ним нормативными правовыми актами, операторами, являющимися государственными или муниципальными органами».
* Приказ ФСТЭК России от 18 февраля 2013 г. № 21 «Об утверждении состава и содержания организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных».
* «Базовая модель угроз безопасности персональных данных при их обработке в информационных системах персональных данных», утверждена ФСТЭК 15.02.2008 г.
* «Методика определения актуальных угроз безопасности персональных данных при их обработке в информационных системах персональных данных», утверждена ФСТЭК 15.02.2008 г.
* Приказ ФСБ России от 10 июля 2014 № 378 «Об утверждении Состава и содержания организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных с использованием средств криптографической защиты информации, необходимых для выполнения установленных Правительством Российской Федерации требований к защите персональных данных для каждого из уровней защищенности».
* Иные нормативные правовые акты Российской Федерации в области защиты персональных данных.

1. **Цели оказания услуг**

Целью оказания услуги является:

* Обследование информационных систем заказчика, проведение проверки существующей у заказчика документации по защите информации, моделей угроз безопасности информации, в том числе модели угроз безопасности информации с использованием средств криптографической защиты информации, актуализация пакетов документов для обеспечения организационных мероприятий по защите информации, проектирование систем защиты информации, поставка (приобретение), установка, настройка средств защиты информации от НСД, безопасного межсетевого взаимодействия, а так же в случае необходимости прикладного программного обеспечения и средств вычислительной техники для функционирования средств защиты информации.
* Обеспечения защиты от несанкционированного доступа (далее НСД) к информации ограниченного доступа (конфиденциальной информации и персональных данных), обрабатывающейся на автоматизированных рабочих местах (далее АРМ) Администрации Пушкинского муниципального района.
* Обеспечение безопасного межсетевого взаимодействия и обнаружения уязвимостей при подключении локальной вычислительной сети администрации Пушкинского Муниципального района к сетям международного информационного обмена.
* Проведение аттестационных испытаний информационных систем персональных данных **(ИСПДн)** по требованиям безопасности информации.
* Инструктажпользователей и администратора сети по работе с СЗИ в рамках обеспечения безопасности персональных данных при их обработке в информационных системах персональных данных.

В ходе оказания услуги Исполнитель должен:

* Провести обследование информационных систем заказчика;
* Провести аудит существующих у заказчика документов по защите информации;
* Провести актуализацию всех документов по защите информации (привести комплект документов в соответствие требованиям по защите информации);
* Провести поставку средств защиты информации в соответствии с настоящим техническим заданием;
* Произвести передачу прав на использование прикладного программного обеспечения, реализующего функции многозадачной и многофункциональной системы технической поддержки пользователей и инвентаризации;
* Ввести в эксплуатацию СЗИ, поставленные в соответствии с настоящим техническим заданием;
* Провести аттестацию информационных систем Заказчика по требованиям безопасности информации.

1. **Объект оказания услуг**

Объектом являются информационные системы администрации Пушкинского муниципального района Московской области.

Информационные системы имеют выход в общую корпоративную локальную вычислительную сеть с подключением к информационно-телекоммуникационной сети Интернет. Количество рабочих станций и Серверов, на которых производится обработка информации ограниченного доступа – персональные данные, служебная информация и другая конфиденциальная информация (за исключением государственной тайны) составляет интервал от **25 до 50 АРМ и Серверов**.

Сервера и АРМ, работают под управлением операционных системы семейства Windows;

В процессе обследования информационных систем, **определяется точное количество рабочих мест,** на которых производится обработка информации ограниченного доступа – персональные данные, служебная информация и другая конфиденциальная информация (за исключением государственной тайны).

|  |
| --- |
| Услуги должны быть оказаны по месту фактического нахождения АРМ и серверов Заказчика:   * г. Пушкино Московский проспект 12/2 |
| * г. Пушкино Некрасова улица 5 |

1. **Требования к составу, содержанию и результатам оказываемых услуг**
   1. ***Перечень, содержание и результаты оказываемых услуг***

4.1.1. Обследование информационных систем заказчика

Содержание:

* Обследование информационных систем заказчика;
* Проведение проверки существующей у заказчика документации по защите

1. **Требования к документированию**

Все разработанные документы должны быть переданы Заказчику как в бумажном, так и в электронном виде.