**RE-INSTALL SQL SERVER PERMISSIONS FOR DATABASE OBJECTS**

**Instance Name: SQLSERVERMULTI Note: Default instance is multidimensional.**

**USE [master]**

**IF NOT EXISTS (SELECT \* FROM sys.server\_principals WHERE name = N'sa')**

**BEGIN**

**DECLARE @CreateError INT**

**CREATE LOGIN [sa] WITH PASSWORD = 0x0200D7A2FF9F2F93B676D6DAAA613B87C1E415614DD0CA92D95941E8033765969C1BB25760C764B8A32793BF6E128A70E222B3F150D6046E3F2D6F2DEC015A1A4F4D2A0D597C HASHED, SID = 0x01, DEFAULT\_LANGUAGE = us\_english, CHECK\_POLICY = ON, CHECK\_EXPIRATION = OFF**

**SET @CreateError = @@ERROR**

**IF(@CreateError = 0)**

**BEGIN**

**ALTER LOGIN [sa] DISABLE**

**SET @CreateError = @@ERROR**

**END**

**IF(@CreateError = 0)**

**BEGIN**

**exec master.dbo.sp\_addsrvrolemember @loginame='sa', @rolename='sysadmin'**

**END**

**IF EXISTS(SELECT \* FROM sys.databases where name = N'CaribianDream')**

**ALTER LOGIN [sa] WITH DEFAULT\_DATABASE=[CaribianDream]**

**GRANT CONNECT SQL TO [sa]**

**ALTER LOGIN [sa] DISABLE**

**END**

**USE CaribianDream;**

**EXEC [CaribianDream].dbo.sp\_changedbowner @loginame = N'sa', @map=false**

**--=================================================================================**

**USE [master]**

**IF NOT EXISTS (SELECT \* FROM sys.server\_principals WHERE name = N'sa')**

**BEGIN**

**DECLARE @CreateError INT**

**CREATE LOGIN [sa] WITH PASSWORD = 0x0200D7A2FF9F2F93B676D6DAAA613B87C1E415614DD0CA92D95941E8033765969C1BB25760C764B8A32793BF6E128A70E222B3F150D6046E3F2D6F2DEC015A1A4F4D2A0D597C HASHED, SID = 0x01, DEFAULT\_LANGUAGE = us\_english, CHECK\_POLICY = ON, CHECK\_EXPIRATION = OFF**

**SET @CreateError = @@ERROR**

**IF(@CreateError = 0)**

**BEGIN**

**ALTER LOGIN [sa] DISABLE**

**SET @CreateError = @@ERROR**

**END**

**IF(@CreateError = 0)**

**BEGIN**

**exec master.dbo.sp\_addsrvrolemember @loginame='sa', @rolename='sysadmin'**

**END**

**IF EXISTS(SELECT \* FROM sys.databases where name = N'DW205Final')**

**ALTER LOGIN [sa] WITH DEFAULT\_DATABASE=[DW205Final]**

**GRANT CONNECT SQL TO [sa]**

**ALTER LOGIN [sa] DISABLE**

**END**

**USE DW205Final;**

**EXEC [DW205Final].dbo.sp\_changedbowner @loginame = N'sa', @map=false**

**USE [master]**

**IF NOT EXISTS (SELECT \* FROM sys.server\_principals WHERE name = N'sa')**

**BEGIN**

**DECLARE @CreateError INT**

**CREATE LOGIN [sa] WITH PASSWORD = 0x0200D7A2FF9F2F93B676D6DAAA613B87C1E415614DD0CA92D95941E8033765969C1BB25760C764B8A32793BF6E128A70E222B3F150D6046E3F2D6F2DEC015A1A4F4D2A0D597C HASHED, SID = 0x01, DEFAULT\_LANGUAGE = us\_english, CHECK\_POLICY = ON, CHECK\_EXPIRATION = OFF**

**SET @CreateError = @@ERROR**

**IF(@CreateError = 0)**

**BEGIN**

**ALTER LOGIN [sa] DISABLE**

**SET @CreateError = @@ERROR**

**END**

**IF(@CreateError = 0)**

**BEGIN**

**exec master.dbo.sp\_addsrvrolemember @loginame='sa', @rolename='sysadmin'**

**END**

**IF EXISTS(SELECT \* FROM sys.databases where name = N'BUSIT110FinalDB')**

**ALTER LOGIN [sa] WITH DEFAULT\_DATABASE=[BUSIT110FinalDB]**

**GRANT CONNECT SQL TO [sa]**

**ALTER LOGIN [sa] DISABLE**

**END**

**--================================================================================================**

**USE [master]**

**IF NOT EXISTS (SELECT \* FROM sys.server\_principals WHERE name = N'sa')**

**BEGIN**

**DECLARE @CreateError INT**

**CREATE LOGIN [sa] WITH PASSWORD = 0x0200D7A2FF9F2F93B676D6DAAA613B87C1E415614DD0CA92D95941E8033765969C1BB25760C764B8A32793BF6E128A70E222B3F150D6046E3F2D6F2DEC015A1A4F4D2A0D597C HASHED, SID = 0x01, DEFAULT\_LANGUAGE = us\_english, CHECK\_POLICY = ON, CHECK\_EXPIRATION = OFF**

**SET @CreateError = @@ERROR**

**IF(@CreateError = 0)**

**BEGIN**

**ALTER LOGIN [sa] DISABLE**

**SET @CreateError = @@ERROR**

**END**

**IF(@CreateError = 0)**

**BEGIN**

**exec master.dbo.sp\_addsrvrolemember @loginame='sa', @rolename='sysadmin'**

**END**

**IF EXISTS(SELECT \* FROM sys.databases where name = N'AdventureWorks2016CTP3')**

**ALTER LOGIN [sa] WITH DEFAULT\_DATABASE=[AdventureWorks2016CTP3]**

**GRANT CONNECT SQL TO [sa]**

**ALTER LOGIN [sa] DISABLE**

**END**

**USE [master]**

**IF NOT EXISTS (SELECT \* FROM sys.server\_principals WHERE name = N'sa')**

**BEGIN**

**DECLARE @CreateError INT**

**CREATE LOGIN [sa] WITH PASSWORD = 0x0200D7A2FF9F2F93B676D6DAAA613B87C1E415614DD0CA92D95941E8033765969C1BB25760C764B8A32793BF6E128A70E222B3F150D6046E3F2D6F2DEC015A1A4F4D2A0D597C HASHED, SID = 0x01, DEFAULT\_LANGUAGE = us\_english, CHECK\_POLICY = ON, CHECK\_EXPIRATION = OFF**

**SET @CreateError = @@ERROR**

**IF(@CreateError = 0)**

**BEGIN**

**ALTER LOGIN [sa] DISABLE**

**SET @CreateError = @@ERROR**

**END**

**IF(@CreateError = 0)**

**BEGIN**

**exec master.dbo.sp\_addsrvrolemember @loginame='sa', @rolename='sysadmin'**

**END**

**IF EXISTS(SELECT \* FROM sys.databases where name = N'DMClass')**

**ALTER LOGIN [sa] WITH DEFAULT\_DATABASE=[DMClass]**

**GRANT CONNECT SQL TO [sa]**

**ALTER LOGIN [sa] DISABLE**

**END**

**--========================================================================================================**

**USE [master]**

**IF NOT EXISTS (SELECT \* FROM sys.server\_principals WHERE name = N'sa')**

**BEGIN**

**DECLARE @CreateError INT**

**CREATE LOGIN [sa] WITH PASSWORD = 0x0200D7A2FF9F2F93B676D6DAAA613B87C1E415614DD0CA92D95941E8033765969C1BB25760C764B8A32793BF6E128A70E222B3F150D6046E3F2D6F2DEC015A1A4F4D2A0D597C HASHED, SID = 0x01, DEFAULT\_LANGUAGE = us\_english, CHECK\_POLICY = ON, CHECK\_EXPIRATION = OFF**

**SET @CreateError = @@ERROR**

**IF(@CreateError = 0)**

**BEGIN**

**ALTER LOGIN [sa] DISABLE**

**SET @CreateError = @@ERROR**

**END**

**IF(@CreateError = 0)**

**BEGIN**

**exec master.dbo.sp\_addsrvrolemember @loginame='sa', @rolename='sysadmin'**

**END**

**IF EXISTS(SELECT \* FROM sys.databases where name = N'northwind')**

**ALTER LOGIN [sa] WITH DEFAULT\_DATABASE=[northwind]**

**GRANT CONNECT SQL TO [sa]**

**ALTER LOGIN [sa] DISABLE**

**END**

**Instance Name: QUALITY\_BI User Name: NETADMIN Password: 37Com4me**

**USE [master]**

**IF NOT EXISTS (SELECT \* FROM sys.server\_principals WHERE name = N'NETADMIN')**

**BEGIN**

**DECLARE @CreateError INT**

**CREATE LOGIN [NETADMIN] WITH PASSWORD = 0x020049E5DD6D9EABFB26EDBD9259ACE9F2505581C46B5E07BCC65CF1C3D8839E464BDE56599742BA780D2B07B529E5650D0E4618AA75153F3759A5774DA2AAB17E8EF42958C5 HASHED, SID = 0x24C9C35B0D7E5F448D317A7AB46592CA, DEFAULT\_LANGUAGE = us\_english, CHECK\_POLICY = ON, CHECK\_EXPIRATION = ON**

**SET @CreateError = @@ERROR**

**GRANT ALTER ANY EVENT SESSION TO [NETADMIN] WITH GRANT OPTION**

**GRANT ADMINISTER BULK OPERATIONS TO [NETADMIN] WITH GRANT OPTION**

**GRANT ALTER ANY SERVER AUDIT TO [NETADMIN] WITH GRANT OPTION**

**GRANT ALTER ANY AVAILABILITY GROUP TO [NETADMIN] WITH GRANT OPTION**

**GRANT ALTER ANY CREDENTIAL TO [NETADMIN] WITH GRANT OPTION**

**GRANT ALTER ANY CONNECTION TO [NETADMIN] WITH GRANT OPTION**

**GRANT ALTER ANY DATABASE TO [NETADMIN] WITH GRANT OPTION**

**GRANT ALTER ANY EVENT NOTIFICATION TO [NETADMIN] WITH GRANT OPTION**

**GRANT ALTER ANY ENDPOINT TO [NETADMIN] WITH GRANT OPTION**

**GRANT ALTER ANY LOGIN TO [NETADMIN] WITH GRANT OPTION**

**GRANT ALTER ANY LINKED SERVER TO [NETADMIN] WITH GRANT OPTION**

**GRANT ALTER RESOURCES TO [NETADMIN] WITH GRANT OPTION**

**GRANT ALTER ANY SERVER ROLE TO [NETADMIN] WITH GRANT OPTION**

**GRANT ALTER SERVER STATE TO [NETADMIN] WITH GRANT OPTION**

**GRANT ALTER SETTINGS TO [NETADMIN] WITH GRANT OPTION**

**GRANT ALTER TRACE TO [NETADMIN] WITH GRANT OPTION**

**GRANT AUTHENTICATE SERVER TO [NETADMIN] WITH GRANT OPTION**

**GRANT CONNECT ANY DATABASE TO [NETADMIN] WITH GRANT OPTION**

**GRANT CONTROL SERVER TO [NETADMIN] WITH GRANT OPTION**

**GRANT CONNECT SQL TO [NETADMIN] WITH GRANT OPTION**

**GRANT CREATE AVAILABILITY GROUP TO [NETADMIN] WITH GRANT OPTION**

**GRANT CREATE ANY DATABASE TO [NETADMIN] WITH GRANT OPTION**

**GRANT CREATE DDL EVENT NOTIFICATION TO [NETADMIN] WITH GRANT OPTION**

**GRANT CREATE ENDPOINT TO [NETADMIN] WITH GRANT OPTION**

**GRANT CREATE SERVER ROLE TO [NETADMIN] WITH GRANT OPTION**

**GRANT CREATE TRACE EVENT NOTIFICATION TO [NETADMIN] WITH GRANT OPTION**

**GRANT IMPERSONATE ANY LOGIN TO [NETADMIN] WITH GRANT OPTION**

**GRANT SHUTDOWN TO [NETADMIN] WITH GRANT OPTION**

**GRANT SELECT ALL USER SECURABLES TO [NETADMIN] WITH GRANT OPTION**

**GRANT VIEW ANY DEFINITION TO [NETADMIN] WITH GRANT OPTION**

**GRANT VIEW ANY DATABASE TO [NETADMIN] WITH GRANT OPTION**

**GRANT VIEW SERVER STATE TO [NETADMIN] WITH GRANT OPTION**

**GRANT EXTERNAL ACCESS ASSEMBLY TO [NETADMIN] WITH GRANT OPTION**

**GRANT UNSAFE ASSEMBLY TO [NETADMIN] WITH GRANT OPTION**

**ALTER LOGIN [NETADMIN] DISABLE**

**END**

**Server Instance: DESKTOP-9GQ67N4\PROG117\_WEB\_USER User Name: PROG117\_web\_user User Password: abc123**

**USE [master]**

**IF NOT EXISTS (SELECT \* FROM sys.server\_principals WHERE name = N'PROG117\_web\_user')**

**BEGIN**

**DECLARE @CreateError INT**

**CREATE LOGIN [PROG117\_web\_user] WITH PASSWORD = 0x02004286AD33B65B6675E0B0A8EB0EE74A10776CFDFF6B18FBD982D2650C148235B18958FDF7EDE36EE6B9537D011C0AE5E9D4A2431BCB7D5D840BC00B67886B86FA8D142B1E HASHED, SID = 0xB2F4D80DB356C444A852E8F419C23DF5, DEFAULT\_LANGUAGE = us\_english, CHECK\_POLICY = ON, CHECK\_EXPIRATION = ON**

**SET @CreateError = @@ERROR**

**IF EXISTS(SELECT \* FROM sys.databases where name = N'PROG117DB')**

**ALTER LOGIN [PROG117\_web\_user] WITH DEFAULT\_DATABASE=[PROG117DB]**

**GRANT ALTER ANY EVENT SESSION TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT ADMINISTER BULK OPERATIONS TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT ALTER ANY SERVER AUDIT TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT ALTER ANY AVAILABILITY GROUP TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT ALTER ANY CREDENTIAL TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT ALTER ANY CONNECTION TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT ALTER ANY DATABASE TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT ALTER ANY EVENT NOTIFICATION TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT ALTER ANY ENDPOINT TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT ALTER ANY LOGIN TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT ALTER ANY LINKED SERVER TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT ALTER RESOURCES TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT ALTER ANY SERVER ROLE TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT ALTER SERVER STATE TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT ALTER SETTINGS TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT ALTER TRACE TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT AUTHENTICATE SERVER TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT CONNECT ANY DATABASE TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT CONTROL SERVER TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT CONNECT SQL TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT CREATE AVAILABILITY GROUP TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT CREATE ANY DATABASE TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT CREATE DDL EVENT NOTIFICATION TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT CREATE ENDPOINT TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT CREATE SERVER ROLE TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT CREATE TRACE EVENT NOTIFICATION TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT IMPERSONATE ANY LOGIN TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT SHUTDOWN TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT SELECT ALL USER SECURABLES TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT VIEW ANY DEFINITION TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT VIEW ANY DATABASE TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT VIEW SERVER STATE TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT EXTERNAL ACCESS ASSEMBLY TO [PROG117\_web\_user] WITH GRANT OPTION**

**GRANT UNSAFE ASSEMBLY TO [PROG117\_web\_user] WITH GRANT OPTION**

**ALTER LOGIN [PROG117\_web\_user] DISABLE**

**END**

**Instance: DESKTOP-9GQ67N4\TABULAR User Name: DESKTOP-9GQ67N4\Christopher**

**USE [master]**

**IF NOT EXISTS (SELECT \* FROM sys.server\_principals WHERE name = N'DESKTOP-9GQ67N4\Christopher')**

**BEGIN**

**DECLARE @CreateError INT**

**CREATE LOGIN [DESKTOP-9GQ67N4\Christopher] FROM WINDOWS**

**SET @CreateError = @@ERROR**

**IF(@CreateError = 0)**

**BEGIN**

**exec master.dbo.sp\_addsrvrolemember @loginame='DESKTOP-9GQ67N4\Christopher', @rolename='sysadmin'**

**END**

**GRANT CONNECT SQL TO [DESKTOP-9GQ67N4\Christopher]**

**ALTER LOGIN [DESKTOP-9GQ67N4\Christopher] DISABLE**

**END**

**--===================================================================================================**

**Note: Default instance is multidimensional.**