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# Общие положения.

* 1. Настоящее Положение об обработке персональных данных в Обществе   
     с ограниченной ответственностью «АФТ» (далее – Положение) разработано на основании   
     и в соответствии с Конституцией Российской Федерации, Федеральным законом № 152-ФЗ   
     от 27.07.2006 «О персональных данных» (далее – ФЗ «О персональных данных»), Федеральным законом № 149-ФЗ от 27.07.2006 «Об информации, информационных технологиях и о защите информации», Положением об особенностях обработки персональных данных, осуществляемой без использования средств автоматизации, утвержденным Постановлением Правительства РФ   
     от 15.09.2008 № 687, Требованиями к защите персональных данных при их обработке   
     в информационных системах персональных данных, утвержденными Постановлением Правительства РФ от 01.11.2012 г. № 1119, и иными нормативно-правовыми актами в сфере защиты персональных данных.
  2. Настоящее Положение устанавливает порядок обработки персональных данных работников субъектов персональных данных в целях обеспечения защиты прав и свобод человека и гражданина при обработке его персональных данных, в том числе защиты прав на неприкосновенность частной жизни, личную и семейную тайну.
  3. Настоящее Положение является элементом системы мер, принимаемых Обществом, для защиты обрабатываемых персональных данных от неправомерного или случайного доступа   
     к ним, уничтожения, изменения, блокирования, копирования, распространения, а также от иных неправомерных действий.

# Термины и определения.

В соответствии с действующим законодательством в настоящем Положении применяются следующие термины:

**персональные данные** - любая информация, относящаяся к прямо или косвенно определенному, или определяемому физическому лицу (субъекту персональных данных);

**биометрические персональные данные** - cведения, которые характеризуют физиологические и биологические особенности человека, на основании которых можно установить его личность и которые используются Оператором для установления личности субъекта персональных данных;

**оператор** - государственный орган, муниципальный орган, юридическое или физическое лицо, самостоятельно или совместно с другими лицами организующие и (или) осуществляющие обработку персональных данных, а также определяющие цели обработки персональных данных, состав персональных данных, подлежащих обработке, действия (операции), совершаемые с персональными данными. В целях настоящего Положения под оператором понимается Общество с ограниченной ответственностью «АФТ»;

**обработка персональных данных** - любое действие (операция) или совокупность действий (операций), совершаемых с использованием средств автоматизации или без использования таких средств с персональными данными, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных;

**субъект персональных данных** - физическое лицо, данные в отношении, которого (прямо или косвенно) позволяют его определить;

**распространение персональных данных** - действия, направленные на раскрытие персональных данных неопределенному кругу лиц;

**предоставление персональных данных** - действия, направленные на раскрытие персональных данных определенному лицу или определенному кругу лиц;

**блокирование персональных данных** - временное прекращение обработки персональных данных (за исключением случаев, если обработка необходима для уточнения персональных данных);

**уничтожение персональных данных** - действия, в результате которых становится невозможным восстановить содержание персональных данных в информационной системе персональных данных и (или) в результате которых уничтожаются материальные носители персональных данных;

**обезличивание персональных данных** - действия, в результате которых становится невозможным без использования дополнительной информации определить принадлежность персональных данных конкретному субъекту персональных данных;

**информационная система персональных данных** - совокупность содержащихся в базах данных персональных данных и обеспечивающих их обработку информационных технологий   
и технических средств;

**персональные данные, разрешенные субъектом персональный данных для распространения** - персональные данные, доступ неограниченного круга лиц к которым предоставлен субъектом персональных данных путем дачи согласия на обработку персональных данных, разрешенных субъектом персональных данных для распространения в порядке, предусмотренном законодательством Российской Федерации;

**автоматизированная обработка персональных данных** – обработка персональных данных с помощью средств вычислительной техники;

**обработка персональных данных без использования средств автоматизации** - обработка персональных данных, содержащихся в информационной системе либо извлеченных из такой системы, при которой такие действия с персональными данными, как использование, уточнение, передача, уничтожение персональных данных в отношении каждого из субъектов персональных данных, осуществляются при непосредственном участии человека.

# Принципы и правила обработки персональных данных.

* 1. Обработка персональных данных должна осуществляться на основе следующих принципов:
     1. Обработка персональных данных должна осуществляться на законной   
        и справедливой основе.
     2. Обработка персональных данных должна ограничиваться достижением конкретных, заранее определенных и законных целей. Не допускается обработка персональных данных, несовместимая с целями сбора персональных данных.
     3. Не допускается объединение баз данных, содержащих персональные данные, обработка которых осуществляется в целях, несовместимых между собой.
     4. Обработке подлежат только персональные данные, которые отвечают целям их обработки.
     5. Содержание и объем обрабатываемых персональных данных должны соответствовать заявленным целям обработки. Обрабатываемые персональные данные   
        не должны быть избыточными по отношению к заявленным целям их обработки.
     6. При обработке персональных данных должны быть обеспечены точность персональных данных, их достаточность, а в необходимых случаях и актуальность   
        по отношению к целям обработки персональных данных. Оператор должен принимать необходимые меры либо обеспечивать их принятие по удалению или уточнению неполных или неточных данных.
     7. Хранение персональных данных должно осуществляться в форме, позволяющей определить субъекта персональных данных, не дольше, чем этого требуют цели обработки персональных данных, если иной срок хранения персональных данных не установлен законодательством.
     8. При хранении носителей персональных данных соблюдаются условия, обеспечивающие сохранность персональных данных и исключающие несанкционированный   
        к ним доступ, исключающие хищение, подмену и уничтожение. Для хранения носителей персональных данных используются запираемые хранилища (сейфы, шкафы, тумбы, серверные стойки и т.п.) или помещения, оборудованные запирающими устройствами, исключающие возможность несанкционированного копирования информации и хищения носителей. Машинные носители с резервными копиями персональных данных не выдаются для работы обычным пользователям и служат только для восстановления персональных данных в случае аварии или поломки основного машинного носителя персональных данных. Машинные носители   
        с резервными копиями персональных данных следует хранить в выделенном запираемом хранилище или запираемом помещении.
     9. Обрабатываемые персональные данные подлежат уничтожению либо обезличиванию по достижении целей обработки или в случае утраты необходимости   
        в достижении этих целей, если иное не предусмотрено федеральным законом. Уничтожение персональных данных (носителей персональных данных) осуществляется в порядке, установленном внутренними нормативными актами Общества. Уничтожение бумажных носителей персональных данных осуществляется в соответствии с принятыми в Обществе правилами делопроизводства и архивного хранения. Уничтожение бумажных носителей персональных данных, в отношении которых не распространяются принятые в Обществе правила делопроизводства и архивного хранения осуществляется должностным лицом, ответственным за создание данного носителя, путем сжигания или с помощью бумагорезательных машин. Уничтожение машинных носителей персональных данных осуществляется путем, исключающим возможность их использования, а также восстановления конфиденциальной информации (переформатирование, перезапись, размагничивание, физическое уничтожение) с обязательным оформлением акта. Акты об уничтожении носителей хранятся не менее двух (2) лет.
  2. Автоматизированная обработка персональных данных осуществляется   
     в соответствии со следующими требованиями:
     1. Безопасность персональных данных при их обработке в информационной системе обеспечивается с помощью системы защиты персональных данных, нейтрализующей актуальные угрозы, определенные в соответствии с [частью 5 статьи 19](consultantplus://offline/ref%3D3EEBEB734175CC831381A441DD9BEFAE4A28E7F5E394C8CD3D145C11FE107E46DC8A3DF8FC2E5172iFi9N) ФЗ «О персональных данных».
     2. Система защиты персональных данных включает в себя организационные и (или) технические меры, определенные с учетом актуальных угроз безопасности персональных данных и информационных технологий, используемых в информационных системах.
     3. Выбор средств защиты информации для системы защиты персональных данных осуществляется оператором в соответствии с нормативными правовыми актами, принятыми Федеральной службой безопасности Российской Федерации и Федеральной службой   
        по техническому и экспортному контролю.
     4. Определение типа угроз безопасности персональных данных, актуальных для информационной системы, производится оператором с учетом оценки возможного вреда, проведенной в соответствии с нормативными правовыми актами, принятыми во исполнение [части 5 статьи 19](consultantplus://offline/ref%3D3EEBEB734175CC831381A441DD9BEFAE4A28E7F5E394C8CD3D145C11FE107E46DC8A3DF8FC2E5172iFi9N) ФЗ «О персональных данных».
     5. При обработке персональных данных в информационных системах устанавливаются уровни защищенности персональных данных, необходимость обеспечения каждого из которых при обработке персональных данных в информационной системе устанавливается в соответствии с условиями, указанными в Требованиях к защите персональных данных при их обработке   
        в информационных системах персональных данных, утвержденных Постановлением Правительства РФ от 01.11.2012 г. № 1119.
     6. Оператор обеспечивает взаимодействие с государственной системой обнаружения, предупреждения и ликвидации последствий компьютерных атак на информационные ресурсы Российской Федерации, включая информирование федерального органа исполнительной власти, уполномоченного в области обеспечения безопасности, о компьютерных инцидентах, повлекших неправомерную передачу (предоставление, распространение, доступ) персональных данных.
  3. Обработка персональных данных без использования средств автоматизации осуществляется в соответствии со следующими правилами:
     1. Персональные данные при их обработке, осуществляемой без использования средств автоматизации, должны обособляться от иной информации, в частности путем фиксации их   
        на отдельных материальных носителях персональных данных (далее - материальные носители),   
        в специальных разделах или на полях форм (бланков).
     2. При фиксации персональных данных на материальных носителях не допускается фиксация на одном материальном носителе персональных данных, цели обработки которых заведомо не совместимы. Для обработки различных категорий персональных данных, осуществляемой без использования средств автоматизации, для каждой категории персональных данных должен использоваться отдельный материальный носитель.
     3. Лица, осуществляющие обработку персональных данных без использования средств автоматизации (в том числе сотрудники оператора или лица, осуществляющие такую обработку по договору с оператором), должны быть проинформированы о факте обработки ими персональных данных, обработка которых осуществляется оператором без использования средств автоматизации, категориях обрабатываемых персональных данных, а также   
        об особенностях и правилах осуществления такой обработки, установленных нормативными правовыми актами федеральных органов исполнительной власти, органов исполнительной власти субъектов Российской Федерации, а также локальными правовыми актами Общества.
     4. При использовании типовых форм документов, характер информации в которых предполагает или допускает включение в них персональных данных (далее - типовая форма), должны соблюдаться следующие условия:

а) типовая форма или связанные с ней документы (инструкция по ее заполнению, карточки, реестры и журналы) должны содержать сведения о цели обработки персональных данных, осуществляемой без использования средств автоматизации, наименование и адрес оператора, фамилию, имя, отчество и адрес субъекта персональных данных, источник получения персональных данных, сроки обработки персональных данных, перечень действий   
с персональными данными, которые будут совершаться в процессе их обработки, общее описание используемых оператором способов обработки персональных данных;

б) типовая форма должна предусматривать поле, в котором субъект персональных данных может поставить отметку о своем согласии на обработку персональных данных, осуществляемую без использования средств автоматизации, - при необходимости получения письменного согласия на обработку персональных данных;

в) типовая форма должна быть составлена таким образом, чтобы каждый из субъектов персональных данных, содержащихся в документе, имел возможность ознакомиться со своими персональными данными, содержащимися в документе, не нарушая прав и законных интересов иных субъектов персональных данных;

г) типовая форма должна исключать объединение полей, предназначенных для внесения персональных данных, цели обработки которых заведомо не совместимы.

* + 1. При ведении журналов (реестров, книг), содержащих персональные данные, необходимые для однократного пропуска субъекта персональных данных на территорию,   
       на которой находится оператор, или в иных аналогичных целях, должны соблюдаться следующие условия:

а) необходимость ведения такого журнала (реестра, книги) должна быть предусмотрена актом оператора, содержащим сведения о цели обработки персональных данных, осуществляемой без использования средств автоматизации, способы фиксации и состав информации, запрашиваемой у субъектов персональных данных, перечень лиц (поименно или   
по должностям), имеющих доступ к материальным носителям и ответственных за ведение   
и сохранность журнала (реестра, книги), сроки обработки персональных данных, а также сведения о порядке пропуска субъекта персональных данных на территорию, на которой находится оператор, без подтверждения подлинности персональных данных, сообщенных субъектом персональных данных;

б) копирование содержащейся в таких журналах (реестрах, книгах) информации   
не допускается;

в) персональные данные каждого субъекта персональных данных могут заноситься   
в такой журнал (книгу, реестр) не более одного раза в каждом случае пропуска субъекта персональных данных на территорию, на которой находится оператор.

* + 1. При несовместимости целей обработки персональных данных, зафиксированных   
       на одном материальном носителе, если материальный носитель не позволяет осуществлять обработку персональных данных отдельно от других зафиксированных на том же носителе персональных данных, должны быть приняты меры по обеспечению раздельной обработки персональных данных, в частности:

а) при необходимости использования или передачи определенных персональных данных отдельно от находящихся на том же материальном носителе других персональных данных осуществляется копирование персональных данных, подлежащих передаче или использованию, способом, исключающим одновременное копирование персональных данных, не подлежащих передаче и использованию, и используется (передается) копия персональных данных;

б) при необходимости уничтожения или блокирования части персональных данных уничтожается или блокируется материальный носитель с предварительным копированием сведений, не подлежащих уничтожению или блокированию, способом, исключающим одновременное копирование персональных данных, подлежащих уничтожению или блокированию.

* + 1. Уничтожение или обезличивание части персональных данных, если это допускается материальным носителем, может производиться способом, исключающим дальнейшую обработку этих персональных данных с сохранением возможности обработки иных данных, зафиксированных на материальном носителе (удаление, вымарывание).
    2. Правила, предусмотренные пунктами 3.3.6 и 3.3.7 настоящего Положения, применяются также в случае, если необходимо обеспечить раздельную обработку зафиксированных на одном материальном носителе персональных данных и информации,   
       не являющейся персональными данными.
    3. Уточнение персональных данных при осуществлении их обработки без использования средств автоматизации производится путем обновления или изменения данных   
       на материальном носителе, а если это не допускается техническими особенностями материального носителя, - путем фиксации на том же материальном носителе сведений   
       о вносимых в них изменениях либо путем изготовления нового материального носителя   
       с уточненными персональными данными.

# Правовые основания обработки персональных данных.

* 1. Оператор осуществляет обработку персональных данных на основании:
* согласия субъекта персональных данных на обработку его персональных данных;
* возложенных на Оператора законодательством РФ функций, полномочий   
  и обязанностей;
* участия субъекта персональных данных в конституционном, гражданском, арбитражном, административном, уголовном судопроизводстве, судопроизводстве   
  в арбитражных судах;
* исполнения судебного акта, акта другого органа или должностного лица, подлежащих исполнению в соответствии с законодательством РФ об исполнительном производстве;
* исполнения договора, стороной которого либо выгодоприобретателем   
  или поручителем по которому является субъект персональных данных, а также для заключения договора по инициативе субъекта персональных данных или договора, по которому субъект персональных данных будет являться выгодоприобретателем или поручителем. Заключаемый   
  с субъектом персональных данных договор не может содержать положения, ограничивающие права и свободы субъекта персональных данных, устанавливающие случаи обработки персональных данных несовершеннолетних, если иное не предусмотрено законодательством Российской Федерации, а также положения, допускающие в качестве условия заключения договора бездействие субъекта персональных данных;
* для осуществления прав и законных интересов Оператора или третьих лиц, либо для достижения общественно значимых целей при условии, что при этом не нарушаются права   
  и свободы субъекта персональных данных;
* требований законодательства РФ к обработке персональных данных, подлежащих опубликованию или обязательному раскрытию.

# Защита персональных данных.

* 1. Защита персональных данных в Обществе представляет собой систему мер, обеспечивающую сохранность, целостность, конфиденциальность персональных данных   
     и предотвращающую неправомерный или случайный доступ к ним, уничтожение, изменение, блокирование, копирование, распространение, а также иные неправомерные действия   
     с персональными данными. В целях защиты персональных данных в Обществе принимаются правовые и организационные меры, меры информационной и физической безопасности. В целях обеспечения соответствия обработки персональных данных Федеральному закону «О персональных данных» и принятым в соответствии с ним нормативным правовым актам, а также внутренним нормативным документам Общества в области обработки персональных данных   
     в Обществе организованы и выполняются процедуры внутреннего контроля.
  2. Обработка специальных категорий персональных данных, касающихся расовой, национальной принадлежности, политических взглядов, религиозных или философских убеждений, состояния здоровья, интимной жизни, не допускается, за исключением случаев, предусмотренных законодательством (в том числе допускается обработка таких персональных данных в случае, если субъект персональных данных дал согласие в письменной форме   
     на обработку своих персональных данных).
  3. Сведения, которые характеризуют физиологические и биологические особенности человека, на основании которых можно установить его личность (биометрические персональные

данные) и которые используются оператором для установления личности субъекта персональных данных, могут обрабатываться только при наличии согласия в письменной форме субъекта персональных данных, за исключением случаев, установленных законодательством.

* 1. Согласие в письменной форме субъекта персональных данных на обработку его персональных данных должно включать в себя, в частности:

1. фамилию, имя, отчество, адрес субъекта персональных данных, номер основного документа, удостоверяющего его личность, сведения о дате выдачи указанного документа   
   и выдавшем его органе;
2. фамилию, имя, отчество, адрес представителя субъекта персональных данных, номер основного документа, удостоверяющего его личность, сведения о дате выдачи указанного документа и выдавшем его органе, реквизиты доверенности или иного документа, подтверждающего полномочия этого представителя (при получении согласия от представителя субъекта персональных данных);
3. наименование и адрес оператора, получающего согласие субъекта персональных данных;
4. цель обработки персональных данных;
5. перечень персональных данных, на обработку которых дается согласие субъекта персональных данных;
6. наименование или фамилию, имя, отчество и адрес лица, осуществляющего обработку персональных данных по поручению оператора, если обработка будет поручена такому лицу;
7. перечень действий с персональными данными, на совершение которых дается согласие, общее описание используемых оператором способов обработки персональных данных;
8. срок, в течение которого действует согласие субъекта персональных данных, а также способ его отзыва, если иное не установлено федеральным законом;
9. подпись субъекта персональных данных.
   1. Субъект персональных данных имеет право на безвозмездное получение информации, касающейся обработки его персональных данных, в том числе содержащей:
10. подтверждение факта обработки персональных данных оператором;
11. правовые основания и цели обработки персональных данных;
12. цели и применяемые оператором способы обработки персональных данных;
13. наименование и место нахождения оператора, сведения о лицах (за исключением работников оператора), которые имеют доступ к персональным данным;
14. обрабатываемые персональные данные, относящиеся к соответствующему субъекту персональных данных, источник их получения, если иной порядок представления таких данных не предусмотрен законодательством;
15. сроки обработки персональных данных, в том числе сроки их хранения;
16. порядок осуществления субъектом персональных данных прав, предусмотренных законодательством;
17. наименование или фамилию, имя, отчество и адрес лица, осуществляющего обработку персональных данных по поручению оператора, если обработка поручена или будет поручена такому лицу;
18. информацию о способах исполнения оператором обязанностей, установленных статьей

18.1 ФЗ «О персональных данных»;

1. иные сведения, предусмотренные законодательством.
   1. Обработка персональных данных в Обществе осуществляется в соответствии   
      с настоящим Положением, и иными внутренними нормативными документами Общества   
      в области обработки персональных данных и защиты информации.

# Обязанности работников Общества при обработке персональных данных.

* 1. Сотрудники Общества, осуществляющие в ходе выполнения своих трудовых обязанностей обработку персональных данных граждан, обязаны соблюдать настоящее Положение и иные внутренние нормативные документы Общества в области обработки персональных данных и защиты информации.
  2. Сотрудники Общества обязаны использовать персональные данные, ставшие известными им в ходе выполнения трудовых обязанностей, исключительно в целях исполнения своих должностных обязанностей.
  3. Сотрудникам Общества запрещается распространять, разглашать, сообщать третьим лицам персональные данные, ставшие известными им в ходе работы в Обществе,   
     за исключением случаев, предусмотренных законодательством.

# Ответственность за обеспечение сохранности персональных данных.

* 1. Сотрудники, осуществляющие обработку персональных данных, несут персональную ответственность за соблюдение законодательных требований к их обработке,   
     а также за соблюдение настоящего Положения, и иных внутренних нормативных документов Общества в области обработки персональных данных и защиты информации.
  2. За нарушение правил обработки персональных данных, их неправомерное разглашение виновные лица несут дисциплинарную, административную, гражданско-правовую или уголовную ответственность в соответствии с действующим законодательством.
  3. В случае, если в результате действий работника был причинен подлежащий возмещению работодателем ущерб третьим лицам, работник несет перед работодателем материальную ответственность в соответствии с главами 37, 39 Трудового кодекса РФ.

# Заключительные положения

* 1. Настоящее Положение утверждается и вводится в действие Приказом Генерального директора Общества с момента издания такого Приказа.
  2. Положение действует бессрочно до его отмены, изменения или замены новым Положением посредством издания нового Приказа Генерального директора.
  3. Все работники Общества должны быть ознакомлены с Положением под роспись.

## Приложение 1.

## Соглашение об обеспечении безопасности персональных данных

**Соглашение   
об обеспечении безопасности персональных данных**

г. Санкт-Петербург «\_\_» \_\_\_ \_\_\_\_ г.

**ООО «АФТ»**, именуемое в дальнейшем «Общество», в лице \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, действующего   
на основании \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, с одной стороны, и \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, именуемое   
в дальнейшем «Партнер», в лице \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, действующего   
на основании \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, с другой стороны, в дальнейшем совместно именуемые «Стороны», а по отдельности именуемые «Сторона», заключили настоящее Соглашение («Соглашение») о нижеследующем:

1. Партнер, в целях исполнения договора № \_\_\_\_ от «\_\_» \_\_\_\_\_\_\_\_\_\_ 202\_\_ г. (далее – Договор), осуществляет обработку (сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (предоставление, доступ), обезличивание, блокирование, удаление, уничтожение, проверку достоверности и любых иных действий, не противоречащих закону, совершаемых как с использованием средств автоматизации, так и без использования таких средств) персональных данных клиентов Общества.
2. Термины, применяемые в настоящем Соглашении, означают следующее:

* персональные данные - любая информация, относящаяся к определенному или определяемому на основании такой информации физическому лицу (субъекту персональных данных);
* обезличенные персональные данные - данные, на основании которых невозможно определить их принадлежность конкретному субъекту персональных данных;
* общедоступные персональные данные - персональные данные (фамилия, имя, отчество, год и место рождения, адрес, абонентский номер, сведения о профессии и иные персональные данные, сообщаемые субъектом персональных данных), размещенные в общедоступных источниках с письменного согласия субъекта персональных данных (общедоступные персональные данные могут быть в любое время исключены из общедоступных источников персональных данных по требованию субъекта персональных данных либо по решению суда или иных уполномоченных государственных органов);
* информационная система персональных данных - совокупность содержащихся в базах данных персональных данных и обеспечивающих их обработку информационных технологий и технических средств;
* обработка персональных данных - любое действие (операция) или совокупность действий (операций), совершаемых с использованием средств автоматизации или без использования таких средств с персональными данными, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных;
* распространение персональных данных - действия, направленные на раскрытие персональных данных неопределенному кругу лиц;
* блокирование персональных данных - временное прекращение обработки персональных данных (за исключением случаев, если обработка необходима для уточнения персональных данных);
* уничтожение персональных данных - действия, в результате которых становится невозможным восстановить содержание персональных данных в информационной системе персональных данных и (или) в результате которых уничтожаются материальные носители персональных данных;
* конфиденциальность персональных данных - обязанность Сторон не раскрывать третьим лицам и не распространять персональные данные без согласия субъекта персональных данных;
* разглашение персональных данных - действие или бездействие одной из Сторон Соглашения, в результате которого персональные данные становятся известными третьим лицам в отсутствие согласия на это субъекта персональных данных. При этом форма разглашения персональных данных субъекта третьим лицам (устная, письменная,   
  с использованием технических средств и др.) не имеет значения.

1. В целях исполнения настоящего Соглашения Партнер обязуется:
2. Осуществлять обработку персональных данных клиентов Общества исключительно   
   в целях выполнения условий договора.
3. Хранить персональные данные в форме, позволяющей определить субъекта персональных данных, не дольше, чем этого требуют цели их обработки, уничтожать персональные данные   
   по достижении целей обработки или в случае утраты необходимости в их достижении.
4. Обеспечивать конфиденциальность персональных данных, за исключением обезличенных и общедоступных персональных данных.
5. Партнер обязуется принимать все разумные меры для защиты персональных данных, переданных Обществом, от несанкционированного доступа третьих лиц, в том числе:
   1. осуществлять передачу персональных данных только при наличии выраженного согласия субъекта персональных данных;
   2. осуществлять передачу персональных данных субъектов исключительно по защищенным каналам связи;
   3. хранить персональные данные субъектов исключительно в предназначенных для этого местах, исключающих доступ к ней третьих лиц;
   4. ограничивать доступ к персональным данным субъектов, в том числе для сотрудников,   
      не имеющих служебной необходимости в ознакомлении с данной информацией;
   5. в полном объеме выполнять требования Федерального закона от 27.07.2006 №152-ФЗ «О персональных данных» (в частности, требования статей 18.1 и 19) и подзаконных актов, определяющих требования к обработке и защите персональных данных.
6. К обработке персональных данных допускать сотрудников, давших письменное согласие соблюдать требования по обеспечению безопасности персональных данных.
7. Предоставлять субъектам персональных данных при их обращении или при получении   
   от них запроса информацию, касающуюся обработки их персональных данных, в том числе содержащую:
8. подтверждение факта обработки персональных данных, а также цель такой обработки;
9. способы обработки персональных данных;
10. сведения о лицах, которые имеют доступ к персональным данным или которым может быть предоставлен такой доступ;
11. перечень, содержание и источник получения обрабатываемых персональных данных;
12. сроки обработки персональных данных, в том числе сроки их хранения;
13. сведения о том, какие юридические последствия для субъекта персональных данных может повлечь за собой обработка его персональных данных.
14. Партнер обязан незамедлительно сообщить Обществу о допущенных им либо ставшим ему известным фактах разглашения или угрозы разглашения, незаконном получении или незаконном использовании персональных данных третьими лицами.
15. Партнер не вправе в одностороннем порядке прекращать охрану персональных данных субъектов, предусмотренной настоящим Соглашением, в том числе в случае своей реорганизации в соответствии с гражданским законодательством.
16. Партнер, нарушивший конфиденциальность персональных данных, обязуется возместить документально подтвержденные убытки, понесенные Обществом в связи с распространением персональных данных, в течение 5 (Пяти) рабочих дней после получения соответствующего письменного требования Общества с приложением документов, подтверждающих понесенные убытки.
17. Не является нарушением конфиденциальности предоставление персональных данных   
    по законному требованию правоохранительных и иных уполномоченных государственных органов и организаций, наделенных соответствующими полномочиями, а также должностных лиц в случаях и в порядке, предусмотренных применимым законодательством. В случае раскрытия персональных данных указанным органам, организациям и/или лицам, Партнер, письменно уведомляет Общество о факте предоставления такой информации, ее содержании и органе, организации и/или лице, которому предоставлены персональные данные, не позднее 5 (Пяти) рабочих дней с момента предоставления информации.
18. Права и обязанности Сторон по настоящему Соглашению в случае реорганизации какой-либо из Сторон переходят к соответствующему правопреемнику (правопреемникам). В случае ликвидации и/или банкротства Партнера, он должен до завершения ликвидации и/или банкротства обеспечить возврат Общества всех оригиналов и уничтожение всех и любых копий документов   
    с персональными данными (в том числе в электронном виде), полученных в рамках исполнения условий Договора.
19. При рассмотрении спорных вопросов, связанных с настоящим Соглашением, Стороны будут руководствоваться действующим законодательством Российской Федерации. Стороны будут принимать все необходимые меры к тому, чтобы в случае возникновения спорных вопросов решить их путем переговоров. Если спор не решен путем переговоров, он подлежит разрешению   
    в Арбитражном суде г. Санкт-Петербрга.
20. Любые поправки, изменения и дополнения к настоящему Соглашению имеют силу только   
    в том случае, если они составлены в письменном виде и подписаны уполномоченными представителями каждой из Сторон.
21. Настоящее Соглашение вступает в силу с момента его подписания Сторонами и действует   
    в течение 5 (пяти) лет. В случае если ни одна из Сторон не заявит о прекращении действия Соглашения за 30 (тридцать) дней до истечения срока его действия, Соглашение автоматически пролонгируется на следующие 5 (пять) лет. Стороны в течение срока действия настоящего Соглашения, а также в течение 5 (пяти) лет по окончании его действия, обязуются обеспечить конфиденциальность условий Соглашения, а также любой иной информации и данных, получаемых друг от друга в связи с исполнением настоящего Соглашения, за исключением информации и данных, являющихся общедоступными. Каждая из Сторон обязуется не разглашать персональные данные третьим лицам без получения предварительного письменного согласия субъекта персональных данных.
22. Стороны гарантируют полное соблюдение всех условий обработки, хранения   
    и использования полученных персональных данных согласно Федеральному закону Российской Федерации от 27.07.2006 № 152-ФЗ «О персональных данных».
23. Настоящее Соглашение составлено в 2 (Двух) экземплярах, имеющих одинаковую юридическую силу, по одному экземпляру для каждой из Сторон.
24. Адреса, реквизиты и подписи представителей Сторон.

|  |  |
| --- | --- |
|  |  |

## Приложение 1.2.

**Требования**

**к неавтоматизированной обработке персональных данных**

1. При фиксации персональных данных на бумажных носителях не допускается фиксация на одном бумажном носителе персональных данных, цели обработки которых заведомо не совместимы. Для обработки различных категорий персональных данных, осуществляемой без использования средств автоматизации, для каждой категории персональных данных должен использоваться отдельный бумажный носитель. Хранение подобных носителей осуществляется   
   в местах недоступных посторонним лицам. Типы бумажных носителей с персональными данными определены в номенклатуре дел.
2. Дополнительно, при неавтоматизированной обработке персональных данных   
   на бумажных носителях:

* персональные данные должны обособляться от иной информации, в частности путем фиксации их на отдельных бумажных носителях, в специальных разделах или на полях форм (бланков);
* документы, содержащие персональные данные, должны формироваться в дела   
  в зависимости от цели обработки персональных данных;
* дела с документами, содержащими персональные данные, должны иметь внутренние описи документов с указанием цели обработки и категории персональных данных.

1. При использовании типовых форм документов, характер информации в которых предполагает или допускает включение в них персональных данных (далее – типовая форма), должны соблюдаться следующие условия:

* типовая форма или связанные с ней документы (инструкция по ее заполнению, карточки, реестры и журналы) должны содержать сведения о цели обработки персональных данных, осуществляемой без использования средств автоматизации; имя (наименование) и адрес Общества; фамилию, имя, отчество и адрес субъекта персональных данных; источник получения персональных данных; сроки обработки персональных данных; перечень действий с персональными данными, которые будут совершаться в процессе их обработки; общее описание используемых Обществом способов обработки персональных данных;
* типовая форма должна предусматривать поле, в котором субъект персональных данных может поставить отметку о своем согласии на обработку персональных данных, осуществляемую без использования средств автоматизации, на случай необходимости получения письменного согласия на обработку персональных данных;
* типовая форма должна быть составлена таким образом, чтобы каждый из субъектов персональных данных, содержащихся в документе, имел возможность ознакомиться со своими персональными данными, содержащимися в документе, не нарушая прав и законных интересов иных субъектов персональных данных;
* типовая форма должна исключать объединение полей, предназначенных для внесения персональных данных, цели обработки которых заведомо не совместимы.

1. При несовместимости целей неавтоматизированной обработки персональных данных, зафиксированных на одном бумажном носителе, если бумажный носитель не позволяет осуществлять обработку персональных данных отдельно от других зафиксированных на том же носителе персональных данных, должны быть приняты меры по обеспечению раздельной обработки персональных данных, в частности:

* при необходимости использования, распространения или предоставления определенных персональных данных отдельно от находящихся на том же бумажном носителе других персональных данных осуществляется копирование персональных данных, подлежащих распространению, предоставлению или использованию, способом, исключающим одновременное копирование персональных данных,   
  не подлежащих распространению, предоставлению и использованию применяется (распространяется, предоставляется) копия персональных данных;
* при необходимости уничтожения или блокирования части персональных данных уничтожается или блокируется бумажный носитель с предварительным копированием сведений, не подлежащих уничтожению или блокированию, способом, исключающим одновременное копирование персональных данных, подлежащих уничтожению или блокированию.

1. Уничтожение или обезличивание части персональных данных, если это допускается материальным носителем, может производиться способом, исключающим дальнейшую обработку этих персональных данных с сохранением возможности обработки иных данных, зафиксированных на материальном носителе (удаление, вымарывание).

## Приложение 1.3.

**Бланк**

**предоставления сведений**

№ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ « \_\_\_ » \_\_\_\_\_\_\_\_\_\_ 20\_\_\_ г.

На №\_\_\_\_\_\_\_\_\_ от \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(Ф.И.О. субъекта персональных данных)

Уважаемый(ая) \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_!

По Вашему запросу ООО «АФТ» было принято решение предоставить следующие сведения: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(указать требуемые сведения)

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(Должность ответственного лица) (подпись) (ФИО)

МП

## Приложение 1.4.

**Журнал**

**регистрации действий по блокированию**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **Дата** | **Наименование информационной системы персональных данных** | **Причина блокирования данных** | **ФИО сотрудника, который производил блокирование данных** | **Действия, предпринятые  по результатам блокирования  (в т.ч. дата разблокирования, если применимо)** | **Примечание** |
| **1** | **2** | **3** | **4** | **5** | **6** |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |

## Приложение 1.5.

Акт об уничтожении персональных данных

Оператор: Общество с ограниченной ответственностью «АФТ»

196135, Санкт‑Петербург, ул. Типанова, д. 23, стр. 1, кв. 289

Комиссия в составе:

|  |  |  |
| --- | --- | --- |
|  | ФИО | Должность |
| Председатель |  |  |
| Члены комиссии |  |  |
|  |  |  |

созданная на основании приказа от \_\_\_\_\_\_\_\_ N \_\_\_\_\_, руководствуясь Федеральным [законом](https://login.consultant.ru/link/?req=doc&base=LAW&n=422875&date=24.03.2023)   
от 27.07.2006 N 152-ФЗ «О персональных данных», Приказом Роскомнадзора от 28.10.2022 N 179 «Об утверждении Требований к подтверждению уничтожения персональных данных», составила настоящий акт о том, что произведено уничтожение персональных данных, находящихся в ООО «АФТ», в следующем объеме.

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| N п/п | Дата | Категории ПДн | Тип носителя | Регистрационный номер носителя ПДн | ИСПДн  (в случае обработки персональных данных с использованием средств автоматизации) | Фамилия, имя, отчество (при наличии) субъекта (субъектов) или иная информацию, относящуюся к определенному (определенным) физическому (физическим) лицу (лицам), чьи персональные данные были уничтожены | Причина уничтожения |
|  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |

Персональные данные уничтожены путем \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.

Перечисленные носители ПДн сверены с записями в акте и уничтожены путем

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.

(разрезания, сжигания, механического уничтожения, сдачи предприятию по утилизации вторичного сырья и т.п.)

Председатель комиссии: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Члены комиссии: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Дата «\_\_\_\_»\_\_\_\_\_\_\_\_\_\_\_\_ 20\_\_\_ г.

Примечание:

1. Акт составляется раздельно на каждый способ уничтожения носителей.

2. Все листы акта, а также все произведенные исправления и дополнения в акте заверяются подписями всех членов комиссии.

3. Если обработка ПДн была поручена Оператором другому лицу (лицам), далее – Обработчик ПДн, то в акте указываются: наименование (юридического лица) или фамилия, имя, отчество (при наличии) (физического лица), адрес лица (лиц), осуществляющего (осуществляющих) обработку персональных данных субъекта (субъектов) персональных данных по поручению Оператора.

## Приложение 1.6.

**Уведомление**

**об отказе в прекращении обработки персональных данных**

№ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ « \_\_\_ » \_\_\_\_\_\_\_\_\_\_ 20\_\_\_ г.

На №\_\_\_\_\_\_\_\_\_ от \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(Ф.И.О. субъекта персональных данных)

Уважаемый(ая) \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_!

ООО «АФТ» уведомляет Вас, что в связи с \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(указать правовое обоснование отказа в прекращении обработки ПДн)

было принято решение отказать в прекращении обработки Ваших персональных данных.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(Должность ответственного лица) (подпись) (ФИО)

М.П.

## Приложение 1.7.

**Уведомление**

**об устранении нарушений при работе с персональными данными**

№ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ « \_\_\_ » \_\_\_\_\_\_\_\_\_\_ 20\_\_\_ г.

На №\_\_\_\_\_\_\_\_\_ от \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(Ф.И.О. субъекта персональных данных)

Уважаемый(ая) \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_!

ООО «АФТ» уведомляет Вас, что все допущенные нарушения, а именно

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(указать исправленные нарушения)

«\_\_\_» \_\_\_\_\_\_\_\_\_\_\_\_ 20\_\_ г. были устранены в соответствии с требованиями статьи 21 Федерального закона от 27.07.2006 г. № 152-ФЗ «О персональных данных»

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*(должность*) *(подпись) (расшифровка подписи)*

М.П.

## Приложение 1.8.

**Уведомление**

**об уничтожении информации, содержащей персональные данные**

№ \_\_\_\_\_\_\_\_\_\_\_\_\_ « \_\_\_ » \_\_\_\_\_\_\_\_\_\_\_ 20\_\_\_\_ г.

На №\_\_\_\_\_\_\_\_\_ от \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(Ф.И.О. субъекта персональных данных)

Уважаемый(ая) \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ !

ООО «АФТ» уведомляет Вас, что по причине

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(указать причину уничтожения персональных данных)

«\_\_\_» \_\_\_\_\_\_\_\_\_\_\_\_ 20\_\_ г., в соответствии с требованиями статьи 21 Федерального закона   
от 27.07.2006 г. № 152-ФЗ «О персональных данных», Ваши персональные данные уничтожены.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(должность) (подпись) (расшифровка подписи)

М.П.

## Приложение 1.9.

**Уведомление**

**о необходимости уточнения персональных данных Субъекта ПДн**

№ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ « \_\_\_ » \_\_\_\_\_\_\_\_\_\_ 20\_\_\_ г.

Уважаемый(ая) \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ !

ООО «АФТ» уведомляет Вас, что в связи с \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(указать причину уточнения)

необходимо уточнить следующие Ваши персональные данные:

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(указать какие персональные данные необходимо уточнить)

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(Должность ответственного лица) (подпись) (ФИО)

МП

## Приложение 1.10.

**Уведомление**

**о внесении изменений в персональные данные Субъекта персональных данных**

№ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ « \_\_\_ » \_\_\_\_\_\_\_\_\_\_ 20\_\_\_ г.

На №\_\_\_\_\_\_\_\_\_ от \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(Ф.И.О. субъекта персональных данных)

Уважаемый(ая) \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_!

ООО «АФТ» уведомляет Вас, что в Ваши персональные данные были внесены следующие изменения \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(указать, какие изменения в персональные данные субъекта были внесены)

на основании \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(указать причину внесения изменений в персональные данные субъекта)

« \_\_\_ » \_\_\_\_\_\_\_\_\_\_\_\_ 20\_\_ г.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*(должность*) *(подпись) (расшифровка подписи)*

М.П.

## Приложение 1.11.

**Уведомление**

**о начале обработки персональных данных**

« \_\_\_ » \_\_\_\_\_\_\_\_\_ 20\_ г.

№\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(Ф.И.О. субъекта персональных данных)

Уважаемый (ая), \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_,

(Ф.И.О.)

в соответствии с требованиями п. 3 ст. 18 Федерального закона от 27.07.2006 г. №152-ФЗ «О персональных данных» сообщаем Вам, что ООО «АФТ», расположенный по адресу

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(адрес оператора)

производится обработка Ваших персональных данных.

Ваши персональные данные были получены \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(указать источник получения персональных данных)

Ваши персональные данные обрабатываются с целью \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(указать цель обработки персональных данных субъекта ПДн)

на основании\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(указать правовое обоснование цели обработки)

Пользователями персональных данных являются \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(указать предполагаемых пользователей персональных данных субъекта ПДн)

Как субъект персональных данных, Вы обладаете следующими правами:

1. Право на предоставление/отзыв согласия на обработку персональных данных.

2. Право на доступ к своим персональным данным.

3. Право уточнения, блокирования, уничтожения своих персональных данных.

4. Право на обжалование действий/бездействий Общества, если обработка персональных данных осуществляется с нарушением требований Федерального закона от 27.07.2006 г. №152-ФЗ «О персональных данных».

5. Другие права, предусмотренные Федеральным законом от 27.07.2006 г. №152-ФЗ «О персональных данных».

В случае, если в течение 30 календарных дней от даты отправки Вам данного уведомление Обществом не будет получен письменный отказ, то считается, что согласие на обработку Ваших персональных данных было получено.

С уважением,

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Должность (подпись) (расшифровка подписи)

## Приложение 1.12.

**Уведомление**

**об отказе в предоставлении информации, содержащей персональные данные**

№ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ « \_\_\_ » \_\_\_\_\_\_\_\_\_\_ 20\_\_\_ г.

На №\_\_\_\_\_\_\_\_\_ от \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(Ф.И.О. субъекта персональных данных)

Уважаемый(ая) \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ !

ООО «АФТ» уведомляет Вас, что в связи с \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(указать правовое обоснование отказа в предоставлении сведений)

было принято решение отказать Вам в предоставлении сведений.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(Должность ответственного лица) (подпись) (ФИО)

МП

## Приложение 1.13.

Журнал

учета обращений Субъектов ПДн по вопросам обработки их персональных данных в ООО «АФТ»

На \_\_\_\_\_\_ листах

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| **N п/п** | **Сведения о запрашивающем лице** | **Краткое содержание обращения** | **Цель запроса** | **Отметка о предоставлении информации или отказе в ее предоставлении** | **Дата передачи / отказа в предоставлении информации** | **Подпись ответственного лица** | **Примечание** |
| **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** |
|  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |

## Приложение 1.14.

**Журнал учета выданных персональных данных Субъектов ПДн Общества, по запросам третьих лиц (органов прокуратуры, внутренних дел, службы судебных приставов, организаций и т.п.)**

|  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **№  п/п** | **Дата, № и реквизиты запроса** | **Дата и форма выдачи информации (письмо, факс и т.д.)** | **ФИО Субъекта ПДн Общества, в отношении которого поступил запрос** | **Цель обработки персональных данных** | **Краткое содержание информации** | **Сведения о согласии Субъекта ПДн на предоставление персональных данных по данному запросу** | | | | **Ф.И.О., должность номер документа, удостоверяющего личность, лица, получившего на руки ответ на запрос, подпись в получении** |
| **Дата, № согласия Субъекта ПДн Общества, в отношении которого поступил запрос** | **Перечень персонал. данных, на обработку которых дается согласие, срок его действия и порядок отзыва** | **Перечень действий с персонал. данными, на совершение которых дается согласие** | **ФИО должность сотрудника, получающего согласие, подпись** |
| **1** | **2** | **3** | **4** | **5** | **6** | **7** | **8** | **9** | **10** | **11** |
|  |  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |  |