**Phân Loại và Đánh Giá Tính An Toàn của Website**

Dưới đây là phân loại các địa chỉ website được cung cấp, dựa trên các tiêu chí bảo mật phổ biến:

| Địa chỉ Website | Phân loại | Giải thích (Ít nhất 2 lý do) |
| --- | --- | --- |
| [**https://www.vietcombank.com.vn**](https://www.vietcombank.com.vn) | **AN TOÀN** | **1. Sử dụng HTTPS (Khóa bảo mật):** Giao thức này đảm bảo mọi dữ liệu truyền đi giữa trình duyệt của bạn và máy chủ được mã hóa, ngăn chặn việc nghe lén hoặc giả mạo thông tin. **2. Tên miền chính xác và uy tín:** Đây là tên miền chính thức, được đăng ký và sử dụng bởi Ngân hàng Vietcombank (tên miền cấp 2 là vietcombank.com.vn), có độ tin cậy cao. |
| [**http://secure-vietcombank-login.com**](http://secure-vietcombank-login.com) | **KHÔNG AN TOÀN** | **1. Không sử dụng HTTPS:** Giao thức **HTTP** (thiếu 's') không mã hóa dữ liệu, khiến thông tin đăng nhập (như tên đăng nhập và mật khẩu) dễ bị đánh cắp khi truyền qua mạng. **2. Tên miền đáng ngờ (Phishing/Giả mạo):** Mặc dù có từ khóa "vietcombank" và "secure" nhưng nó không phải tên miền chính thức (.com.vn), mà là một tên miền hoàn toàn khác (.com) được tạo ra để lừa đảo (phishing) người dùng. |
| [**https://facebook.com**](https://facebook.com) | **AN TOÀN** | **1. Sử dụng HTTPS (Khóa bảo mật):** Đảm bảo kết nối được mã hóa, bảo vệ thông tin cá nhân và dữ liệu người dùng khỏi bị chặn hoặc can thiệp. **2. Tên miền chính xác và uy tín:** Đây là tên miền chính thức của mạng xã hội Facebook toàn cầu, có chứng chỉ bảo mật và lịch sử hoạt động lâu dài. |
| [**http://free-gift-now.info**](http://free-gift-now.info) | **KHÔNG AN TOÀN** | **1. Không sử dụng HTTPS:** Sử dụng giao thức **HTTP** không an toàn, dễ bị tấn công xen giữa (Man-in-the-Middle) và không bảo vệ dữ liệu nhập vào. **2. Tên miền đáng ngờ (Tính chất lừa đảo):** Tên miền có chứa các từ khóa hấp dẫn, khẩn cấp như "free-gift-now" và sử dụng tên miền cấp cao nhất không phổ biến cho doanh nghiệp lớn (.info), thường là dấu hiệu của các trang web lừa đảo hoặc chứa mã độc. |