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Project Problem:

One of the most sensitivetypes of personally identifying information (PII) databases are medical records.  In the digital age it is vital to quickly be able to pull patient data and compare it with other relational databases to determine intelligent disease clusters and anomaly detection.

Therefore it would be highly inefficient to protect patient PII through purely carbon data storage but even with the most sophisticated network security; PII is vulnerable to exposure when it is being pulled by databases and mixed with other datasets. Being able to reconnect anonymous data back to a patient is relevant problem, because each additional piece of data puts patients at risk for identification.  In the wake of the European Union’s General Data Protection Regulation we anticipate more regulation, and, ideally the methodology can change as the definitions of PII change, as well.

With a concise analysis of tactics to safeguard medical PII data across database queries, this project seeks to establish a methodology for securing personal data through socially responsible data definition and manipulation.

Research Methodology:

Through a combination of scholarly sources and interviews with leading database managers at the University of Utah Health Services, we will create an inclusive, though not wholly comprehensive, analysis of required security measures when querying medically significant datasets that contains PII data.

The initial steps require us to create a data model that would reflect a simplified medical record for a patient, including a subset of data we will seek to protect.   We will then define, for this project, what data is necessary to identify disease clusters or patterns and to establish the line between PII and that data. We should also define basic security roles that allow for differentiation of the information to be viewed.  We will then define the aggregation methods and architecture for the query-able data. As part of this question, we also need to establish the timeliness required for the data to be fresh and relevant for disease clusters or other patterns we seek beneficial enough to identify.  Finally, we will validate our approach.
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Research Plan and Schedule:

|  |  |
| --- | --- |
| Date | Milestone |
| June 7 | Complete Refined Project Proposal - Our understanding and agreement of the appropriate project scope of this topic has swung significantly over the last few days, from deeply theoretical to relatively basic to impossibly complex.  Pieces of each of these interpretations are reflected in this proposal. Our first objective is that we must agree on the scope of the project. All other intermediate milestones below will be adjusted will be defined by this scope. |
| June 9 | Establish connection to test DB instance, if needed |
| June 16 | Design and Create data model for patient - including separation of private versus needed data |
| June 19 | Checkin -  first draft of expanded Overview, DB instance (if needed),  Identify graphs |
| June 20 | Establish Slide Overview for initial presentation |
| June 23 | Complete Deck for Project Initial Presentation |
| June 25 | Project Initial Presentation |
| July 14 | Project Draft |
| August 6 | Project Presentation |
| August 18 | Project Final Paper |

Resources Needed: Not yet solidified