**Job Summary:** The Cyber Security Specialist will be responsible for maintaining and improving our security systems. This role requires a solid understanding of basic cyber security concepts and experience in testing applications. The ideal candidate will be proactive in identifying security vulnerabilities and implementing effective solutions.

**Responsibilities:**

* Monitor and analyze security systems for potential vulnerabilities and threats.
* Perform regular security assessments and audits.
* Develop and implement security policies and procedures.
* Conduct penetration testing and vulnerability assessments.
* Collaborate with IT and development teams to ensure secure application development practices.
* Investigate and respond to security incidents and breaches.
* Keep up-to-date with the latest security trends, threats, and technology solutions.

**Required Skills:**

* Solid understanding of basic cyber security concepts.
* Experience with application security testing tools (e.g., OWASP ZAP, Burp Suite).
* Familiarity with network security principles and technologies.
* Knowledge of security frameworks and standards (e.g., NIST, ISO/IEC 27001).
* Experience with penetration testing and vulnerability assessment tools.
* Strong analytical and problem-solving skills.
* Excellent communication and teamwork abilities.
* Relevant certifications (e.g., CompTIA Security+, CEH) are a plus.

**Qualifications:**

* Bachelor’s degree in Computer Science, Information Security, or a related field.
* 2+ years of experience in cyber security or related field.