Privacy Policy for VoyAlert

This Privacy Policy describes how VoyAlert ("us", "we", or "our") collects, uses, and shares information when you use our Android mobile application ("app"). By using VoyAlert, you agree to the collection and use of information in accordance with this policy.

Information Collection and Use

We may collect certain information necessary for the functionality of VoyAlert:

* Firebase Cloud Messaging Token (“FCM token”): The app collects and stores your device's FCM Token to enable push notifications and essential communication features.
* Tracked trains, buses and other specific public transport route numbers (“Voys”) and their configurations: VoyAlert tracks Voys according to their configurations. This includes user-defined settings and preferences related to these Voys.

Use of Information

The information collected is solely used for the functionality of the app, specifically tracking the position of the Voys which the user added based on the data source selected and sending notifications about them to the user’s device, based on their FCM token.

Data Deletion

When users delete all Voys within the app, any associated data stored on our servers will be permanently deleted. This action removes all relevant information related to tracked Voys and their configurations from our servers.

Data Sharing

We do not share your information with third parties unless required by law or as necessary for the operation of the app.

Security

We prioritize the security of your information and employ appropriate measures to protect it against unauthorized access or alteration.

Changes to This Privacy Policy

This Privacy Policy may be updated periodically. Users will be notified of any changes by updating the "Last Updated" date at the bottom of this page.
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