Secure Your Platform with Liferay DXP

Exercises Script

# Exercise 1a: Slides
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In this Exercise, we’ll learn how to Create a New Password Policy for Mondego Employees.
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We have a few Objectives for this exercise:

Create a New Password Policy for Mondego Employees

Create a New User and Change their Password to fit the Policy
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We will take the following steps to accomplish our objectives:

Create a New Password Policy

Mange Password Changes for the Policy

Enable and Manage Syntax Checking

Enable and Manage Password History

Set a Password Expiration and Grace Limit

Enable Password Lockout

Assign the Policy to Users and Organizations

Create a New User, Evie Calhoun, with a Password that fits the Policy
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We also have one bonus exercise which we won’t cover in this video, but that you can complete on your own after the video.

Add another Password Policy for Mondego Customers. Set syntax requirements, a password expiration, and enable password history and account lockout. Assign an existing User to this policy instead of the Employee Policy.

# Exercise 1a: Content

Before we begin, I’d like to point out that although we are using Liferay DXP 7.4.13-ga1 as an example in this exercise, this version should not be used in production. Always upgrade to the latest fix pack or service pack found at help.liferay.com to ensure your project is as secure as possible. To learn how to install fix packs and service packs, check out the Patching exercise in Monitor and Secure Your Platform module in the Liferay DXP 7.3 training on Liferay University.

Part 1:

We’ll start by signing in to the Mondego platform as our Administrator.

Open the *Global Menu* and go to *Control Panel > Security*. Click *Password Policies.*

Click the *Add* button in the top right.

Type “Employee Password Policy” for the *Name* and “The password policy for all Mondego employees” for the description.

Part 2:

Next, we’ll set the specifics for this Password Policy. It is important to note that these next steps can be completed successfully even when entering different values for the individual password policy fields.

Click *Password Changes* to expand the section and click the toggle beside *Changeable* to allow password changes.

Click on the box that says *Eternal* under *Reset Ticket Max Age*. This is the amount of time a Password Reset link is valid. We want a short amount of time for that in order to be able to check it in the same day, so choose *1 Hour.*

Part 3:

Now, we’ll enable and manage *Syntax Checking*. This is where we establish the length and required characters for user passwords. Many sites, for instance, require that a password contain at least one uppercase letter, one lowercase letter, one number, and one symbol to be valid.

Click *Password Syntax Checking* to expand the section, and then click the toggle to *Enable Syntax Checking*.

Under *Minimum Alpha Numeric*, type “1” to require at least one AlphaNumeric character.

Type “10” under *Minimum Length* to require all passwords to be at least 10 characters long.

Next, we’ll type “1” for each for the following categories: *Minimum Lower Case*, *Minimum Numbers*, *Minimum Symbols*, and *Minimum Upper Case*.

Part 4:

To prevent users from reusing old passwords, we’ll enable *Password History*.

Click *Password History* to expand the section and click the toggle to *Enable History*.

Click the *History Count* drop-down and choose “8.” This will tell the platform to save 8 previous passwords and prevent Users from reusing those old passwords.

Part 5:

To encourage users to change passwords frequently, we’ll set a *Password Expiration*.

Click *Password Expiration* to expand the section and click the toggle to *Enable Expiration*.

Open the Maximum Age drop-down menu and choose *26 Weeks*. So, after 26 weeks or 6 months, a user will be prompted to change passwords.

We’ll set a *Warning Time*. Expand the drop-down and choose *2 Weeks*. This means, a User will be informed that their password will expire two weeks before the expiration.

Finally, we’ll set a *Grace Limit.* Click the 0 under *Grace Limit* and type “10.” This will allow a user to log in 10 times after their password expires before forcing them to change passwords.

Part 1:

Lastly, we’ll enable *Password Lockout*.

Click *Lockout* to expand the section and click the toggle to *Enable Lockout*.

Under *Maximum Failure*, type “5.” Then, click the *Lockout Duration* drop-down and choose *30 Minutes*. This means that if a User inputs an incorrect password 5 times, they will be prevented from logging in for 30 minutes.

Now that we’re done setting up the policy, click *Save*.

Part 1:

Next, we need to assign the *Employee Password Policy* to Users.

Click the *Options* icon, the three dots, next to *Employee Password Policy* and click *Assign Members*.

Click the *Add* button at the top right, and then click the checkbox beside *Filter and Order* to select all Users.

Click *Add*.

Part 1:

We can also assign our Password Policy to an Organization. When we assign policies to Organizations, the Policy will automatically apply to any new users that are added to the Organization.

So, click the *Organizations* tab to the right of *Users*, and click the *Add* button at the top right. You should see at least one Organization, Mondego Investments. Click the checkbox next to Mondego Investments to select it.

Click *Add*.

Part 1:

To demonstrate assigning policies to Organizations and to test our password policy, we’ll create a new User.

Open the *Global Menu* and click on *Users and Organizations* on the *Control Panel* under *Users*. Click the *Add* button.

Type “evie.calhoun” for our User’s *Screen Name* and “evie.calhoun@mondego.com” for the *Email Address*.

Scroll down, and type “Evie” for the *First Name* and “Calhoun” for the *Last Name*.

Then, click *Save* at the bottom of the page.

Part 1:

Next, we’ll give Evie a temporary password. Click *Password* in the menu on the left.

For now, use “test” as the New Password, enter it again, and then click *Save*.

Part 1:

We’ll now add Evie to the Mondego Investments Organization.

Click *Organizations* on the left and then click *Select* beside *Organizations*.

Click *Choose* beside *Mondego Investments*, then click *Save*.

Part 1:

Now, we can sign in as Evie and set a new password that matches the password policy assigned to all members of the Mondego Investments Organization.

Open the *Personal Menu* and click *Sign Out* at the very bottom. Then click *Sign In*.

Sign In using the email and password we just set, “evie.calhoun@mondego.com” and the temporary password “test”. Click *I Agree* to the *Terms of Use*.

Now we’ll set a new password. To start off, we’ll enter a few passwords that will not fit the requirements of the Password Policy.

First, type “t3st” as the *New Password*, and click *Save*. This should result in an error informing us that the password is too short.

Next, we’ll type “investment” as the *New Password* and click *Save*. This time, the error informs us that the password needs at least 1 number.

If you’d like to continue testing passwords, feel free to input invalid passwords that do not fit the requirement of 10 characters long with at least one uppercase letter, one lowercase letter, one number, and one symbol.

For now, we’ll move on with a password that fits these requirements. We’ll type “1Nvestment!” as the *New Password* and click *Save*.

We’ll also choose a *Password Reminder* question, provide an answer, then click *Save*.

*(End of Video 1)*

# Exercise 1b: Slides
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In this exercise, we’ll Enable CAPTCHA for Message Boards and Forms on the Mondego
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We have two main Objectives for this exercise:

Enable CAPTCHA for Message Boards

Enable CAPTCHA for Forms
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We will take the following steps to accomplish these objectives:

Enable CAPTCHA for Message Boards

Add a New Message Board Category to the Mondego Publications Site

Add a New Message Board Thread to the Category

Add a CAPTCHA to a Form
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We also have a Bonus Exercise which you can complete on your own after the video:

Go back to the CAPTCHA Security Settings in the Control Panel. Increase the number of Maximum Challenges. Return to the Message Board and add Categories and Threads to see the changes.

# Exercise 1b: Content

Part 1:

As usual, make sure you are signed in to the Mondego platform as an Administrator.

Open the *Global Menu* and go to *Control Panel > Configuration*. Click on *System Settings*.

Find the *Security* section and click *Security Tools*.

You can see that the default CAPTCHA settings are set to only require CAPTCHA for *Create Account* and *Send Password*. We also see below that there are options to change the CAPTCHA Engine. If you have a Key to set up reCAPTCHA, this is where you would use it.

For now, we’ll go back to the checklist and click the checkboxes next to *Message Boards Edit Category CAPTCHA Enabled* and *Message Boards Edit Message CAPTCHA Enabled*. This will require Users to answer a CAPTCHA when creating a new Message Board Category or Thread.

Note, that the number of *Maximum Challenges* is set to 1. This means that for a given portlet, a CAPTCHA is only required once.

Click *Save* at the bottom of the page.

Part 2:

Next, we’ll add a Message Board Category.

If you’ve followed along with any previousmodule, you’ll do this on the Mondego Publications Site. Otherwise, navigate to a Site and make sure it has a content page called “Community” with a Message Board widget.

Open the *Personal Menu* and click *My Sites*. Click the *My Sites* tab in the pop-up and choose *Mondego Publications*.

Open the *Site Menu* and go to *Site Builder > Pages*. Click the *Community* page. You should see the Message Board widget we added in a previous module.

Click the *Add Category* button on the Message Board widget. Type “Meet the Experts” as the *Name* and “Introductions to the Mondego Experts” as the *Description*.

Click *Save* at the bottom. This should cause the Mailing List section to pop open to reveal that the CAPTCHA is a required field.

Enter the *Text Verification* and click *Save* again.

Part 3:

Now, we’ll add a *New Thread.*

Click *Meet the Experts.* Then, click *New Thread* to add a new thread to the *Category*. Type “New Members” as the Subject, then click *Publish*.

Note, that there is not a second CAPTCHA challenge because the maximum number of challenges for the portlet, one, has been reached.

Part 4:

Finally, we’ll add a CAPTCHA to a Form.

Open the *Site Menu* and go to *Content & Data > Forms*. Click the *Add* button.

Type “Suggestions” for the title of the form.

Drag and drop a *Text* field onto the form. Type “What would you like to see on the Publications Site?” for the *Label* and click the *Required Field* toggle.

Next, click the *Settings* icon in the top beside *Share*, and then click the *Require CAPTCHA* toggle.

Click *Done* and click the *Publish* button. To open the form either click *Open Form* in the pop-up success message at the left or click the *Share* button at the top right to copy the link to open in a new tab.

Either way, go to the new tab and fill out the Form and CAPTCHA.

*(End of Video 2)*