# Какво е GDPR?

Общият регламент за защита на данните е новаторски регламент, приет от Европейския съюз на 25 май 2018 г. Мярката има за цел да защити данните и поверителността на всички лица в Европейския съюз и около Европейското икономическо пространство. Регламентът също така работи за контрол на преминаването на данни извън тези области. В този документ ще опиша всичко, което трябва да бъде взето впредвид при имплементиране на GDPR.

## Какви са целите на GDPR?

GDPR замества предишната инициатива за данни, която ЕС имаше, Директивата за защита на данните 95/46 / ЕО. GDPR беше приет предимно с цел да се уеднаквят законите за поверителност на данните в Европа и да се осигури поверителност на данните за всички европейски граждани. Може би най-същественият е фактът, че законопроектът се стреми да преразгледа начина, по който финансовите институции и бизнесите в Европа подхождат към поверителност на данните.

Широкото законодателство засяга компании, които може да нямат физическо присъствие в Европейския съюз. Например, компания от Съединените щати, която събира данни по интернет чрез присъствие в мрежата в ЕС, се подчинява на регламентите.

В крайна сметка мярката контролира как можете финансовите институции да събират данни за своите клиенти. Той определя какви данни финансовите институции могат да получат и по-важното какви данни могат да съхраняват. Например, за да останат съобразени с GDPR, сега компаниите трябва да гарантират, че те отговарят на конкретни насоки при събиране на лични данни.

Те трябва също така да гарантират, че тези, които управляват данните, ще ги защитават от експлоатация. Ако не го направите, това ще доведе до строги санкции, до 4 процента от брутните приходи. Мерките трябва да помогнат за защита на потребителите в бързо развиващия се технологичен свят. Съществува значително повече юридическа отговорност върху организациите, отговорни за нарушение.

## КАК GDPR ще се отрази на малкия бизнес?

GDPR вероятно ще повлияе на всички бизнеси по някакъв начин. Ако сте собственик на малък бизнес в Европейския съюз, вероятно има няколко неща, които ще искате да разгледате. Първо и най-важното, ще трябва да бъдете в крак с нашите клиенти. Първото нещо, което трябва да направите, е да съберете съгласието си да получават имейли от вас. Също така ще искате да потърсите юридически съвет, който да преразгледа условията за услуги и политиките за поверителност, като гарантира, че те отговарят на новите разпоредби.

Също така ще искате да съставите план, който да определи кои данни ще събирате и как ще защитите данните, които се съхраняват. Малките фирми вероятно ще искат да спестят възможно най-малко данни. Жилището на големи хранилища за данни може бързо да стане скъпо. Освен това, компаниите биха били изложени на сериозна опасност, ако имаше нарушение на сигурността.

Може да има по-голям смисъл за малкия бизнес да инвестира в технология за разпознаване на лица в реално време, вместо да инвестира в сигурни решения за данни. По този начин гарантирайте, че компаниите все още са съобразени с разпоредбите на Know Your Customer. За щастие, KYC технологията се развива бързо. Например, камери за смартфони с две лещи позволяват на собствениците на малкия бизнес да проверяват идентичността на издадена от правителството холограма в реално време, без да се налага да събират или съхраняват никакви данни.

Едно от подобни неща, което трябва да се има предвид, е фактът, че съгласно GDPR потребителите могат да поискат изтриването на тяхната информация по всяко време. Има голям шанс все повече и повече потребители да се облегнат на това. По този начин малките предприятия не трябва да разчитат на жилища и съхраняване на тези данни, за да извършват ежедневни бизнес начинания. Каквато и информация да съхранява фирмата, трябва да бъде:

* Достъпна
* Преносима
* Завършена
* Точна

Какъвто и да е план на собствениците на малък бизнес, те ще искат да го съобщят на своите клиенти. Те трябва да изяснят мотивите си за съхраняване на данните и как ще ги запазят. Прозрачността ще извърви дълъг път към изграждане на доверие на клиентите.

И накрая, собствениците на малък бизнес ще искат да имат система в случай, че някога е имало нарушение на сигурността. Собствениците трябва да знаят кого трябва да уведомяват в случай на съмнение за нарушение и какво ще направят в часовете след откриването му. Прилагането на тези мерки ще извърви дълъг път към гарантиране, че малките предприятия са съобразени с GDPR.

# Защо изискванията за спазване на GDPR са важни за клиентите?

Въвеждането на GDPR започна на 25 май 2018 г. с цел да се постави повече контрол и защита в ръцете на потребителите. Поверителността на данните в последно време се превърна в огромна загриженост и начинът, по който марките защитават своите клиенти, сега ще бъде в центъра на вниманието поради внедряването на GDPR. Идеята е да се подобри значително нивото на защита, предлагано на гражданите на ЕС, и техните данни. Той е изграден въз основа на изискванията на Директивата от 1995 г., но новите изисквания за спазване на GDPR ще бъдат по-строги и ще налагат по-строги наказания за всеки, който я наруши.

# Какви са последствията от неспазването на изискванията на GDPR?

От една страна щетите за компаниите ще бъдат парични. Компаниите, които не спазват изискванията за спазване на GDPR, могат да бъдат глобени до 20 милиона евро или до 4% от годишния световен оборот за предходната финансова година, в зависимост от това коя е по-голяма.

Глобите засягат както големите, така и малките и средни компании: в първия предварителен доклад Европейският съвет за защита на данните съобщава, че средната глоба на GDPR е била около 66 000 евро, с изключение на глобата от 50 милиона евро, получена от Google от френската агенция за защита на данните.

От друга страна, неспазването на изискванията на GDPR ще повлияе на имиджа на марката. Вашата организация може да има опетнена репутация и много потребители ще загубят вяра както във вашите продукти, така и в услугите.

Последните изследвания на Dentsu Aegis Network [3] показаха, че злоупотребата с лични данни е причина номер едно за недоверие в технологичната индустрия за 64% от хората. Друго проучване на IBM [4] установи, че около 85% от потребителите в САЩ смятат, че предприятията трябва да бъдат по-активни в защитата на своите данни, само 20% биха „напълно се доверили“ на организация, боравеща с личните им данни, а внушителните 75% от хората не биха искали Не купувам от компания, на която не се доверяват, за да защити своите данни, независимо колко добър е нейният продукт или услуга.

Накратко, неспазването на изискванията за спазване на GDPR ще принуди вашия бизнес в проблемна ситуация и в крайна сметка ще навреди на вашата организация. Наказанията са умишлено сурови, за да се гарантира, че всички организации следват стратегия за прилагане на GDPR.

# Как мога да подготвя моята организация за внедряване на GDPR?

За да улесните вашия бизнес да спазва изискванията за спазване на GDPR, важно е да започнете да планирате предварително, докато все още можете. За да ви помогнем да се подготвите за внедряване на GDPR, очертахме няколко от най-важните точки, които трябва да следвате.

## Одитирайте данните си и ги анализирайте

Регламентите за данни не трябва да се разглеждат като проклятие за бизнеса, а по-скоро като възможност за подобряване на качеството на събраните данни.

Въпреки че мнозина подозират, че GDPR ще има големи последствия срещу програмната реклама, в Обединеното кралство 67% [5] от специалистите в дигиталните медии са съгласни, че те действително увеличават програмните си разходи и същото важи за всички останали страни в Европа.

Маркетинг мениджърите във всички организации могат да използват този момент, за да преосмислят маркетинговата си стратегия около това, какви данни наистина имат значение за стимулиране на продажбите и какъв е най-добрият начин за събирането им. В същото време те могат да спрат да събират несъществени данни.

Много организации изглежда мислят в тази насока: според проучване, проведено от Института за бизнес стойност на IBM, 59% [6] от анкетираните ръководители казват, че GDPR е възможност „да предизвика нови бизнес модели, управлявани от данни“.

Интелигентното внедряване на GDPR означава да разгледате данните, които имате, и да се опитате да ги разберете, защо ги имате и за какво се използват. Попитайте вашия екип как се събира информацията и с кого се споделя. Определете различните видове данни, които имате, и връзките, които има с други сайтове, компании или дори услуги. Това е изключително отговорна задача, така че изисква да комбинирате всеки един елемент от вашата система, за да гарантирате, че той е в рамките на изискванията за спазване на GDPR.

Ето няколко въпроса, които трябва да си зададете:

* **От кого** събираме данни? **Кой** има достъп до тези данни? **Кой** е този, който го сортира и компилира в използваеми данни?
* **Какви** данни събираме? **Какви** предпазни мерки и механизми имаме за защита на личните данни, така че да не попаднат в грешни ръце?
* **Кога** събираме данни? За **колко време** планираме да ги запазим? Ще споделяме ли информацията, която имаме, с други системи?
* **Къде** съхраняваме данни? Съхранява ли се **локално** и се компилира автоматично или го прехвърляме към **трета страна**?
* **Защо** събираме данни? Смятаме ли, че информацията, която събираме е **полезна**? Използва ли се по **основателна причина**?
* **Как** събираме данни? **Как** смятаме да го обработим в бъдеще? **Колко дълго** съхраняваме данните си?

Тези въпроси трябва да формират основата на стратегията за прилагане на GDPR на всяка организация.

## Нека вашите клиенти знаят за GDPR

Друга важна стъпка към безопасното управление на личните данни е да бъдете прозрачни със собствените си клиенти. Същият доклад на IBM [6], споменат по-рано, подчертава, че 96% от лидерите на GDPR смятат, че спазването на GDPR може да се използва като източник на диференциация, тъй като това ще се разглежда като положителен атрибут от обществото. Според проучване на Otonomo и SBD Automotive [7], прозрачността и доверието са от решаващо значение за изграждането на доверие между компаниите и потребителите, като 60% от интервюираните казват, че за тях е много важно да се каже точно какви данни се събират, от кого и за какво какви цели.

Повечето хора не биха знаели нещо за прилагането на GDPR или как това ги засяга. В резултат на това може да искате да се свържете с тях по имейл или дори в социални медии и да повишите информираността за това какво представлява, как смятате да го прилагате и какви промени могат да очакват да видят.

Това не само ще се отрази на това колко лично знаете за внедряването на GDPR, но и може да повлияе значително на начина, по който клиентите ви виждат. Ако можете да привлечете аудиторията си на своя страна, следването на изискванията за спазване на GDPR може да има дълбоко въздействие върху доверието на потребителите и в крайна сметка да подобри репутацията ви.

## Прегледайте Вашите известия за поверителност

Изискванията за спазване на GDPR съдържат списък от изисквания, на които трябва да отговарят всички известия за поверителност, ако събирате данни. Това включва следното:

* Посочете дейностите по обработка, които се извършват по всяко време, когато събирате лични данни
* Ако личните данни не се получават директно, информирайте какви дейности по обработка се извършватИзвестията трябва да присъстват винаги, когато се събират лични данни и във всички точки
* Данните трябва да включват самоличността на администратора и на служителя по защита на данните, колко дълго ще се съхраняват, правата, които потребителят има, правото да подаде жалба, получателите и прехвърлянето на данни, изявление, което потребителят има правото да оттеглите съгласието си по всяко време, а също и обяснение защо вие или трета страна желаете да събирате данните.

## Разберете правата на Потребителя

За да следвате изискванията за спазване на GDPR [8], също така е важно да разберете правата, които потребителят има върху своите данни. Когато изпълнението на GDPR е активно, трябва да демонстрирате, че можете да направите следното:

* Потвърдете самоличността на всеки, който иска данните
* Дайте на потребителите възможност да изискват личните си данни
* Отговаряйте на искания за достъп до лични данни
* Проследете и потърсете личните данни на потребителите и ги предоставете в рамките на 30 дни
* Поискайте поправка и коригирайте всички събрани лични данни
* Поискайте изтриване на лични данни на потребителя
* Разберете към кои допълнителни данни на контролерите са били прехвърлени
* При нарушение на данните се свържете с тези субекти, за да ги изтриете
* Искане на ограничението за обработка на данни и покажете как и кога се прави това
* Искане на копия и предаване на лични данниНамерете личните данни и ги компилирайте в машинно четими формати
* Дайте на потребителите начин да възразят срещу събирането на техните данни
* Спрете цялата обработка на данни и демонстрирайте тяхното съответствие

Това са стандартните права, които трябва да бъдат разбрани от всички организации, които спазват изискванията за спазване на GDPR. Ако не го направите, това ще доведе до големи глоби, така че не забравяйте да разберете тези принципи.
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