|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| <Product> Verification / Validation Report | | | | | | | | | Accesibilité |
| Verification-Number: 06 | | | Test Procedure:  <test procedure id>  **Issue:** <version>  **Short Description:**  <test description>  Date: <date>  **Author:**  Mohamed Droussi  Mamoudou Djigo  Mathis Boschian  Mathieu Borghi | | **System Under Test:**  <identification>  **Issue SUT:** <version> | | at Date, Time:  Start: 03/04/2024  End: 12/05/2024 | | Verification  Result: |
| Requirement-Number:  2.1.3 | | Open NCRs: |  |
| Test Report Executed by:  Mohamed Droussi  Mamoudou Djigo  Mathis Boschian  Mathieu Borghi  Test Report Check & Approved by:  Mohamed Droussi  Mamoudou Djigo  Mathis Boschian  Mathieu Borghi | |
| Test Description:  Ce test vise à valider la sécurité du projet en vérifiant les exigences suivantes : la sécurisation de l'accès par un login/mot de passe, le blocage après trois tentatives de mot de passe incorrectes, le déblocage uniquement par l'administrateur, la modification de la forme des mots de passe par l'administrateur, et le cryptage et masquage des mots de passe. | | | | | | | | | |
| Test Preparation: | | | | | | | | | |
| No. | Activity Description | | | Pass/Fail Criteria | | Status (Pass, Failed) | | Remarks | |
| I | Vérifier que le projet est sécurisé par un accès de type login/mot de passe | | | Accès sécurisé par login/mot de passe | | Reussie | | Fonctionnalitée testée avec le user et mdp : admin,admin | |
| II | Tester le blocage après trois tentatives de mot de passe incorrectes | | | Blocage après trois tentatives échouées | | Reussie | | Fonctionnalitée testée et validée | |
| III | Vérifier que seul l’administrateur peut débloquer un utilisateur bloqué | | | Déblocage uniquement par l’administrateur | | Reussie | | Fonctionnalitée testée et validée(sur l’interface admin) | |
| IV | Confirmer que la forme des mots de passe est modifiable par l’administrateur | | | Modification de la forme des mots de passe par l’admin | | Reussie | | Testée et reussie dans la page admin | |
| V | S’assurer que les mots de passe sont cryptés dans la base de données | | | Mots de passe cryptés dans la BDD | | Reussie | | Fonctionnalité testée et validée | |
| VI | Vérifier que les mots de passe sont masqués sur le site | | | Mots de passe cachés sur le site | | Reussie | | Fonctionnalité testée et validée | |
| Test Execution: | | | | | | | | | |
| 1 | Vérification de l'accès sécurisé par login/mot de passe | | | Pass | | Pass | | Fonctionnalité testée et validée | |
| 2 | Test du blocage après trois tentatives de mot de passe incorrectes | | | Pass | | Pass | | Fonctionnalité testée et validée | |
| 3 | Vérification du déblocage par l'administrateur | | | Pass | | Pass | | Fonctionnalité testée et validée | |
| 4 | Confirmation de la modification de la forme des mots de passe par l'administrateur | | | Pass | | Pass | | Fonctionnalité testée et validée | |
| 5 | Vérification du cryptage des mots de passe dans la base de données | | | Pass | | Pass | | Fonctionnalité testée et validée | |
| 6 | Vérification que les mots de passe sont masqués sur le site | | | Pass | | Pass | | Fonctionnalité testée et validée | |
| **Execution duration:** X hours | | | |  | | | | | |
| Summary: | | | | | | | | | |
| Tous les tests ont été exécutés avec succès. Les fonctionnalités de sécurité spécifiées ont été validées, y compris la sécurisation de l'accès par login/mot de passe, le blocage après trois tentatives incorrectes, le déblocage par l'administrateur, la modification des mots de passe par l'administrateur, et le cryptage et masquage des mots de passe. Aucun problème n'a été détecté pendant les tests. | | | | | | | | | |