**iQube.app** is committed to implement the security-first approach. Everything we do, any Service we provide is designed with highest security standards. If you have any questions, please contact us using our [Discord](https://discord.gg/MzDRVhjQ) #security channel.

**No Access to Private Keys**

We never ask for your crypto wallets' private keys.

All other exchanges are integrated with Read-Only access API keys on the exchange accounts. Other types of keys are no accepted and user will be notified in case of attempts to use not Read-Only access API keys.

All API keys are encrypted & securely stored.

**Application Security**

Our website traffic runs entirely over encrypted SSL (https).

We do not request or store any passwords or user’s PII data

**Bug Bounty Program**

We have an active bug bounty program that offers monetary rewards for responsible & ethical security vulnerability disclosure. Please use the Discord channel for reports.

**Privacy**

You can [delete](https://www.cointracker.io/user/profile) all your account data at any time for any reason. This deletes all your wallets, exchanges, transactions, trade history, and all other linked account information. This action is irreversible.

**We will never sell your cryptocurrency data to third parties.**