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Biomedical Engineering Domain Track

In the software side of biomedical engineering, there are five main quality factors. The software used to analyze data, and to gather it, must have a high level of correctness. All calculations and data storage made must be extremely accurate, because simple errors could potentially cause medical issues. The efficiency of the software is also important. Many times medical tests need to be completed as quickly as possible, so treatments or medications can be administered. The software also needs to be secure. Medical devices that rely on software must be secure in order to protect patient information and in some cases the health of the patient. The importance of this is evident in light of recent occurrences of hackers gaining access to patient heart monitors. In addition to these first three qualities, the software must also be reliable. These three previous factors do not matter if the equipment cannot perform its tasks repeatedly due to low reliability. Biomedical software must also have high usability. Many of the people using biomedical devices have only a basic knowledge of how software works, if any at all. So the simpler and easier it is for them to use the better the equipment can serve its purpose.

All software developers in the biomedical engineering field must adhere to the rules set out in Part 11 of the FDA’s Title 21. Although it doesn’t state specific testing procedures to be followed, section 11.10 of this document states the following criteria must be met by the procedures chosen by the developer:

“(a) Validation of systems to ensure accuracy, reliability, consistent intended performance, and the ability to discern invalid or altered records.

(b) The ability to generate accurate and complete copies of records in both human readable and electronic form suitable for inspection, review, and copying by the agency. Persons should contact the agency if there are any questions regarding the ability of the agency to perform such review and copying of the electronic records.

(c) Protection of records to enable their accurate and ready retrieval throughout the records retention period.

(d) Limiting system access to authorized individuals.

(e) Use of secure, computer-generated, time-stamped audit trails to independently record the date and time of operator entries and actions that create, modify, or delete electronic records. Record changes shall not obscure previously recorded information. Such audit trail documentation shall be retained for a period at least as long as that required for the subject electronic records and shall be available for agency review and copying.

(f) Use of operational system checks to enforce permitted sequencing of steps and events, as appropriate.

(g) Use of authority checks to ensure that only authorized individuals can use the system, electronically sign a record, access the operation or computer system input or output device, alter a record, or perform the operation at hand.

(h) Use of device (e.g., terminal) checks to determine, as appropriate, the validity of the source of data input or operational instruction.

(i) Determination that persons who develop, maintain, or use electronic record/electronic signature systems have the education, training, and experience to perform their assigned tasks.

(j) The establishment of, and adherence to, written policies that hold individuals accountable and responsible for actions initiated under their electronic signatures, in order to deter record and signature falsification.

(k) Use of appropriate controls over systems documentation including:

(1) Adequate controls over the distribution of, access to, and use of documentation for system operation and maintenance.

(2) Revision and change control procedures to maintain an audit trail that documents time-sequenced development and modification of systems documentation.”  
  
Link to this documentation:

<http://www.accessdata.fda.gov/scripts/cdrh/cfdocs/cfcfr/CFRSearch.cfm?CFRPart=11&showFR=1&subpartNode=21:1.0.1.1.7.2>

To summarize some of the points of this standard, the programmer is free to do testing and development however they would like as long as they adhere to some rules and guidelines:

* It is necessary to have the ability to create backups of any data that is stored. These backups must have both a human readable version and a version that can be inputted back into the program if need be.
* It is necessary to have access control so that only authorized people can access the system. Also the program must keep logs of who accessed the systems, what they did and when they did it. And all changed must be reversible so the old information can be retrieved if needed.

Some of the other rules outlined in this document pertain to the operators of the system rather than the developers.

**Specific Examples Where Certain Criteria are Necessary**

Surgical Machines

* Accuracy: 1mm difference can make the difference between saving a life or losing it

Prosthetics and implant devices

* Reliability: needs to do the same time every time
* Security
  + Hackers can gain access to patient heart monitors
  + <http://www.theregister.co.uk/2008/03/12/heart_monitor_hacking/>

Other important factors

* Easy to keep up to date, fast and efficient