**/etc/sysctl.conf**

net.ipv4.ip\_forward = 1

net.ipv6.conf.default.forwarding = 1

net.ipv6.conf.all.forwarding = 1

net.ipv4.conf.default.proxy\_arp = 0

# Enables source route verification

net.ipv4.conf.all.rp\_filter = 1

# Enables the magic-sysrq key

kernel.sysrq = 1

# We do not want all our interfaces to send redirects

net.ipv4.conf.default.send\_redirects = 1

net.ipv4.conf.all.send\_redirects = 0

**/etc/network/interfaces**

root@pve:/etc/network# cat /etc/network/interfaces

auto lo

iface lo inet loopback

iface enp5s0 inet manual

auto vmbr0

iface vmbr0 inet static

address 10.0.26.100

netmask 255.255.0.0

gateway 10.0.255.254

bridge\_ports enp5s0

bridge\_stp off

bridge\_fd 0

iface eno1 inet manual

auto vmbr1

iface vmbr1 inet static

address 192.168.1.254

netmask 255.255.255.0

broadcast 192.168.1.255

bridge\_ports none

bridge\_stp off

bridge\_fd 0

post-up echo 1 > /proc/sys/net/ipv4/ip\_forward

post-up iptables -t nat -A POSTROUTING -s '192.168.1.0/24' -o vmbr0 -j MASQUERADE

post-down iptables -t nat -D POSTROUTING -s '192.168.1.0/24' -o vmbr0 -j MASQUERADE

**Règles supplémentaires pour NAT un port 22 (interne) depuis un port externe (2202)**

root@pve:/etc/network# iptables -t nat -A PREROUTING -i vmbr0 -p tcp -m tcp --dport 2202 -j DNAT --to-destination 192.168.1.102:22