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Abstract

This document provides information to the Grid community on the interpretation of VOMS [GFD182] attribute certificates as represented in identity proxy certificate [RFC5755] chains. It addresses precedence, validity and scope of the resulting attribute set.
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# Introduction

In this document we define parsing rules for VOMS attributes in chained identity credentials when evaluated for authorization purposes at the resource.

This document deals exclusively with the resource (VOMS-client) side interpretation of collated VOMS attribute certificates embedded in chained identity credentials. It does not discuss the expected behavior of any VOMS attribute authority or its distribution mechanism. It assumes that the entity constricting the chained identity credential rooted to a specific end-entity certificate (EEC) can *in some way* avail over any set of VOMS ACs which a VOMS attribute authority would be willing to bind to the EEC involved[[1]](#footnote-1).

## Background

RFC3820 “proxy” certificates are used for delegation – in the sense that a resource generates a key pair, and asks a user (or some other end entity) with an end entity certificate (EEC), or another proxy, to sign the proxy certificate. If a proxy is signed by another proxy, we call this a proxy chain (of course a single proxy, signed by the end entity certificate, is then a proxy chain of length 1). Moreover, more than one proxy chain may be “anchored” in the EEC, or in another proxy: in other words, every proxy has a well-defined “parent” (viz., its issuer), but it may itself have signed more than one proxy. In general, as proxies are not signed by CAs, they are subject to naming restrictions which stipulate that the DN of the proxy be derived from its issuer in a well-defined way.

The fundamental principles behind this proxy delegation scheme is that

* private keys are not copied across the wire;
* distinct parts of the process have distinct keys, even when the credentials refer to the same original subject;
* proxies are short lived (because they cannot be revoked), so attribute assertions about the original subject (whose association is typically shorter lived than the lifetime of the end entity certificate) can be passed to the resource securely inside proxies.

Longer proxy flows can arise in long processing chains, where the user’s process accesses several different machines or services. In addition, delegation may be ‘refreshed’ by being over-written with new delegations (with a expiration date further in the future) based on an existing longer-term delegation (‘long-term proxies’ [[2]](#footnote-2)) in a credential store. VOMS ACs may in this case be either added later in the chain derived from ‘undecorated’ long-term proxies, or the long-term proxy itself may contain a (potentially shorter-lived) VOMS AC.

The case where there is more than one proxy with attribute certificates embedded in them is the subject of this document.

It follows from the description earlier in this section that the total set of proxies issued originally from a single EEC can be represented as a *tree*, with the EEC as its root. The EEC itself does not contain any VOMS ACs, but any proxy derived thereof can contain zero or more ACs.

VOMS ACs contain attributes assertions bound to the EEC (by means of the issuer entity name and the serial number in the baseCertificateID as per [RFC5755]) that contain:

* attribute certificate issuer
* attribute certificate validity period, with both start and end date
* the VOMS section, which can contain zero or more extensions
  + a sequence of one or more FQANs
  + a sequence of one or more tags (‘generalized attributes’)
  + an AC target (restricting the validity to the named recipients)
  + a list of CA certificates to validate the AC issuer certificate

For the purposes of this document, the FQANs (section 3.4.1 in GFD.I-182) and tags (section 3.6.4) can be treated as equivalent, and will be both referred to in this document as ‘attributes’. The AC target extension and the list of CA certificates are not relevant to the discussion on the interpretation and parsing rules discussed in this document.

# Notational Conventions

The key words ‘MUST,” “MUST NOT,” “REQUIRED,” “SHALL,” “SHALL NOT,” “SHOULD,” “SHOULD NOT,” “RECOMMENDED,” “MAY,” and “OPTIONAL” are to be interpreted as described in RFC 2119 [BRADNER], except that the words do not appear in uppercase.

|  |  |  |
| --- | --- | --- |
| Abbreviation |  | Reference |
| AA | Attribute Authority (issuer of ACs) |  |
| AC | Attribute Certificate | RFC3281 |
| CA | Certification Authority |  |
| DN | Distinguished Name | X.500 |
| EEC | End entity certificate (as opposed to proxy, or CA) |  |
| FQAN | Fully Qualified Attribute Name | GFD.I-182 section 3.4.1 |
| VOMS | Virtual Organisation Membership Service, an example of an AA | [GFD.I-182] |

# Requirements

The parsing rules for attributes in proxy chains should fulfill a number of requirements which we describe in this section.

## Validity period and renewal requirements

The maximum validity period of a VOMS AC is set by the attribute authority, whereas the validity period of the proxy is defined by the EEC subject, as well as policies governing the lifetime of proxies, and these may therefore be different. However, VOMS ACs can usually be re-issued (with a new expiry date) by the AA in an non-interactive way, whereas the proxy cannot be re-issued without the intervention of the EEC subject.

The parsing rules MUST allow for ‘refreshing’ an existing VOMS-enabled credential chain without invalidating this chain or requiring intervention of the subject.

## Scoping requirements

When a user[[3]](#footnote-3) creates a VOMS proxy chain, one or more VOMS ACs are embedded together (in a sequence) and list a combined set of attributes associated with this credential. Since embedding VOMS ACs in a proxy chain can be considered a deliberate act by the user, and the user must be assumed to have knowledge of the usage intent of the credential, this set of attributes defines the (implicit) scope of the credential. The user SHOULD assume that resources taking any action based on the credential use the set of attributes bestowed on the credential[[4]](#footnote-4) by the user at this time.

The credential may be subsequently re-delegated several times, and to different actors outside the user’s direct control. It MUST NOT be possible for such entities to change the implicit intent of the user, thereby escaping any restrictions intended by the user at proxy creation time by specifically *not* embedding particular attributes[[5]](#footnote-5).

AA MUST issue attributes for other proxies consistently with the “intent”

RPs MUST interpret attributes consistently with higher-up-the-chain proxies.

# Parsing rules

Based on the requirements specified in section 3, the following rules MUST be implemented when determining the currently valid set of attributes in a proxy chain.

Let us consider a single proxy chain, rooted in an EEC, denoted c0. Note that there may be other proxies in the tree: if they are not part of the chain, they MUST be ignored. Denote by c1 the proxy in the chain generated (signed by) c0, the proxy generated from c1 is c2, and so on until the last (most recently created proxy), cN (N>0). There may be further proxies signed by cN.

The validity of the proxy chain MUST be checked:

* The chain MUST be rejected if any proxy in the chain fails to match the checksum (hash) in the signature, or if the signed checksum of any proxy cj (j>0) does not decrypt to the checksum with the public key of cj-1.
* The chain SHOULD be rejected if the current time is before the *notBefore* time of any cj, 0≤j≤N, or after the *notAfter* time.
* The chain SHOULD be rejected if any cj is revoked.
* The name of each ci, 0<i≤N MUST match that of ci-1 according to the appropriate proxy name matching rules.

For the purposes of the processing prescribed by this document, any proxy in the chain may contain any number of ACs (including none), and each AC may contain any number of attributes. For the purposes of this document, each attribute is opaque.

The list of *attributes* associated with the chain are defined by first collecting all ACs in the chain whose subject (“holder”) is either absent or matches the subject of c0 according to the relevant rules for identifying and comparing the holder of the AC. Attributes which do not satisfy this checking rule are ignored. This subject check may use distinguished names, or other methods like the subject serial and issuer.

Secondly, the attributes’ validities are checked: the ones not satisfying a validity check SHOULD be dropped. The validity check SHOULD include checking signatures as well as revocation status, if applicable. The attributes of the chain are then the set of attributes associated with the remaining list of ACs.

Each attribute has a validity time defined by a notBefore value and a notAfter value which are calculated as follows. For a given attribute α, let k be the largest integer such that ck contains an AC in the chain AC set which contains α. Let a1,…,ar be the list of ACs in the chain AC set of ck which contain the attribute. The notBefore time associated with α is the *earliest* time specified one of the ai, 1≤i≤r. Similarly, the notAfter time associated with the latest time defined by one of the ai.

The verifier MUST now check these timestamps:

* Attributes whose notBefore time lies in the future (later than the current time) MUST be rejected.
* Attributes whose notAfter time lies in the past SHOULD be rejected, and
* Attributes whose notAfter time lies more than 300 seconds in the past MUST be rejected.

The remaining attributes which pass this test are called the *effective attribute set of the proxy chain.*

# Security Considerations

The effective attribute set of a chain can change by extending or shortening the chain, as well as, of course, with time.

The parsing rules specified in GFD.I-182 section 4.4 state that the last available ‘leaf’ AC in the proxy certificate chain is the only one which must be evaluated. In conjunction with the fact that the ACs are bound to the end-entity certificate (and not to any subsequent proxy certificates), and in the form stated there, it implies that the original delegator can not restrict the effective set of attributes once a VOMS-enhanced credential has been delegated. The delegatee can, by adding a single subsequent delegation, embed any VOMS AC for the original end-entity in this final delegation which will then take precedence over all others in terms of determining the validity by timestamps. This can also be a VOMS AC for a different VO, or one containing different groups, roles or generic attributes. The newly embedded VOMS AC can be obtained either from a VOMS server (by authenticating with a proxy) or through any other means on the client-side only. We consider this to be a security threat, which this Recommendation aims to address.
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1. For example, the EEC can be used directly to authenticate to a VOMS server and have it release attribute certificates as requested, or it can be obtained by authenticating with an existing proxy (with or without already embedded VOMS ACs), or it can be extracted from another chain rooted in the same EEC. [↑](#footnote-ref-1)
2. Ordinarily the lifetime for a short-lived credential is set at 106 seconds, or about 10-11 days. [↑](#footnote-ref-2)
3. The term ‘user’ is deliberately ambiguous and used here it identity the entity who embeds the *first* VOMS AC in any proxy chain. It thus may mean a human individual, but it can also be a system acting on behalf of the human individual in creating such a VOMS-enabled delegation, e.g. a portal or credential management system. In either case, the system embedding this first VOMS AC has knowledge of the intended use of the credential thus created. [↑](#footnote-ref-3)
4. although besides the set of attributes in VOMS ACs also other attributes such as the EEC subject name, issuer, serial numbers, or other non-VOMS ACs may be used. [↑](#footnote-ref-4)
5. For example, a user wanting to act in a regular non-privileged more would specifically *not* includes an FQAN role like ‘…/Role=administrator’, and it *must not be possible* for any ‘downstream’ delegatees to retro-actively include such an FQAN. Similarly, it must not be possible to assume attributes or roles derived from another attribute authority to which the user may also happen to have associated attributes. [↑](#footnote-ref-5)