Are Grid Standards
Suitable for P2P?
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NPACI Grid
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P2P Requirements

Connectivity
Security
Resource Variability

Locality and Interactivity



Connectivity

Private Network Public Network

® Support for NATs _. —NC

/Internet Service |

. Provider

® no use of ipsec (checksums include headers) o 3223585202

® Service Endpoint Rewrites C qezies '
aa www.globus.org

182.168.1.102

® Proxy forwarding (push vs. pull mechanisms)
® NAT identification
® UPnP or IETF middlebox solutions?

® Support for Laptops (and other devices) as service endpoints
® DHCP is here to stay (as are NATs)

® Determine network characteristics (802.11 vs. cell vs. bluetooth)



Security

Support richer trust models

e Community-based trust (reputation models)
e different trust domains (condor universes?)
decentralized identity establishment

e multi-CA management

Support authorized, but anonymous

Roll-based authorization

Data Security/Trust



Resource Variability

® Even Servers crash!
® Decentralized infrastructure services
® Dynamic enter/exit

® Networks also crash
® auto-reconfiguration, best effort

® Data quality and corruption



Locality/Interactivity

® Query Absolute and Relative Geographic
Location

® Query Absolute and Relative Network
Location

® Group Creation and Management

® Presence & Notifications



Can One Build P2P
Apps on the Grid!?

® Answer is ... yes,i think so.
® But, the infrastructure doesn’t help to do so.
® |s this important! ... yes!

® grids are looking more and more like P2P



