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**OBJETIVO**

O presente projeto tem por objetivo a implantação de uma arquitetura Web para tratamento e visualização de dados distribuídos geograficamente, provenientes de sensores participantes de uma infraestrutura de coleta de programas maliciosos. O projeto envolverá a representação de diversos tipos de dados com dimensão temporal, incluindo arquivos binários, registros de auditoria de honeypos e informações extraídas de tráfego de rede.

**PALAVRAS-CHAVES**

Segurança computacional; visualização de dados; honeypots; malware

**INTRODUÇÃO**

Programas maliciosos (*malware*) representam uma das maiores ameaças aos usuários e sistemas conectados à Internet. A facilidade da geração de novos exemplares a partir de *malware* já existente, as chamadas variantes, faz com que a atuação dos mecanismos de defesa seja dificultada, seja na criação de vacinas, seja no processamento das centenas de milhares de variantes em operação. Por exemplo, no caso de antivírus com detecção baseada em assinaturas, é necessário em geral a atividade de um analista humano que descubra um modo de detecção para um dado *malware* e produza a assinatura em questão. Para tanto, o analista precisa ter em mãos a variante ainda não detectada.

A fim de obter programas maliciosos e suas variantes, necessita-se de uma infraestrutura de coleta distribuída. A motivação principal para tal infraestrutura é a de obter e armazenar exemplares de *malware* em circulação no Brasil para análise posterior. Com isso, pretende-se obter informações acerca dos tipos de *malware* que atacam as redes que possuem um sensor de coleta (*honeypot*) a fim de agregar dados que permitam mostrar as tendências de ataques de uma maneira local (em cada rede) e global (conjunto das redes com sensores instalados).

As informações obtidas desses *honeypots* de coleta incluem tráfego de rede, registros de auditoria (*logs*) das vulnerabilidades exploradas e tipos de ataques utilizados no comprometimento dos serviços/sistemas, e do binário que representa o programa malicioso. De posse de tais informações, é possível representá-las por meio de técnicas de visualização e disponibilizá-las por meio de uma arquitetura Web, permitindo a observação de tendências e geração de estatísticas.

**ATIVIDADES**

O plano de atividades consiste das seguintes etapas:

1. Estudo sobre conceitos de visualização, Web services e tipos de dados gerados por *honeypots*.
2. Definição da infraestrutura básica e projeto da topologia.
3. Instalação e configuração do servidor Web e busca dos dados nos sensores.
4. Desenvolvimento de procedimentos para tratamento dos dados e interface de visualização via Web.
5. Documentação do projeto e confecção de relatórios (parcial, final).
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**METODOLOGIA**

As ferramentas utilizadas serão todas baseadas em software livre e todo o código desenvolvido será feito em linguagem de orientação a objetos multiplataforma (Python, Java) ou linguagens para Web (Javascript, PHP). Será dada preferência às metodologias atuais de desenvolvimento com a utilização de frameworks disponíveis e reutilização de componentes.

Para o desenvolvimento dos protótipos, será utilizado um desktop adequado disponibilizado pelo orientador. Como referência para estudos iniciais, será utilizado material publicado do orientador e artigos científicos de periódicos e congressos reconhecidos na área.

**CRONOGRAMA DO PLANO DE TRABALHO**

Os itens definidos na tabela a seguir são descritos na Seção “ATIVIDADES” deste documento:

Tabela I: Plano de atividades com duração de 24 meses

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **Item/Trimestre** | **1o** | **2o** | **3o** | **4o** | **5o** | **6o** | **7o** | **8o** |
| A | X |  |  |  |  |  |  |  |
| B |  | X |  |  |  |  |  |  |
| C |  |  | X | X | X |  |  |  |
| D |  |  |  |  | X | X | X |  |
| E | X | X | X | X | X | X | X | X |