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就职于群光电能科技有限公司

个人项目

MVC Web 框架 和 HTTP 服务器

程）

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAALCAYAAABGbhwYAAAAuklEQVQYlXXRIU9CURjG8Z/3CjgsJpKbQQobX4JkIVBQ020UkxvfwkzmA0CCauArGBiBRMTCDAanbhDuuRPPLs92ynv+7/M+5z2p/0rRQAVfSpRgiA324SzQiaFxuJwiwzOW+EGvALsBeoqmXOAVO9RhhhXOSiK1g0mW4BpvoRBriW/cJNiidcLxFlW8Qz+4PUZQigk+cQXnmOMXI9zhQb6ePQbH3TW84MPfHle4L4A41yWa8l9ZHz/wANHwJzWBVClZAAAAAElFTkSuQmCC) 熟练掌握多态、继承、装箱、泛型、注解、反射、自 动资源释放、 IO 流、常见集合等 Java 特性
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• Model 模型层使用自制的基于 MySQL 数据库实现 的类 MyBatis 数据持久层，提供 POJO 和 SQL 之 间的类型映射和绑定

• Controller 控制器层使用基于 HashMap 和

Method Reference 实现路由的分发映射、自定义 请求和自定义响应的封装

• View 视图层使用 FreeMaker 渲染模板
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• 实现了 HTTP 的接收、解析、生成和返回

• 底层通过封装 Socket 实现 TCP/IP 通信
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• 用户模块注册登录，密码的 Hash 加盐加密存储

• 微博和微博评论的增删改查功能

概念和原理
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Web 后端和服务器开发
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MVC 个人论坛

项目地址 [www.bocode.top/](http://www.bocode.top/)

项目源码 github.com/liubobo1996/boCode3 技术栈 Java + SSM + MySQL + Linux/Ubuntu

于 Socket 的 Web Server
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Web 前端
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• 熟练掌握 HTML5/CSS3，能够实现较复杂布局

+ Tomcat + Redis + Nginx

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAKCAYAAACNMs+9AAAAr0lEQVQYlW3QL0tDYRgF8N99cTcJtwzD1kxaVkwu6sqaMKxGP9TSvsQYTLApqEFYXTVYxkQc3BnU8lwcLzvp+XMezjlP4R8F+rjAL+7wJEMbD0GosY36HlVDOsAr1riOvsQNvvCIBKO4vsxlcBW7IUywDI85Et4wTmhhE5c5fvCJMuEZPRzvIZ7gtElf4QMvONohdbDACofN8Dwkakwxw3d84kwWoItbDMLvHGO8wx8fJSaT2wD3cAAAAABJRU5ErkJggg==) 主要功能

• 用户模块：登录注册、身份权限、个人主页

• 话题模块：话题发布、编辑、评论、收藏

• 其他模块：邮件通知、积分榜、用户设置

• 使用 Spring Boot 自动配置， Spring MVC 作为基 础框架， Tomcat 作为 Servlet 容器

• 使用 MySQL 数据库进行数据持久化， ORM 映射采 ⽤ MyBatis

• 项目部署采用 Ubuntu 系统，利用 Nginx 进行反向 代理及静态资源压缩处理

• 变动频率较低的数据及用户 Session 使用 Redis 进 行缓存及持久化

• 实现防御 CSRF 、XSS 、SQL注入 等攻击

• 能够编写语义化的 HTML

○ JavaScript

• 熟练掌握 JavaScript，深入理解异步回调思想

• 熟练掌握 JS6 中 Promise ，class ，async 等特性

• 深入理解 AJAX 的运作原理及 JSON 数据结构
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Web 安全
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