# Informe de valoració <SERVEI>

## Control de document

Cap del Servei:

Data:

## Descripció de les dades i el servei

<Descriure que fa el servei>

<Descriure qui el fa servir>

<Descriure quines dades tracta el servei. Si hi ha diferents tipus de dades, fer-ho de manera granular. Si es pot, dividir el sistema en subsistemes>

<Indicar el propietari de les dades>

<Origen de les dades>

## Valoració de les dimensions de seguretat

<Indicar si les dades encaixen en alguna de les valoracions o exemples de la guia GUIT049-C Guia de classificació dels tractaments d'informació v1.1>

<Indicar si les dades encaixen en alguna de les valoracions o exemples de la guia CCN-STIC 803 ANEXO II: Valoración de los sistemas en EE.LL>

<Indicar la valoració de cada actiu essencial del tipus dada. Si estan dividides en subsistemes, indicar la valoració de seguretat de cada subsistema>

## Valoració de la dimensió de disponibilitat

< Indicar i justificar la valoració de la dimensió Disponibilitat>

## Valoració de dades personal

<Indicar la valoració de les dades personals>

## Valoració final

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
|  |  | **RGDP** | **ENS** | | | | |  |
| **SERVEI** | **Negoci\*** | **DP** | **Confidencialitat** | **Disponibilitat** | **Autenticitat** | **Integritat** | **Traçabilitat** | **RTO** |
| **Definicions** | Avaluació de la criticitat del servei segon la Direcció de l'AOC | Les conseqüències que tindria sobre les persones la revelació a persones no autoritzades o que no necessiten conèixer la informació. | Les conseqüències que tindria la seva revelació a persones no autoritzades o que no necessiten conèixer la informació. | Les conseqüències que tindria que una persona autoritzada no pogués accedir a la informació quan la necessita. | Les conseqüències que tindria el fet que la informació no fos autèntica. | Les conseqüències que tindria la seva modificació per algú que no està autoritzat a modificar la informació. | Les conseqüències que tindria el no poder comprovar a posteriori qui ha accedit a, o modificat, una certa informació. | Tems màxim de recuperació del servei en cas d'indisponibilitat |
|  |  |  |  |  |  |  |  |  |