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# BROWSER USED

Browser: Google Chrome  
Version: 126.0.6478.114 (Official Build) (64-bit)  
Operating System: Windows 11 23H2

# ANALYZING BROWSER EXTENSIONS

Opened the Chrome extension page by navigating to chrome://extensions/. Reviewed each installed extension, checking for:

• Suspicious names or unknown sources

• Unusual permissions such as access to all website data

• Poor user reviews or low ratings

• No use for current browsing purpose (unused extensions)

# SUSPICIOUS EXTENSIONS REMOVED

• Extension Name: 'Dark Mode Pro' — Reason: Unknown developer and unnecessary access to all websites.  
• Extension Name: 'PDF Converter Lite' — Reason: Unused and excessive permissions.

# BROWSER CLEANUP

After removing the suspicious extensions, the browser was restarted to ensure changes were applied. Performance was slightly improved, with faster page loading times and fewer crashes.

# SUMMARY

Browser extensions are small software modules that customize user browsing experience, but can also pose serious security threats if developed with malicious intent. By regularly reviewing, removing unused or suspicious extensions, and understanding the permissions they require, users can enhance browser security. Extensions with access to all site data can be misused to steal information, inject malicious code, or spy on user activities.
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