## 任意停车安全漏洞

1. 任意手机号注册

漏洞描述:注册时没有验证验证码，导致手机号验证逻辑全部失效

解决方案：重构逻辑

1. 车辆信息遍历

漏洞描述: 通过carId遍历车辆信息

解决方案：重构逻辑

1. 任意用户密码重置

漏洞描述: 获取验证码后修改 可以修改他人的密码

解决方案：重构逻辑

1. 修改车辆信息

漏洞描述: 通过carId遍历车辆信息

解决方案：重构逻辑

1. 用户遍历

漏洞描述: 通过accountExist遍历用户

解决方案：修改逻辑，关闭该接口

1. 钱包支付

漏洞描述:支付密码未校验

解决方案：重构逻辑

1. session机制

解决方案： 删除session机制，全部替换为token机制

8、其他:

全部接口请求参数中添加appkey,time,nonce并加签，URL后加上加密后的token,服务端验证