**INTRODUCTION**

Cybercrimes are committed by the hackers sometimes by public unexpectedly. Most of the crimes are done for financial expenses. There are some types of crimes here.

Banks – Most of the crimes are done against banks. People who were affected by the bank have vengeance to do like this. Mainly the criminals target on the customer’s credit, debit and ATM cards and also by the Internet Banking. Reports say that Banks are losing Rs.90, 000 per hour. These cases are from 23 banks which reported to RBI. We all have the SMS alert system linked with our bank account, Even though many crimes had done day by day.

Social Media – Due to the increment of smart phone usage, there will be a rise in uploading data in social networks. Majority of the people doesn’t have the knowledge whether they are secured or not. These types of data steeling are done for business purpose. A case study said that in past 1 year, an estimated 556 million adults across the world experienced cybercrime, more than the entire population of the European Union. Netizens(users of internet) ignore the unwanted data downloaded to their devices accidently. It helps the frauds to suck all their activities and personal information. Fake id,

Business purpose – Some people are doing this as a business,