* **CONCLUSION:**

Damn Vulnerable Web App (DVWA) has shown me much the specialty of web application security and I trust that it very well may be utilized show web engineers and other moral hacking understudies/experts the equivalent.

DVWA can be utilized in various manners. By showing reasonable models and setting difficulties is utilized to show security in web application for the understudies. It is utilized as a learning instrument, DVWA is arranged everything viewed as basic as possible to set up and use.

We discovered a few weaknesses in the web application - DVWA. We exploit every single one of them and realized what sway every weakness has on the web application, and how to fix those weaknesses.

* **OPTIONS AVAIALBLE TO EXECUTE THE PROJECT:**
* **KALI LINUX**
* **DVWA**
* **BURPSUITE**
* **APACHE2**
* **MYSQL**
* **ADVANTAGES/DISADVANTAGES:**

|  |  |
| --- | --- |
| **ADVANTAGES** | **DISADVANTAGES** |
| [The network penetration testing](https://blog.eccouncil.org/what-is-web-application-penetration-testing-all-you-need-to-know/) process identifies such existing loopholes that you can close or keep an eye on. | Testing could be unethical |
| A [pen testing report](https://blog.eccouncil.org/4-ways-a-penetration-testing-report-helps-a-business/) is a very detailed analysis of all the threats that the IT infrastructure is exposed to. The upper management can prioritize the threats and fix them one by one. | Damages may occur if the penetration test isn’t done correctly. |
| Penetration testing helps in evading these fines and penalties, which is also essential for the business’ reputation. | This can be challenging if there is no trust between the tester and the client. |
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