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**Актуальность, цели и задачи разработки ПИБ**

Без решения задач информационной безопасности не может продолжать работу ни одно из предприятий, в том числе и гостиница. В любой организации возникает проблема безопасного хранения, передачи, использования информации.

Целью обеспечения информационной безопасности автоматизированной системы управления технологическими процессами является повышение уровня устойчивости ее функционирования, стабильности исполнения реализуемых технологических процессов путем предотвращения и/или снижения возможного ущерба от несанкционированных воздействий на объекты защиты автоматизированной системы управления технологическими процессам.

Политика информационной безопасности направлена на защиту информационных активов от угроз, исходящих от противоправных действий злоумышленников, уменьшение рисков и снижение потенциального вреда от аварий, непреднамеренных ошибочных действий персонала, технических сбоев, неправильных технологических и организационных решений в процессах обработки, передачи и хранения информации и обеспечение нормального функционирования технологических процессов.

**Структура организации**

Структура гостиницы представлена на рисунке 1.1.

![IMG_256](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAigAAAEZCAIAAAAyoUlHAAAAAXNSR0IArs4c6QAAOd5JREFUeF7tnc1u68q157n7Bfa5/YlGowE5zs31wAEy6rEMIYgMT/UG0kTwVIKfQZCmhifSG3hqWBcXgvgIG4gH6nQUcxoEQc6ZZuJeq6pIFsmi+CGS4sefODhbJutj1a+KXKxVi7W+/e2vf7dwgAAIgAAIgEBVBP5TVRWhHhAAARAAARBgAlA8GAcgAAIgAAKVEvgGU1ulvMup7Pd/GPz48aOcslEqCFyAwO9+97v/+PfdBSpGlZUQgOKpBHPJlfy3//Ffvr6+Sq4ExYNAdQS+fcOjqTra1dcEU1v1zFEjCIAACHSaABRPp7sfjQcBEACB6glA8VTPHDWCAAiAQKcJQPF0uvvReBAAARCongAUT/XMUSMIgAAIdJoAFE+nux+NBwEQAIHqCUDxVM8cNYIACIBApwlA8XS6+7M03tnc08cV8pjbMqc9D53IUmAD0nKb7zcOScq/3FY3QHCICAK1JoCvtGrdPSmFq+wDUnr8Xk1u91/LvisZnXm+fvf/TilxY5KRar1bCWlnerMbI39TBcUHpE3tuXRyQ/Gk41TvVJUpHvHmr6seZzPfDZbjXr35QLrGEYDiaVyXZRIYprZMuJC4N36aWauFMD+RGtodbgZS63hWN88eJ0xy8jSZq9R1abgKpBcWrGB2L5Vu3xMFiyuRs7JO3yim/+2bAzeesXDu/fQlY2n9gkkozY4YOK8PglCrIyZIryG60Jwq3IT7zcY3W6YSI0Y8L69WYorCXTuiV+r9vbSs+vZFVbLWJNwOIJCTAGY8OcHVKluFMx6lM+4sNjzZ87m19MxsPBl6HX2+8/yHfx+epElOWquEpYp/fqwpieVe9zMFf7mZKftm0xtTmZR3ccOl+wm9U1yukMhPpc3NNME0ufw8IqkruXY69rze+YHCxfTPcQXVp4cB6Se367VlUVINw8YZD47JYuhg48TWmuBVG2hLXCHeK4EETejvF5Nb1Y00uZ2+rty/yh7/mPGUTfiy5WPGc1n+jay9/7geru5oNvNmPbBmST6G60+hgzjn9nXnWL3xu9RKvevbSHbnsD1VJGfZHmjiYzjst9XsSVr+5NzszT5R1PBGpNQOZ7OQKzopzweS9cZsdCQRhiM5DfRF8OXiln8txyKpf5BqZRruESdGXFti0mctJlr8aDRT01tnZ92MTrDEJRDIQACKJwMsJFUE5AP17i6t3jGDk1YdtXQvk2wnV3SK3rc194Vo5v7y6+vhLZx3dRc+03+YWR9HJ223sSlpaj2thxGlYz5vLtc5fugK5WbIIgRPnhbILIYk8+3b1SSslKPpe1SpoDG1RjO9srhC3PMGv73B49riNwXHuR4M0pJEOhBIIADFgyGSh0B/uZ8N14/9PHlvr3tiiePtgWI5fO31RyPNjOjUizXV1xYMddCrPFnsgnnJlvf1SVojqGq4slTHdrKwXr6EnTBwxJ2PKzQ6HyMR+KQml23bcdnjqpNkZAuDuiQqtphU8fE+vg4kjitEnd+7sxs9U28wsibPtLLWSwkyFW0k6jgBKJ6OD4C8zSczmzJpZSnBfp5sZ2Sec3avW2nnMs0F6Fkn5wmb+/uNfTyEa3A209fRi8mVjnNuJ1PpwCC0U2rdOFwbS7Tizsc2m+dZbIgUIlA7ub0WndTkOlp0ynxkrS5r+hO9FTMt4+nt6vVIeifBBJplICBtxwnAuaANA6BC5wLhTk3WnshXLd4HL7P9581CWYQ8jwJ34YTerT3nA2E0Gg6H2+3W/cfrDJGOl94nW/GTFuylTU6m53It7wsbN5csPPzljf93tKuD8oUkJ2uerDPSIr8grdXBj5t0ADK5S45UWYiBpOm1J6UYyeJ5wg3X69vJxNQWrxAhIkn2dLjSQYtz79e7TW9gTWWbXPHLvXHgXFAu30uXDsVz6R4oov4KFU8OcX3PqhyZS81CumBqvUTNa6VWisLTEIDiSUOpuWlgamtu30HycwmQFQmOWudCRH4QyE4AM57szOqXo8YzHmw5U7/h0gSJMONpQi/llxGKJz+7+uSsseKpDyRI0iQCUDxN6q3sssLUlp0ZcoAACIAACJxBAIrnDHjICgIgAAIgkJ0AFE92ZsgBAiAAAiBwBgEonjPgISsIgAAIgEB2AlA82ZkhBwiAAAiAwBkEoHjOgIesNSCghaVRUX3cgDF+aBm5hY762xRgJhRWR4bzEQnNAYH806KyWBkMcXwySFUDuhABBEohAMVTClYUWhmB/pL3zRRxF5zNkfcdFTsRyO0S5Laa1uSKlQhtar1fD4depASKYmcNabcaSu8V4m3E6W4JRBtu7tdyg07azlRtF2PPacMDt2zaGS5WBo7yI3f2lLu3ZZOqMoaoCAQqJgDFUzFwVFcaAfv5cN1XpRuD4vC1IgLMUOEqkADvXibiC7lHSAYVG0jG4KEodaZQPUVJVRpXFAwChROA4ikcKQq8AAFWBIsbbytqY1AcKdb5AWaocDe+gAo+QDMsOk7KwAlKleoC0FElCOQlAMWTlxzy1YkAaYLP0euVu7xjDIqj5C0iwIw+y3FsW854DDIEY/CULVWdOgSygMApAlA8GB8tIcBxY7aTZ1s0xxgUx9U8qQPMmAMChYL+PHOoGq1oXYZQDJ5ipGpJf6EZXSaAvdra0Ptd3qstEBFHxrSRLgBe/Bs3dpBKaQow40WhCcbCkYGFQgGBgoUHL/pxdUIyeEFsskjV5XgN2KutDQ+m+DZA8bShf7useNrQf2hDhAAUT7sHBUxt7e5ftA4EQAAEakcAiqd2XQKBQAAEQKDdBKB42t2/aB0IgAAI1I4AFE/tugQCgQAIgEC7CUDxtLt/0ToQAAEQqB0BKJ7adQkEAgEQAIF2E4A7dRv699e/+dUvv/zShpagDSAgCHz//v3Pf/oLYLSVABRPW3s2Q7voM6C//fXvGTIgaQcIYFR0oJMv1kSY2i6GHhWDAAiAQDcJQPF0s9/RahAAARC4GIEamdruBv2Pjz9ejAQq7iSB29vf7nd2J5ue0GiY2jAqyiNQI8WDDcfK62aUHEcAe4LFkYHiwV1THgGY2spji5JBAARAAAQMBKB4MCxAAARAAAQqJQBTW6W4UVndCHTZ1Pb7Pwx+/PhRtx6BPO0mIFdVoXja3ctoXQKBLiserKri9qiegLzjYGqrnjxqBAEQAIFOE4Di6XT3o/EgAAIgUD0BKJ7qmaNGEAABEOg0ASieTnc/Gg8CIAAC1RNohOJxNve0IhU55nb1vIqtkRt2v3GoUP7V/PYUSwelgQAItJRAIxRPb/z+9bkeWrP9l398rm8a3ye98dNsO7kilXo1ud0v+41vEBoAAiAAAskEGqF4jM3ojccteFD3l64qhdpJHq1IAQIg0AoCzVU8Ln7PDidsVvZcWeTmtm+gUzasQEqZkPKoHNLiRYdXgmv6ihj67jcbtxbPPBZXb6Q078T9vWs/NIiqGneq6mCu2OYII544wnxUU+l0uBrFwhdVsImvohV3AhpRJAF7DsNxkTxbV1bTFY89n1ovPGn4XFuT6cbpL9kmN1x/LvtkoFP2OTGZCKXsLb/2M4vsXG8PlHtPFi/KzWsti5Ww6FHW1UI8cKmc/Xr9yZVQDir6fTx2a/ly5ylx9Xrn3ZQ0xVGlvAvxXFHpJJsSg/Me0YSZqFte16oWDfRyyWIjzQm3WufjbI7c9PextTuMqArPmPk5shxWM4sb0Wgme0WPkbgqWndPoEHnEuC7SN095xaF/O0k0HDFY7+t5BoJLZJsre3rTk1bop1lTike+5S4/7geity8nCTO9K5vK+xxvlPN1fWu45eyIrkizTnBx34+XHNDWbMuxz2tdjZiUsbhaCDO8kKUtXqzZYpIFRVSQlXNIODsDtbw5N3YjHZAyvIINFvxOMcPehD6Dgfv6gGqlJHQRvKIS2kiK21KdzGawM/h1uK7o0XrlamjKbV62dA1tZ5o9mM6nKN1rWsFN83pXAmtZnkWN4/92HFFuLRrvZuh9XF0yhuFKLlNBOzn15uXF3qTmzzboXEe8Ez1TNa+VU4ZfX0L+De6uQI280Sb9ikbu7hTI4ZlafNOtrrnqDpYV8icb6gxZBgXTy7PpdcovFwhSGsVD1n+TyxMRNYICh6hzVY8/EzXZjmObcuno6uN2HrkHcaUOs5besJzNwvjm7BtnT5ULfuZZ1Uw1uvLo6X0pZosyFboasxIhc7OUvOSwKXt6VwiLTcnns/n6PXKuxEi1fJ8b3uQMOUhSwsdxpNJ2HC93QTsN+tp3OsNRkMrYG4z2o2/9uvh0JtOy6kSW5R7Qdu1b4hOtGkHTdCE2p5fvbIpWVjP7+abiGF59JTO6p65amcznViuoVzY6NU9lNYwnkL4LFbxyDpC7MKEYcWh4EHbbMXDo1stzvCrwfOxZ3g6CmIJKe3nyXb20Lec3et2eMOFqHd+UkT3G/t4iMcenByc6h5jyuH6JWDnChbg28OC50/nstzmnGi19OQOvJLqVfQfyLx2J19FGQrDCRxuFQWPRxTXcAL0yLLEWBEW2pDx22g3Ho3cNzd6y7oZGdofb4g2wwqkJ6PxjBShkOj962tJC7QRwzIXU4zVPVB19PUtIG8Kw3ga4dNbxdOvI6RPmXe4NkLx8DSErWarO555600Vb1G09s1z5an1OO7R6w0v9vBqOOVSmThPJKUoxrWB3X3IxR75pObipq/iKpWwndy93tByB00+yfxG59hEoGoRi0sW6Q4npl5PHjfl9bNbyr0QzyCqaiC3+m7FbXYtf6s7repwA03NibZa49Nf0gyMShfzHh+WIixehmTlV4cn3+khTCzvwEO+VhLg9xF9yAbfbcx248Hj2mK7heNcDwZhKmaTcpxNW1qmdMN1+vdCU3+ktbqLvFFR+WOJh7dUdnvOH1k4sAIW7xgtm80qbmhRDMxMbc88mBuheMSrijoin7t4F8VE1vsuRsy4g3mCKQUqb4XInQX7ad79OqUlzCuaXcu0L1nF1bh6/e90OIcwIais714FBlFVPwYWsITbmTVw85tyRZrjvuepygN83D9E4zTELuEIPzOxzEMOGdpLwH6jNzj/3mALmWdH46mz0W7Mr3vW5JnefyIGiziTcpxNO5qeZx3a+qRt00to8pHV6i7eYU02c5oBMZFku73RMG6lED6DVTxmHcEAM8uKQzJNU4pGKJ58TWt+rlvlV6ZaQsYLkyGi+e1EC9pBwJ7f8fKO3xh2FvUstmQAdv0ow81ls9zqlQ3lzsF1B1KvOacM0VFqBhM0GY01a/zR6iewjrW6J+QzWb9pked1lNiCE4bxNMKntopH1hFiW5Q+Zf6BSzF5avIftUGfR5T8238HCWzEU3KtpRVfQXMqqKI0PPEF06iryfivXoxC7zjPkce/n7T3/OEw6rQ5XK+lAw+/cvOncl4RdMLLO9v7LkJUdNbz8ks0Vbnh3V5Kq89IIomU7IYmhDIHRRVlcgqvcN2AYarRJGoK4bUG+ruKZWtRCLJWqey3oOnlvNtU3nGIQJpfZyNnCwiQAZ5ugxY0JEcTKoxASrYb+tJbc96MnMghf3FZ5OfSsb6lMRXxwqi+/plFnnw1pq+h7PLTSxJOKe84mNryE0ROEACBtARaaDcWjns4chGo0etehe9fuVAhUxsJYMbTxl7N1CbprspHZM+qTOWkT1x2jWWXn76lhpTyjoPiOQsiMjedABRP03sQ8jeLAExtzeovSAsCIAACLSGANZ6WdCSaAQIgAAJNIQDF05SegpwgAAIg0BICUDwt6Ug0AwRAAASaQgCKpyk9BTlBAARAoCUEauTV9uvf/OqXX35pCVc0oyEEvn///uc//aUhwhYsJj5gKBgoiktBoHbu1Clkzp+E7rHOfqCen5rICXRnAqxtdiie2nZNiwWDO3WLOxdNAwEQAIH6EqiRqa1USHhtz40X6HKjq3nGf/23659//rnmQkK8lhGQxm0onpZ1a/HNgeIpnmkTSrxsv7e79su2rg6jD15tdegFyAACIAACHSIAxdOhzkZTQQAEQKAOBKB46tALkAEEQAAEOkQAiqdDnY2mggAIgEAdCEDx1KEXIAMIgAAIdIhAjbza7gb9j48/doi91tTb29/ud3Y92w4PnHr2S9lSXbbf2137ZVtX9shJU36NZjykdb66enRW46YZo0gDAiDQMgI1UjwtI4vmgAAIgAAIGAlA8WBggAAIgAAIVEqgRms8Xd6yUG6cl7vnf/+HwY8fP3Jn73LGUlfXurxsmTioTpO/7CpIYu244xL7Ny6B7Peznne56zZmhOLJzbPL6HJDkxnPVPmna0e/nOBzmnzio//Mfk/suNMvgujZ3PyxO3VudMgIAiAAAiCQnwDWePKzQ04QAAEQAIEcBBqqeJzNPc3YIsfczoHgzCwsyv3GoVL41yUkOLMByA4CIAAC1RJoqOLpjd+/PtdDa7bXvvz5XN9UC0/U1hs/zbaTK1KCV5Pb/bJ/ARFQJQiAAAg0iUBDFY8RcW88vshjv790tR/UTpPGPmQFARC4EIE2KR6JMGKFE3Ywe+7a5YQxzP+TT0tLmX9ybvuFUPJQXi3h/b1r8QtluVBvoloQAAEQaACB9ikessLt1+tPnoTsZ9Zw/fk+7jmbxUpY5cg8t1qQmukv2VBHF8U5a/LM2sg7uexTIcqSR5MYP7Ga0dAURxX9LpJROSILnWTjH+Y9DRj4EBEEQOByBNqneEwseUlIqIPe9W3kunPYFsKftVshBaEQEAABEGg1gW4oHt+QdqfrBukTsLj51Ccp8iS7CgT1kXve6LjGprmp9USzn9ofupVR2RiDMnMCOOeV348mz0xjh5QvCmoonYA9hzVeh9wNxcP3+NuDsr75zZemthdrqj9p5UlhlQuMRnV+PxO2usCxnSysly8y6ZU+fM+sgDncWZ4n4P6WlGxQx5DWCejmMytE9ngCUc/Mz3V0Pg6CbSGwupvSU0LZ+++6/orRMsVDT9b7jX08BAers3vdDm9YLTjHj8g47g1GQ+vjGFImMcPdVACt8bzUX+mwT8TVxOLlKLdtYvFqdaerHrl8heMiBHrjZRPG0UXYNL/S2V69mooHTtePhioefnVnW9jqLmIW2k7uXm8GPfZFo3d3MpDdbyzqaWkpm75a4tT9PedW1jN+HLPm4AezOCkmxap44dXmJxZpr5/dor1yQlnqOKzst5U1HBEZ7RD3gDuFk0a4+wXpZubqevt5tjmDrSDg/RdodNBvULkUzm1Vx8ZR1+WLX6oqdO9EX1cqCULlNNlWqMHgVyX5qbTnP0kN9RiGnDNVoyNOmAY/Tzv0Abb/BbToKf4zc08Fq+n6G334CdBfei989vNk696IabxtuSgPruIa7VPNwdY8bPRSlCOvP9Q23oCYez/j7qliOpr2wqvJfwSmq3Hgvqjt5/RCGnTCdBj44FbQFvMbPi399JSJUaRzzwiro2uBVJ57bl7XMdBQtp5L/9hXzqjcGjzXwrgqVMV+afv10P9y+HM98/7yKtFrThpSZ5I/3WuJ/RK05wasvF5XURM9J00Xm5tS7xqZzgwh6OdJiUSRWtr1nro7jDpLT2n9owbSeeRL7ZfEey2x9sSeNbVe9bZ/Exo6S/e29YZ5tGuExU6OC++ODN7hkcv+/SyXEVw3X/fW1u5R/yaPSpi9o0MoJNuGznjqOKNotkw0H5JvYb7jX+9muH3d8YzEOwKee5Rl9iRsQ7xckcWLXPifU77+4zqxCm9aSpNRJc1o5C60OTvrZuRKd9J3sb69o55DdEOL6Tnx7o1fyAT6ZguZnd2BJ/BMa0kLjDwVfXswrSdKQ10qCGGbHn96Tb1pQJ26p3jYbA+BwVJf5BeSTNwmX583C9eYkNLb1tw1vevQRi0xw8ZtrH+7it1WLHeAmWHIpQnDcCqoo6F4LjQIK69WKBTzUpYaZGGRQr7nYc8943LXec0yVOG92/N7k/u8HTyuLVZCjnM9GASqlMaDJvpHiMeGq1v5ySAtoPbz4cFb+JFflCUeeSBQbxpRx1QWdePk/Tse3hoKPxFpgQlER2/lp4N0GDor5G0b0zXO0boWysE/YoaNtJwHbor+wyz1unZIwmI6GoqnwCFV76J4rPnjXcnKCz9q2nJa+qjnHuslTZHZtrqTslK4dW8fo3OgPudybJsexXzQ2hR99UsP5p5268X4LmaVpx7paTJoTabz+cJ66HsS2XNyjOJpT7y7+xkQzKg1HKd7itYhFh9k/IFzSqoRxLdOam9bQ9fQZP/aHxlulcZhI6xq/MoSfO/0uvOEvEYJi+hoKJ5Uo6QVidhUQy8//rKv8L+YyY1NSS2F7Wqe9Y1bb/Dc4yyTqfQtdzZHK3obJGHjZdaZ92CNVsG+D1oVz0dPz4h3u1f+2/v+97TvYpIoF7/ubKbk2uJ7f4jNZ1cfo0cXK/WWsLFJi1vM4n0EgtnPM9raeNQibVJP8QiYvo4a4d15ia6mbvBeFpil6OiU3rbGrqGZsEHvqD2L9WHjtjZUCr0jeCMrHohJwoI6OnGdrbIE1Pyk9cjWXqe2n8M5Czr9hTRgXIm+qsrLXobZ3jf0+AsTctQGSzqZyyBA+ipUSq6OF8w9gfiE/wf5G5hkMg2fM8mf4VxgsJqFfD88twLvqzL31VUxX7ue78H1anlVQtC6x6PsO5HIq27uAE29D32YMT2lu6jEDIgI/NPkS+2XxHstsfYsd5xquTbuI98Kqs4K9FlgBJsHuqYxtBswOmzc+9MXQXb5qcmpTBG+p/4PDyrli5S2o43OBY0Mfa2cnb27pvmbo5EJ9nSoXW2IGX4WGoiX50H0kWlpUKl82iyiLp/bnkm+zH6hj90t3wn3dE2lXC23p06TR+jr+C6l5x+ZXLU7KHCimGETqaOwESb7vYGmNmHo9rVoaQ/IwkijIBDIQcB+05d3chSALK0lcBv8Ho/Msp5vZ0HDRi+yDIyNUzy0mGB0Ji0DTgfLpBcd9n4hN5hyvgD0Putt8ieeJY8L9YHe28NF36nQUyV3c/7iDTtc9MdjS34DWtiwoSJ7+WVMytk0xcO+HD3/K1ub2lfrL72T+NftuvzUQHddLlZCBM1L5qn64KJqh78acq0KFxYkGRhSMIF6DJu0fdE4xWO9Lq4OT+KeUM496uMG5Z3FXvL0Re/7+7v8pJe+cCTvKxmWJxCGh+PwCI/GUKge0YOhiD6D42FE6+z+Z7wji/cU8Tb9I8fXTU/sckYu+GI30r3v8JW2K5AOBEAABLpBoGmKx6LgOa4fIPuVig9TGvKldzdGFFoJAiAAAgkEGqd4Au2hTV3k37X/0hsDEQRAAARAQBFomuLh/cOMO0LV+ktvDDcQAAEQAAGPQOMUD3+x7u4YQt/VenY3Memp65feGHAgAAIgAAKNVTzaHr0UnfrwpH+HSJOemevfLt2CxQasckdlsfPvxo+4owjIjSS0UD0UescQ0ccRETECEYDIBYHcE2Sc7Kn1qFwP3QDZd7RrFbyBcKOBAAhkIRAMcBVw2BV/iI8cDAGW6GyaOEyUTEuovphQGWNiXGWRPkPasz6Yz1BPiqRnf35fzCe7KSSNS5L/S+8zv58/G90ZjW541jPJn249+uUEH+xcEIHjPUDEW+4tbR9Cn45cvY7IJdfabBwKXuFmsTcbimUhwl3KbUA4B3n7Lvv8Q+ToUVpnM98NKFqGvxuJ/4zy6qBCKTDgYnLL2WWm6evK/avw+7uxOxfEPva7+6X39+/fVYxP/JORAKEr/NbyCkS/nOiNUsmX16cllnwiwFXcnqCeNObQPpGYPdrGv8GgPDExrkprbRtmPMoIRlvXXdK4Jb/05iOHIKW+d585eC67a9aZwiN7QwlcdtQl1l7GXNabtGhd5m5LqT5E9K5EZjx8xXsEeakdNU9yZzzeBIqnQ2L1QE6OuLiBNeUd4AYOfZ9ynMrpUxmDpz0znnp8sosvvcsYpSgTBLpCIC7AFamRz9GrDE4be5gD54Rj9kTDh/pBeYwxrkpj3zSvttJAoGAQAAEQuCSB+ABXwmVXBi01B1gyhvYx2Oc4GqTrFcx5/GhY6mPIYIyr8mi0wdRWHp3KSoaprTLUqKgRBBKNXaW2IrH2MkxtrvWLwsSJADrvY8c137P13hJ/DGekOVbb4GX668WastOtiMO03fKP6CEtcH5QGbUmoCx0fPV6J0xuqiS5z1jRh3zWQfEUzTVXeVA8ubAhU2sJJD76S215Yu1lKZ7CWnU6Zk9h1eQoCIonB7SyskDxlEUW5TaTQOKjv9RmJdZee8VTKp6zCq+dc8FPP/2U0RW2PcnhWnrWWEZmEACBRhGokantTG6JLylnlt/Z7ADb2a6/YMMvO+oSa8eMJ/fYqN2MJ3dLkBEEQAAEQKBBBOBO3aDOgqggAAK1INDldYEzVzjksgJMbbUYx3UWItHsUGfhIVtDCVx21F229oZ2WSaxMePJhAuJQQAEQAAEziUAxXMuQeQHARAAARDIRACKJxMuJAYBEAABEDiXABTPuQSRHwRAAARAIBMBKJ5MuJAYBEAABEDgXAJQPOcSRH4QAAEQAIFMBKB4MuFCYhAAARAAgXMJQPGcSxD5QQAEQAAEMhGA4smEC4lBAARAAATOJYCdC/ITvBv0Pz7+mD8/cradwO3tb/c7u7xWdnkElsoWOxeUN2hlyVA8+Qljh9r87LqRs+wwS10egaWyheIp+waFqa1swigfBEAABEAgQACKBwMCBEAABECgUgJQPJXiRmUgAAIgAAJQPBgDIAACIAAClRKA4qkUNyoDARAAARCA4qlkDNjzuV1JRagEBFIRcDb3kUiS9xsnVV4kAoFzCUDxnEswRX5ns1itFrirU6BCkooI9MbvX5/roTXbf6njc31bUd2oBgSgeMofA87uYA2t7esO75Plw0YNeQn0xstxL29m5AOBTASgeDLhypPYfn69eXlZD7eTZ93cFrF13G82c2H98K1yKg2ZQGx5iS/6GSlh1vPcgEAB2l+ygvt7YYPx6/QMMF5dUsJwA1Q6L5X8W/5pKE2i9MsMND1UiEiaILZL72xEiUjdDjIJmWeA1C5PsKPNPajSmMZqoLPEKIhDWruWQ6CqCGDngvyk0303Tss71nLZp8fm1cRaf75rb5XOZr4b0Gsm3Zd31v5r2adbdHO/mNw+id/0qJ1PX1fqLy7gdSTzaxn4eeyd598HL7M5PeVd3HAxQqLb9dqySAbLzelsNs74+u3b3YqtMMs+V/XBYmspRMEv1jMLH8koCxdiTW5Fo7iIcGnUCHVo8isejithqJBEsQfHYhClQerpTdVe4zAq9et6qjHdCIwd4aKPtu7loRqc3iDyMZh7MH6s2vP746M7CsSg5WHijl59lOa/+0pl+7/+9//85z//mV+4VucsZLMizHjKHSO0vGM9sBLpjZ9mYXNb7/omWvtoNFPrQc7OuhkZxOMloyxSB9Lbb6vZk1B+bOX/Wo5DBpbeeMziWvQYEsqv/0hzNbYScnJxpnct1gLClhnOSIUPRwOhVER7V2+2FDRSmlF+WaSxkLRiq3LPQpSFbePTqjUeWu7ZTq7E9CTc0Sd6MGasUmdRYTyFZb3WRBszaR136Qv/hgkUskElFE+pjw77ebJd3UkbFr31W0Fzm3O0rsVTOnAMHtcWP+kd53owCF9ke9PUeqJVYf1Qt7m4z4NHOL1z/DijwdJkwg0xHsHCezdD6+NIT7Jsh7GQLGKfi+i0uC5qzSCarX31TN0bkzHY1xEJHe21wThWqbPoRcN/XLmT/PhRWk8mkKpEAlA8JcKll3eyUvl34H5m+ZMAsqTtrOu+ofreYGRNnunlsxfWStvJwnr50q113uuoqIXdlIIKKZyepyuaNrBtO037b0k/8vP87YFr4WYYDy58e9BVDWeMHMaTXipjIenFPh/RaSDqkbp3p6Vp8DUrTYqO9nswZqzqsxzHtuWQcLVReJQ2Cw+kLYQAFE8hGI2F2PM7S1q11MFmK2t1pxZk7eeDUe9IM9Xq9Uh6xzkEpjDD9UsmxyND+v7DbDuZStduZ3O0+gnt5znbjIyFzu51O7zhxpyYfVDhXvs4A2cMHG5ppyo1FpJa7AIQpRgRWWZgKYq7fBJnM6XZMttJEzo63IOGsUrKiOx23hh75oGMAwQCBOBckH9AnFza9RZuxRK9qEQu0YpjOBxutyGz2HC9vp1MKAGv8l7vNr2BNZW2MzrxdLiSeWf7z5uFMqlR0Q/CDSD9eRbFE01fTlZGOimtJqmQhrWdn0vKzucHO2912m2mv2DtNdxUmkvdu+ZjYt3mrXprp5PEtly8ZyLykHojIwol2CcuoshQKnUBnGo7w7kg6FggJFesDR3tjT45GHk8qI4zjVXPt0SN3fcxuYsYR6m6MXLdgqWyPQNsrsY0KlMh5KF48vf5GaOTbu6p9aLZzCIn8otVQE7P862AsoTCPeX6VUgdZRaS3wurkFv0RNPOGIFlAquk7FLZpgar6W+hkT0VK9R4z3cbjH05kbB0P9VK8J1RSSHkYWo7owfOyXqrvL9UGWSxMDmwnVMD8hZEQDjo4QABAwFtAwjxGtlfiiVQNXnkq/QnL25FF2b90nSTQFcoQ/FcpKcNX4n3x5mWb8oTW94G7IJUxP5yxZZWXqtPltynD7EuVDWqbSABuRia+lDaKnX6NiSE4mlDLxbaBroN1FHE07bY0gptKAoDgYoJsMeg3B/E3blR7QuxoK8c5HcXxp1a/b0kZPaT23wEE/vlpdmQojIeUDyVoUZFIFAwge/fv2sPom79pLYXTLP04uw5LezKzx4s6fVHjq/ig4sXtrOLb3n3t64/oC5Of8k+6Lo/uut1IxdQ3UKv2EihJ+aa5E5d/E21qIFK4i/U5TSLDBviG4m97+taOgZRAZwL8nNOvQKZvwrkbDSBQpZhG02gocJnurVDzichXxr/z9BSjvRVVW43nnOBvl2TDi9mG6dAZYZCTE4LXh49c1y9hg4sZFRjxtPQWwNigwAINIlA3IYOwTaoDak8m1yM7U1lOrFXiNwngmdDvsU87YYUFWCF4qkAMqoAARAAgcC2dd6GDkYuYiNFeZzyhzuxV4i0y71YU7XdfaYNKcrvKyie8hmjBhAAgS4RCO4bpVpu2NCB9+MIhenStshNQyxprxCuVOyRlXFDijR1n5UGazz58WUyBOevBjkbS6AQa3hjW99gwVPf2oYNIMzNlh+QRnbfCGwSInIavzTVNvgIbFwS2IjE/XooupYU3EvC23nEsCFFmj4rZFRD8aRBbU6TenTmrwI5G02gkFu00QQaKjxu7RMdV8ioDiueu0G/kHALDR1wJ8SOhj/69W9+9csvv7SvpWhRUQR++umn//d/j0WVhnIqIwDFU7XiAfE44oXo+crunAIroiHxt7/+vcACURQI1JwAHoNlKx44F9T8FoB4IAACINA2AlA8betRtAcEQAAEak4AiqfmHQTxQAAEqibQ5b2IEndeKmSzorBzAYybWOMJEcAaT9WPPdTXdgK4pzDjafsYR/tAAARAoGYEMONJ2yGlerXBiz1tNxSdLuolX3QNKA8EwgQw44HiSXtXlKp4YOFM2w1Fpyu1W4sWFuW1hAAUD0xtLRnKaAYIgAAINIVAesWjbdTt+T0Yo+U1pemQEwRAAARA4BIE0ise3qibw+CJKHbi+FzfXkJk1AkCIAACINBkAukVT7SVvfFy3Gty4yE7CIAACIBA9QTOUTxSWhnVjg4O902Rve/59/29+EeEz5MJ2CrnJdUyaCdFAV4R/ndM9xtblhoy8XnGP79srzpRX0A431Qo6wmaDmE0rH7soUYQAIGOEsiueFZ37vNfPqz7SzbAkQVORFjtjV/WMwo98f7+tZ/R2adxj2IVqRgTMqkMjUeGOovjE20WK2G8oyurhSiQbHr7tUxDRXDWwfEwor89Q9/nyGItNrVeVEGT6aa35NQU7/XtQWTc0jlHCUdlLPtcLEu0F6Fgnc10YolKVB2Yu3X0DkCzQQAEKieQXfGoNR7SAvSUF7qHlc1w9abmK7vDzaDH7egv9zOhpd4eTNFbpaGOV46kxrqOXzAK2/R643GfIvXJqOLfriZbL6asUDFc9yOJF4rtxzrO4xuNGVs5elQIAiAAAt0kkF3xKE5C27gP/N74aSbnK/bz4cGbPKjJUBJZaYG787VCUga67hw/1MwpOTA5Jydb3dR64qmZOvrLr6+Ht8z1phCtvCS6qTJsGwxYDpXRsjxJ6lgyE5BU+FcnEdSxWyATCBgI5FY8obJoimFNpvP5wnrgGYc8hDWMpz3xTwF+RgjjmLDMZTr0GY1j2/zECR631z15YjtZkFUuPO2iGdAHGdsy15tJyMISM6g7y/Mo3N/SdM/H6tkdpRoWs76uHfz2IyfBV5NbafjFAQIgUEsCuRUPL5JsreFImtXY3ka3/epj9Oje8PR6Lmxs0uIWs3jv7F63wxsugqYwXAw9X8mX4HhIgtUbjMjUx8s4ItPzsafkkBnt58l25qnA4folsoRD8r+OoqeT6r3QdXt+xUtS/tNUTCZdje5sjkZr5oWEvVi1PIvtsOa9GHdUDAJZCaRXPPzKzcspyrmAf872+iyCJj0zVw9RYjKdiXUfubQi1oM29Pik9ZjJlfeqLvUHv6VOX0UiSrCd3L3yMhFpLirDXUiiEt3aRW5aHCL3BLnKM7UelWJRyz7f7mguw09pfmCrGv0C5jYVTW/F5PgQrCMrvMrS04KWpuOVpid0lrBvOjvruuf5/fnToNN+fLrvYcAjcT5n02fAC5HKlIXRD82LMVBB0GXRf9Hwz7NkAU9E3bUw7IW48Rvk/fR9FlkSc+2h85V1ESoCARBIT6DAvdrs+dxaXtLCQY+4xc2nyZEhPY/4lPTYLS8C9Om92oTOvJXueNohtCb5ejwc7xekRsVlPkdKlyB4NPTc9mZDnhlCqUtUwaKdzXw3kB9nOZuNQymp5tcRJaQ/RUY+OI84SX9yfWQAFJL55/nXQQjk/fIv+ln8DvPF0Ar3S9GrSa49KFVC35farUWMO5TRQgLYqy39jCep++03fXknKTWuF0jgsLXWysTJhs3t5JkmJm8r9mWnWthxMHbVJ8YjkXINrDdpyBQq5c1ybaq63AFHQe2CQxLJ45TXoi+iMNTKCXLsIS2yqWrX3RcLxIyiQAAECiJQgOJRJo+3h0vOdnzDXAv9mYSr+Qd99RQ9oo/j3g277qklsxSjJMYjkXTBw4Etn8IAqrkqukVGHQX5irR10mxKU3UGr0Vhrw34MdLXXjFNNLbBXLvJfTEFAiQBARColkABike8UV/ck6rVC8v8VBbzGP3ghR8xqSFVsz2EtBLrKk1V2faJyYTJI5Ef7KQ+1Ae/nzcL5ansCmB2FLTU18Ev1lTbycLgtcgfg3HZQW3quSEm3QNxtcedTyoP10EABColUIDiqVTejlbGFjRy6wgs2fP6jtotgr6icl3WyU9Q2N1IV2lef0eLVmti3QUjHonSK1Ba6viQnsq64jM5Cvp9wz4jQqlEvBa1/gs5JpJvu+cRmdTLcbWfliqpVFwHARCoiECBzgUVSXypakpdhU4XCE764MlD7ULk0vAvqT2B6ILy45NpBzv2ChS5HLcYrYyAW4Gb8vpZ1UdlPh7V2afDlRRitqeJENvixG/+Gle3namyfRmGw+3WXfnx5A+Lrbcw3NGiYV6CuNpD5xPNv6V266XGKuotm8Dv/zD48eNH2bVcpPzf/e53//Hvu7KrhuJJS7jUJ1Q6xZNW1OzpLu6RmCwyqTD6HLlwn8VSuzW5VUjRTAKXvmFLpFbNHQFTW4ld2Jiim+CRSOa+UWOAQlAQAIFTBKB4Oj0+6uGRmLIL+u6HRCnTIxkIgEBNCUDx1LRjqhGrHh6J1bQVtYAACNSFABRPXXoCcoAACIBARwhA8XSko9FMEACByxLwdxf0Yin7PzoWAzmseL5//26AglPfvhGZyw5b1A4CINBkAmzY9sIouxupqxDIkagtTW5oCtlL3PgyRe1Iogi02Duz5n1cjfNozSFAvKwEct+w2s63qs5y9zbO2jDLquaOgKkte88gBwiAAAiUQsCLIqJMb+mijchUftiQ+tvtoHhKGT61LTQ4jpUJVYXwCcTKiR/K4TA/1NbYuyUaHScYnofyRgzf9b9patu7EKzZBOTkh41wItYY35ci4qPaApFPyn2reFt43u+QLXcck4t2qqQ9tWiHXrEvIm9Qr2Jk1pYHFE9tu6YUwfRxLPfpdLfY8aJn8/CebnoxQ5lC61EsHjXkxQZxp+6WZV8E7PNqCd8w1EZKsF9TCHIZ/Ty0E1ApDFAoCNSSAG3764Z0NsYJSYo2QjeP2CKKdv0dbl93Ti0bqYSC4qlz71QoGw16Fb5VhEJQwzYylKNhfpLulkAbToXnqbCxqAoE6kcgGMqEw5t4m7enjDZSvzbFSgTF06DOKlFUGvSkZDxPmzgfm2iYn8S75ZsImK4dhvA8JTYMRYNAQwhwKJNgfBMvToi8NxOjjegNTR1j5DJ0oHguw72GteqTc8e2oxN1GsrRMD+Jd4s06KmDF3QM4XlqSAMigUDVBDjslhvfhAOKzB76QXtBmmgjlEMENQnlrbotSfVB8SQR6sb1UHCc52OvF5iluEM5HOZHBP45ebfoxUTC85Aiio0S1A3waGV3CPBrF0//Of6udOjh2T8FE2FLGvvUiBVYEZ3329XhSQTxpTVVGQVYnJxY6xcO/UgaSJ6avoqov9IhR6X6dvehFntqjBbf8dSic3J/FpBV+rh4NjzGA/F7aHjHhP8JJ9Myup4KsbVQODppeBvq4XliowRlbV2O9NV8tZBDMGSpM4HKbtjqIVRzR0DxVN+zhhprOY7r9mVbKT1VzW1Wiugo9HIEannDFoOjmjsCprZiegulgAAIgAAIpCQAxZMSVNeSSWsZW43V56VdA4D2ggAIlEYAprbS0GYpuMUz9ywYLpC2GsPCBRqGKssk0OIbtpo7AjOeMocnygYBEGgjgRbv4l/NNvyY8dTitmjxC1Qt+MYLUc37Xc0hQDwQqJgAZjwVA0d1IAACINB1Apjx1GIE/Ou/Xf/888+1EKVjQpBh4c9/+kvHGo3mgsCFCUDxXLgDWlA92Qn/9te/t6AhaAIIgEA1BGBqq4YzagEBEAABEFAEoHgwFEAABEAABColAMVTKW5UBgIgAAIgAMWDMQACIAACIFApASieSnGjMhAAARAAASgejAEQAAEQAIFKCUDxVIoblYEACIAACEDxYAyAAAiAAAhUSgCKp1LcqAwEQAAEQACKB2MABEAABECgUgJQPJXiRmUgAAIgAAJQPBgDIAACIAAClRLAJqGV4s5X2d2g//Hxx3x5O57r9va3+53dcQhoPgjUjQAUT916xCAPwsTl7iTEecuNDhlBoDwCMLWVxxYlgwAIgAAIGAhA8WBYgAAIgAAIVEoAiqdS3KgMBEAABEAAigdjAARAAARAoFICUDyV4kZlIAACIAACUDwYAyAAAiAAApUSgOKpFHcFlTmbe/Ihjhxzu4K6UQUIgAAIpCAAxZMCUtOSzPZffOxn1nD96f5sWiMgLwiAQGsJQPG0r2tHD/1wo/oPN0enfS1Fi0AABBpJAIqnkd12QujeeBzRO5bVH497luWZ4e43TuAPe862OT4rf9Ext32jHdnpYs5rJW7cnFxMqC4hb6A8vUBL/iHzqT9ceVRLA5K3rcvQHhDoGgEonu70uD2fWi9seftcW5Ppxhq/szXOmj2Ne/2HGVnl3kk59Zef6yGb6Jb93vidf5PhbtkPnRf5+Dylkb/fx+OlMu5xMaG6SKPY86vXERv+qMzV3dzWKnI2xwe6wPlYBS1uhH2QpbySS1PR0rrTa2gpCLSQABRPCzvV3CT7bbWdXPFM4mqytbavO9IG/eV+trqjU28P4rGf7nA2i5UhpXY6WhedYQ1H2UhXfbEq8w77+XDt/knJhqOBkKQ3fppZqzfSPCbJ00mKVCAAAnUkAMVTx14pQybn+OG6Ggh/A6Vo5MQjfCgNJVRU8GCb19R60vL0boaWUF5Ta0STHz6idVnHD2OjuKLFzaOrdyijloxL/jg6MZKXAQllggAIVEEAiqcKyjWpQ85ylG6wbfFbWLF42hPwt3ZVVFgpbScLstYFJ0diBiNV2bXf0FBd1vUt6xD3um3b8idV9Dl6vXKXd3qUbHvwklGC2+se/d8keU2gQgwQAIHMBKB4MiNrSobg7MHqDUbDLS3tiKe6s3k+9nglRtrYpMXNffqfaOBw/ZLGImeoi1aRtNqPVt+rhU1q28mz1ESUjKZPUgk6u9ftjDz0TJI3pRMgJwiAgIEA4vE0YFjkiMdDKuVOrcMorwGpb+6l8YzPDXbiD/YR6Pnn17eTicg423/eLJSpjdI8vKkCQ+f9xRqvSllhoC6hrYJnHFdCFsASf4QyKrcG0UHR0tL1G+LxpOOEVCBQKQEonkpx56ssh+LJV1H7ckHxtK9P0aIWEICprQWdiCaAAAiAQJMIQPE0qbcgKwiAAAi0gAAUTws6EU0AARAAgSYRgOJpUm9BVhAAARBoAQEonhZ0IpoAAiAAAk0iAMXTpN7KKmsgNg8i8mTFh/QgAALlEIDiKYdrHUr1ttaUGwvo26PVQTzIAAIg0FUCUDxt7Xne8jnDxp9txYB2gQAI1I8AFE/9+iSPRF64HHffG2dnXdOGBF5wHbfQYFAcPUiOSnp/H8ik0s/nbsQcLTCPirATH63HD7ojCvf35PEKobA/JFnGIECiLYjQk2ecIA8I1IIAFE8tuuE8IUwxbBzrdXF1eFKBr92N2MJBcUSQgv1aBsiWobLf30UUHtqvRtjmeuOX9Yyi8yyXlOLF2ulxdOydiO8TH63Hj+Kj4uvIHdk4foIIz82heRa0e1zGIEBCVQViCznnAURuEACBSglA8VSKu5TKjDFsrMPWWqtwA7wHqNiG80RQHF0yVjZDEQmHtcTucCMD5JAWGlhvKkwoq483y72g546J1mM5JJEqhvazllqNNqNOewSKRYSetNiQDgTqSACKp469kkkmYwybUAkc2UaEyUlZMu8YLeYiFkVpe/A3pO6NHw5XIo7c5OpKv6DKjUbr4Qsyug8HFg1sKUrn3I1MRfb0QYAQoSdlPyIZCNSTABRPPfslg1TmGDakaoKBbdQEwxQUx1RZ/5HjY8/nC4sCE2hqhdSHio1Nm1drqzZSc0Sj9fB5Gd3nxZp+k0s6rJ7eONi1CL3tHVmCACFCT4YRgqQgUDcCUDx165Hs8phi2IjA0V50N4psI+xu4aA45H1wv7GPB1OdIkzO6mPkRQelyc9kq8JXc4ZAHB1RwuloPRxWRwSD4zg7w5sea6BUU7BosYjQk32UIAcI1IgAwiLUqDPiREkOi+CFq9Fj2LCzmLJlccwbOXExhOQRYXC88DiB8D3z3WCpxdLha9fPXmCer8cjh/Shs0+HK1lTXBQf2TRVti/DcLjdbq2h/OdEdkMQoHQRehAWoQHjGyJ2jwAUTwP6PFnxlNIIez63lg3/7BSKp5ShgUJB4DwCMLWdx6/Fue03bXmnxe1E00AABKomAMVTNfH616c+zXx7aPhsp/6kISEIdJQATG0N6PgLmdoaQCZRRJjaEhEhAQhUTwAznuqZo0YQAAEQ6DQBKJ5Odz8aDwIgAALVE4DiqZ45agQBEACBThPw13j+63//z50mUePG00IFfeVfYwHrKxrQ1bdvIFmHCUDxNKDz/+Vf/uXnn39ugKD1E/Gnn376xz/+UT+5IBEIdJrA/wfkgeZGHtPE5wAAAABJRU5ErkJggg==)

Рисунок 1.1 - Структура компании

Текущее руководство осуществляет управляющий гостиничным комплексом.

Менеджеры всех отделов подотчетны директору. Каждый отдел также разбивается на более мелкие организационные единицы.

Менеджер административной службы должен, во-первых, обладать всей возможной информацией о гостинице. Во-вторых, он должен уметь четко планировать работу администрации. В-третьих, должен осуществлять постоянный контроль за работой своего отдела. Все вопросы, проблемы и недоразумения гостей должны разрешаться также с его помощью.

Служба питания. В гостинице имеется круглосуточный магазин, кофе-бар. Поступление продуктов питания на кухню осуществляется следующим образом. Продукты, чаще всего в виде полуфабрикатов, поступают на склад и/или в холодильник. Затем по мере надобности они поступают в отдел переработки, где осуществляется первичная готовка. Окончательное блюдо делают либо в горячем цехе, либо в кондитерском отделе.

Обслуживание в номерах непосредственно относится к подразделению питания. Официанты по заказу клиента доставляют к нему в номер блюда и напитки. Работа осуществляется следующим образом. Гость звонит в эту службу. Официантка принимает заказ и направляет его на кухню, где он выполняется. Затем она забирает заказ и доставляет его гостю в номер. Спустя некоторое время, официантка звонит гостю и спрашивает, можно ли забрать пустые тарелки и приборы. Также в ведении службы обслуживания в номерах находятся и мини-бары, которые есть в каждом номере.

**Основные угрозы и их источники**

Риск характеризует опасность, которой может подвергаться система и использующая ее организация. Риск зависит от показателей ценности ресурсов, вероятности реализации угроз для ресурсов и степени легкости, с которой уязвимости могут быть использованы при существующих или планируемых средствах обеспечения информационной безопасности.

Множество потенциальных угроз безопасности информации делится на три класса по природе их возникновения:

* антропогенные,
* техногенные
* естественные (природные).

Антропогенные угрозы напрямую связаны с деятельностью человека. Среди них можно выделить угрозы, возникающие вследствие как непреднамеренных (неумышленных) действий: угрозы, вызванные ошибками в проектировании информационной системы и ее элементов, ошибками в действиях персонала, — так и угрозы, возникающие в силу умышленных действий, связанные с корыстными, идейными или иными устремлениями людей.

Возникновение техногенных угроз обусловлено воздействиями на объект угрозы объективных физических процессов техногенного характера, технического состояния окружения объекта угрозы или его самого, не обусловленных напрямую деятельностью человека. К техногенным угрозам могут быть отнесены сбои, в том числе в работе, или разрушение систем, созданных человеком.

Возникновение естественных (природных) угроз обусловлено воздействиями на объект угрозы объективных физических процессов природного характера, стихийных природных явлений, состояний физической среды, не обусловленных напрямую деятельностью человека. К естественным угрозам относятся угрозы метеорологические, атмосферные, геофизические, геомагнитные, включая экстремальные климатические условия, метеорологические явления, стихийные бедствия.

Источники угроз по отношению к инфраструктуре гостиницы могут быть как внешними, так и внутренними.

Источниками внутренних угроз могут являться:

* сотрудники гостиницы;
* программное обеспечение;
* аппаратные средства.

Внутренние угрозы могут проявляться в следующих формах:

* ошибки пользователей и системных администраторов;
* нарушения сотрудниками гостиницы установленных регламентов сбора, обработки, передачи и уничтожения информации;
* ошибки в работе программного обеспечения;
* отказы и сбои в работе компьютерного оборудования.

К внешним источникам угроз относятся:

* компьютерные вирусы и вредоносные программы;
* организации и отдельные лица;
* стихийные бедствия.

По способам воздействия на объекты информационной безопасности угрозы подлежат следующей классификации:

* информационные;
* программные;
* физические.

К информационным угрозам относятся:

* несанкционированный доступ к информационным ресурсам;
* незаконное копирование данных в информационных системах;
* хищение информации из архива, отделов и баз данных;
* нарушение технологии обработки информации;
* противозаконный сбор и использование информации;
* использование информационного оружия.

К программным угрозам относятся:

* использование ошибок в ПО;
* компьютерные вирусы и вредоносные программы.

К физическим угрозам относятся:

* уничтожение или разрушение средств обработки информации и связи;
* хищение носителей информации;
* хищение программных или аппаратных ключей и средств криптографической защиты данных;
* воздействие на персонал (шантаж, нападение).

Специфические угрозы безопасности:

* возможность отключения электричества в гостинице, что приведет к сбою незавершенных операций и потерям в базах данных;
* угроза передачи носителей и паролей к ним сотрудниками гостиницы третьим лицам;
* угроза возникновения ошибок при передаче информации от других государственных учреждений;
* угроза передачи сотрудниками гостиницы информации о счетах плательщика, прибыли и выручке третьим лицам;
* угроза разглашения личной информации, контактных данных, идентификационных сведений граждан, сведений о регистрации движимого и недвижимого имущества;
* угроза проникновения на рабочие места сотрудников гостиницы людей, не являющихся работниками отделов, которые имеют туда доступ;
* угроза доступа в ИТ-отделе, изменения настроек сетевых параметров и потоков передачи данных между структурами;
* угроза взлома персональных страниц плательщиков в системе электронной подачи деклараций и т.д.

Реализация организационно-технических мер обеспечения информационной безопасности достигается в первую очередь путем:

* наделения пользователей автоматизированной системы управления технологическими процессами правами доступа и привилегиями по работе в;
* корректного использования и администрирования встроенных механизмов безопасности технических средств обработки, хранения и передачи информации и средств защиты;
* контроля функционирования и настроек механизмов безопасности, а также соблюдения требований по информационной безопасности;
* физической защиты технических средств обработки, хранения и передачи информации от неправомерного доступа к ним.
* Обязанности пользователей по обеспечению информационной безопасности зависят от занимаемой должности и определены в их должностных инструкциях.
* Угроза безопасности, потенциальное нарушение безопасности, любое обстоятельство или событие, которое может является причиной нанесения ущерба предприятию в целом.

Все множество потенциальных угроз по природе их возникновения разделяется на два класса: естественные (объективные) и искусственные (субъективные). Естественные угрозы – это угрозы, вызванные воздействиями на предприятие объективных физических процессов или стихийных природных явлений, независящих от человека. Искусственные угрозы – это угрозы предприятию, вызванные деятельностью человека. Среди них, исходя из мотивации действий, можно выделить:

* непреднамеренные (неумышленные, случайные) угрозы, вызванные ошибками в проектировании, ошибками в программном обеспечении, ошибками в действиях персонала и т.п.;
* преднамеренные (умышленные) угрозы, связанные с корыстными, идейными или иными устремлениями людей (злоумышленников).

Источники угроз по отношению к предприятию могут быть внешними или внутренними (составляющие самой организации – её аппаратура, программы, персонал, конечные пользователи).

Основные непреднамеренные искусственные угрозы предприятию (действия, совершаемые людьми случайно, по незнанию, невнимательности или халатности, из любопытства, но без злого умысла):

* неумышленные действия, приводящие к частичному или полному отказу системы или разрушению аппаратных, программных, информационных ресурсов системы (неумышленная порча оборудования, удаление, искажение файлов с важной информацией или программ, в том числе системных и т.п.);
* неправомерное отключение оборудования или изменение режимов работы устройств и программ;
* неумышленная порча носителей информации;
* запуск технологических программ, способных при некомпетентном использовании вызывать потерю работоспособности системы (зависания или зацикливания) или осуществляющих необратимые изменения в системе (форматирование или реструктуризацию носителей информации, удаление данных и т.п.);
* нелегальное внедрение и использование неучтенных программ (игровых, обучающих, технологических и др., не являющихся необходимыми для выполнения нарушителем своих служебных обязанностей) с последующим необоснованным расходованием ресурсов (загрузка процессора, захват оперативной памяти и памяти на внешних носителях);
* заражение компьютера вирусами;
* неосторожные действия, приводящие к разглашению конфиденциальной информации, или делающие ее общедоступной;
* разглашение, передача или утрата атрибутов разграничения доступа (паролей, ключей шифрования, идентификационных карточек, пропусков и т.п.);
* проектирование архитектуры системы, технологии обработки данных, разработка прикладных программ, с возможностями, представляющими опасность для работоспособности системы и безопасности информации;
* игнорирование организационных ограничений (установленных правил) при работе в системе;
* вход в систему в обход средств защиты (загрузка посторонней операционной системы со сменных магнитных носителей и т.п.);
* некомпетентное использование, настройка или неправомерное отключение средств защиты персоналом службы безопасности;
* пересылка данных по ошибочному адресу абонента (устройства);
* ввод ошибочных данных;
* неумышленное повреждение каналов связи.

Основные возможные пути умышленной дезорганизации работы, вывода системы из строя, проникновения в систему и несанкционированного доступа к информации:

* физическое разрушение системы (путем взрыва, поджога и т.п.) или вывод из строя всех или отдельных наиболее важных компонентов компьютерной системы (устройств, носителей важной системной информации, лиц из числа персонала и т.п.);
* отключение или вывод из строя подсистем обеспечения функционирования вычислительных систем (электропитания, охлаждения и вентиляции, линий связи и т.п.);
* действия по дезорганизации функционирования системы (изменение режимов работы устройств или программ, забастовка, саботаж персонала, постановка мощных активных радиопомех на частотах работы устройств системы и т.п.);
* внедрение агентов в число персонала системы (в том числе, возможно, и в административную группу, отвечающую за безопасность);
* вербовка (путем подкупа, шантажа и т.п.) персонала или отдельных пользователей, имеющих определенные полномочия;
* применение подслушивающих устройств, дистанционная фото- и видео-съемка и т.п.;
* перехват побочных электромагнитных, акустических и других излучений устройств и линий связи, а также наводок активных излучений на вспомогательные технические средства, непосредственно не участвующие в обработке информации (телефонные линии, сели питания, отопления и т.п.);
* перехват данных, передаваемых по каналам связи, и их анализ с целью выяснения протоколов обмена, правил вхождения в связь и авторизации пользователя и последующих попыток их имитации для проникновения в систему;
* хищение носителей информации (магнитных дисков, лент, микросхем памяти, запоминающих устройств и целых ПЭВМ);
* несанкционированное копирование носителей информации;
* хищение производственных отходов (распечаток, записей, списанных носителей информации и т.п.);
* чтение остаточной информации из оперативной памяти и с внешних запоминающих устройств;
* чтение информации из областей оперативной памяти, используемых операционной системой (в том числе подсистемой зашиты) или другими пользователями, в асинхронном режиме используя недостатки мультизадачных операционных систем и систем программирования;
* незаконное получение паролей и других реквизитов разграничения доступа (агентурным путем, используя халатность пользователей, путем подбора, путем имитации интерфейса системы и т.д.) с последующей маскировкой под зарегистрированного пользователя («маскарад»);
* несанкционированное использование терминалов пользователей, имеющих уникальные физические характеристики, такие как номер рабочей станции в сети, физический адрес, адрес в системе связи, аппаратный блок кодирования и т.п.;
* вскрытие шифров криптозащиты информации;
* внедрение аппаратных «спецвложений», программных «закладок» и «вирусов» («троянских коней» и «жучков»), то есть таких участков программ, которые не нужны для осуществления заявленных функций, но позволяющих преодолевать систему защиты, скрытно и незаконно осуществлять доступ к системным ресурсам с целью регистрации и передачи критической информации или дезорганизации функционирования системы;
* незаконное подключение к линиям связи с целью работы «между строк», с использованием пауз в действиях законного пользователя от его имени с последующим вводом ложных сообщений или модификацией передаваемых сообщений;
* незаконное подключение к линиям связи с целью прямой подмены законного пользователя путем его физического отключения после входа в систему и успешной аутентификации с последующим вводом дезинформации и навязыванием ложных сообщений.

Следует заметить, что чаще всего для достижения поставленной цели злоумышленник использует не один, а некоторую совокупность из перечисленных выше путей.

**Оценка угроз, рисков и уязвимостей**

В рамках деятельности по обеспечению информационной безопасности условная численная шкала для оценки ущерба гостинице от НСД следующая:

Таблица 1.1 - Численная шкала для оценки ущерба гостинице от НСД

|  |  |
| --- | --- |
| Величина ущерба | Описание |
| 0 | Раскрытие информации принесет ничтожный моральный и финансовый ущерб гостинице |
| 1 | Ущерб от атаки есть, но он незначителен, основные финансовые операции и положение гостиницы на рынке не затронуты |
| 2 | Финансовые операции не ведутся в течение некоторого времени, за это время гостиницпа терпит убытки. |
| 3 | Значительные потери на рынке и в прибыли. От гостиницы уходит ощутимая часть клиентов |
| 4 | Потери очень значительны, гостиница на период до года теряет положение на рынке. Для восстановления положения требуются крупные финансовые займы |
| 5 | Гостиница прекращает существование |

В рамках деятельности по обеспечению информационной безопасности вероятностно-временная шкала реализации несанкционированного доступа к информационным ресурсам следующая.

Таблица 2 - Вероятностно-временная шкала реализации несанкционированного доступа к информационным ресурсам

|  |  |
| --- | --- |
| Вероятность события | Средняя частота события (НДС) |
| 0 | Данный вид атаки отсутствует |
| 0,1 | Реже, чем раз в год |
| 0,2 | Около 1 раза в год |
| 0,3 | Около 1 раза в месяц |
| 0,4 | Около 1 раза в неделю |
| 0,5 | Практически ежедневно |

В рамках деятельности по обеспечению информационной безопасности оценка рисков следующая:

Таблица 3 – Оценка рисков

|  |  |  |  |
| --- | --- | --- | --- |
| Описание атаки | Ущерб | Вероятность | Риск (Ущерб x Вероятность) |
| Спам | 1 | 0,4 | 0,4 |
| Копирование жесткого диска из центрального офиса | 3 | 0,1 | 0,3 |
| Межсайтовое кодирование (XSS-атаки) | 2 | 0,1 | 0,2 |
| SQL-инъекции | 2 | 0,1 | 0,2 |
| Вирусы | 2 | 0,3 | 0,6 |
| DDoS-атаки | 2 | 0,3 | 0,6 |
| Неправильная конфигурация web-сервера | 1 | 0,1 | 0,1 |
| Пиратское ПО | 3 | 0,1 | 0,3 |
| Итого | 16 | 1,5 | 2,7 |

**Меры, методы и средства обеспечения требуемого уровня**

**защищенности информационных ресурсов**

Комплексная система обеспечения безопасности информации в гостинице должна обеспечивать сохранность персональных данных, а также информации о структуре используемых технических и программных средствах, о структуре, принципах и алгоритмах работы средств защиты информации.

Комплексная система обеспечения безопасности персональных данных в гостинице включает в свой состав следующие группы мер и мероприятий по защите информации:

* правовые и законодательные; к ним относятся действующие законы и иные правовые нормативные акты, регламентирующие правила обращения с информацией, устанавливающие права и обязанности участников процессов обработки и использования информации и определяющие ответственность и санкции за нарушения этих правил. Важным условием использования данных мер защиты, является обеспечение осведомленности пользователей о действующих требованиях.
* организационные и административные; регламентируют процессы функционирования, использование ещё ресурсов, деятельность обслуживающего персонала гостиницы (формирование политики информационной безопасности и формулировку перспектив дальнейшего развития и совершенствования системы защиты информации; определение регламента и процедуры предоставления доступа к ресурсам; определение порядка взаимодействия и координация действий всех подразделений гостиницы с целью обеспечения требуемого уровня защищённости информационных ресурсов; определение обязанностей пользователей и степень ответственности за нарушения процедур обработки данных и защиты информации; осуществление контроля над выполнением положений нормативных документов и проведение проверок; подбор и проверку персонала при зачислении в штат организации и предоставлении доступа к информационным ресурсам; проведение мероприятий по доведению порядка эксплуатации компонент АС до пользователей (проведение инструктажа);
* режимно-объектовые; основаны на применении разного рода механических, электро- или электронно-механических устройств и сооружений, предназначенных для предотвращения физического проникновения потенциальных нарушителей к компонентам системы и защищаемым информационным ресурсам, а также технических средств наблюдения, связи, охранной и пожарной сигнализации.

Для обеспечения физической безопасности компонентов выполняются следующие организационные и технические мероприятия: введение ограничений по доступу в помещения гостиницы, предназначенные для хранения и обработки персональных данных; оборудование системы устройствами от сбоев электропитания и помех в линиях связи; контроль доступа сотрудников и посторонних лиц в помещения гостиницы.

* технические и технологические; в системы технических и технологических средств защиты входят следующие подсистемы: подсистема защиты информации от НСД; подсистема антивирусной защиты; подсистема обнаружения вторжений; подсистема анализа защищенности; подсистема межсетевого экранирования.

Технические меры защиты информации конфиденциального характера, при ее передаче и обработке техническими средствами устанавливаются в соответствии с требованиями действующего законодательства и внутренними нормативными документами, регламентирующими организацию технической защиты информации конфиденциального характера в гостинице.

Для построения комплексной системы защиты информации необходимо разработать модель угроз и модель нарушителя, на ее основании разработать систему защиты информации, обеспечивающую противодействие актуальным угрозам безопасности, при этом необходимо учесть следующие требования:

* применяемые средства и технологии защиты должны обладать свойствами модульности, масштабируемости, открытости и возможности адаптации системы к различным организационным и техническим условиям;
* подсистемы и компоненты средства защиты информации должны обеспечивать безопасное функционирование всех элементов (серверного и системногопрограммного обеспечения, прикладных систем, систем связи);
* должен быть предусмотрен комплекс организационно-технических мер и мер технологической защиты информации.

Комплексная система защиты информации по своей структуре подразделяется на ряд составляющих ее подсистем, основывающихся на различных механизмах защиты и объединенных единой идеологией построения и управления. Только совокупность защитных механизмов всех подсистем позволяет осуществить комплексное обеспечение информационной безопасности.

При сборе, обработке, хранении, использовании и передаче персональных данных в гостинице обеспечивается следующее:

* доступ к персональным данным только для специально уполномоченных лиц, при этом указанные лица должны получать только те данные, которые необходимы для выполнения конкретных функций;
* проведение мероприятий, направленных на предотвращение НСД к персональным данным и (или) передачи ее лицам, не имеющим права доступа к такой информации;
* своевременное обнаружение фактов несанкционированного доступа к персональным данным;
* недопущение воздействия на технические средства автоматизированной обработки информации, в результате которого может быть нарушено их функционирование;
* постоянный контроль обеспечения защищенности информации.

На структурное подразделение или должностное лицо, ответственное за обеспечение информационной безопасности гостиницы возлагаются следующие задачи:

* методологический контроль в области безопасности информации;
* взаимодействие с государственными органами в части защиты информационных ресурсов от НСД,
* сертификации используемых технических средств и аттестации объектов информатизации по требованиям безопасности информации;
* взаимодействие с правоохранительными органами в части расследования компьютерных инцидентов и преступлений в области информационных технологий.

В структурных подразделениях разрабатывается перечень должностных обязанностей работников, ответственных за обеспечение безопасности конфиденциальной информации.

В целях предотвращения несанкционированного доступа к информации и ее утечки, хищения технических средств обработки и хранения информации и несанкционированного управления ими обеспечивается физическая защита входящих в нее технических средств.

Серверное оборудование и критичное сетевое оборудование гостиницы размещаются в запираемых шкафах с сигнализацией, располагаемых в специализированных помещениях (серверных), ограничивающих доступ к ним посторонних лиц.

Перед утилизацией или передачей в ремонт технических средств выполняется гарантированное удаление информации с них.

Кабельные сети в гостинице прокладываются так, чтобы максимально ограничить несанкционированный доступ к ним.

Для защиты от перебоев электричества в гостинице в эксплуатацию вводятся централизованные системы бесперебойного питания. Система информационной безопасности включает в себя максимальное количество элементов, обеспечивающих эффективную защиту системы при критической нагрузке.

В целях обеспечения безопасности технических средств автоматизированной системы управления технологическими процессами осуществляется защита зданий, сооружений и помещений гостиницы. Здания и сооружения, в которых размещаются технические средства гостиницы, обеспечиваются инженерно-техническими средствами охраны и средствами защиты от противоправных действий.

Помещения, в которых размещаются критически важные технические средства гостиницы, оборудуются средствами пожарной безопасности, вентиляции и кондиционирования. Доступ в такие помещения разрешается работникам гостиницы только для выполнения должностных обязанностей по обслуживанию технических средств. Доступ в помещения ограничивается средствами контроля и управления доступом. При выполнении работ в помещениях, где размещаются критически важные технические средства автоматизированной системы управления технологическими процессами, лицами, чья деятельность не связана непосредственно с их обслуживанием, обеспечивается контроль их деятельности.

Значимым этапом станет разработка и реализация стратегии всеобъемлющей информатизации, ориентированной на развитие электронной системы осуществления административных процедур, оказываемых гражданам и бизнесу государственными органами и иными организациями, и переход государственного аппарата на работу по принципу информационного взаимодействия. Ускоренными темпами будет развиваться индустрия информационных и телекоммуникационных технологий. Особое внимание будет уделяться последовательному повышению качества, объема и конкурентоспособности национального контента, который призван занимать доминирующее положение внутри страны, и его продвижению во внешнее информационное пространство.

Приоритетным направлением является совершенствование нормативной правовой базы обеспечения информационной безопасности и завершение формирования комплексной государственной системы обеспечения информационной безопасности, в том числе путем оптимизации механизмов государственного регулирования деятельности в этой сфере. При этом важное значение отводится наращиванию деятельности правоохранительных органов по предупреждению, выявлению и пресечению преступлений против информационной безопасности, а также надежному обеспечению безопасности информации, охраняемой в соответствии с законодательством. Активно продолжится разработка и внедрение современных методов и средств защиты информации в информационных системах, используемых в инфраструктуре, являющейся жизненно важной для страны, отказ или разрушение которой может оказать существенное отрицательное воздействие на национальную безопасность.

Функции по администрированию и контролю эксплуатации средств обработки, хранения и передачи информации в гостинице разделяются и возлагаются на специально выделенных для этого работников. Изменения конфигурации средств обработки и хранения информации, а также изменения сетевой инфраструктуры, конфигурации сетевого оборудования выполняются администратором. Все изменения регистрируются в соответствующих журналах. Самостоятельное изменение конфигурации средств обработки, хранения.

Использование съемных носителей информации в автоматизированной системе управления технологическими процессами гостиницы запрещено. При размещении средств разработки, тестирования и эксплуатации обеспечивается их физическое или логическое разделение в целях снижения риска несанкционированного доступа или внесения изменений в систему.

В целях предотвращения проникновения, обнаружения внедрения и нейтрализации вредоносного ПО в оборудование гостиницы применяются средства защиты от вредоносного ПО. Средства защиты от вредоносного ПО устанавливаются на серверном оборудовании и оборудовании специалистов автоматизированной системы управления технологическими процессами. Управление и обновление средств защиты от вредоносного ПО осуществляются централизованно. Разрешается использование только сертифицированных на соответствие требованиям безопасности информации средств защиты от вредоносного ПО. Администрирование средств защиты от вредоносного ПО осуществляется системным администратором гостиницы. Настройки системы защиты от вредоносного ПО согласовываются и контролируются администратором ИБ.

Используемая антивирусная система защиты имеет:

* стойкую систему самозащиты, которая не позволит неизвестной вредоносной программе нарушить нормальную работу гостиницы;
* систему обновлений, находящуюся под контролем системы самозащиты антивирусной системы и не использующую компоненты операционной системы, которые могут быть скомпрометированы;
* систему обновления, позволяющую мгновенно, по сигналу системы централизованного управления доставить на защищаемый антивирусом объект обновления для лечения активного заражения;
* дополнительные механизмами для обнаружения новых неизвестных вредоносных программ;
* проверяет все поступающие из локальной сети файлы до момента получения их используемыми приложениями, что исключает использование вредоносными приложениями неизвестных уязвимостей данных приложений;
* систему централизованного сбора информации с удаленных рабочих станций и серверов, позволяющую максимально быстро передавать в антивирусную лабораторию всю необходимую для решения проблемы информацию.

В целях обеспечения непрерывного и устойчивого функционирования гостиницы осуществляется защита ее сетевой инфраструктуры.

Защита сетевой инфраструктуры обеспечивается:

* физической защитой сетевого оборудования и средств защиты гостиницы;
* контролем логического доступа к сетевому оборудованию гостиницы;
* шифрованием каналов управления;
* контролем сетевых соединений;
* обнаружением и предотвращением вторжений;
* мониторингом подключаемых к ЛВС автоматизированной системы управления технологическими процессами сетевых устройств;
* использованием встроенных в сетевое оборудование средств защиты от подмены адреса;
* защитой информации ограниченного доступа при ее передаче вне контролируемых зон;
* применением средств мониторинга и регистрации событий.

Контроль сетевых соединений между ЛВС гостиницы и подключаемыми к ней беспроводными сетями также осуществляется средствами межсетевого экранирования.

Защита информации ограниченного доступа при ее передаче вне контролируемых зон осуществляется применением сертифицированных средств криптографической защиты информации (построением защищенных виртуальных сетей). Защита от вторжений в ЛВС гостиницы осуществляется средствами обнаружения и предотвращения вторжений, размещаемыми на входе. Базы данных сигнатур средств обнаружения и предотвращения вторжений регулярно обновляются с сайта производителя применяемых средств. Категорически запрещается удаленное администрирование гостиницы.

В целях поддержания работоспособности ПО в гостинице осуществляются меры по устранению уязвимостей ПО, а также другие меры защиты от:

* умышленного либо неумышленного раскрытия, модификации или уничтожения защищаемых данных. В частности, это подразумевает использование средств ограничения доступа к различным ресурсам офисного контроля;
* установки средств защиты кем-либо, кроме системного администратора гостиницы, несанкционированного внесения изменений в порядок функционирования системы защиты, изменения ее возможностей. Данное требование приводит к необходимости разграничения прав доступа к настройкам системы, защите ее от несанкционированного воздействия. Это подразумевает использование в локальной сети только программных продуктов, поддерживающих ролевой принцип доступа, а также применение функций офисного контроля.

Средства защиты должны устанавливаться как на рабочие станции гостиницы, так и на сервер. В гостинице, соответствующей требованиям стандарта, должна использоваться только защищенная почта, что вместе с требованием о наличии защиты от вирусов и спама подразумевает установку средств антивирусной фильтрации почтовых сообщений. В свою очередь доступ в сеть Интернет должен использоваться только для обеспечения банковской деятельности. Устранение уязвимостей ПО достигается регулярным централизованным получением и установкой обновлений, предоставляемых разработчиками ПО. Обновление ОС, другого общесистемного и прикладного ПО осуществляется системными администраторами гостиницы и администраторами прикладных систем. Обновления для ПО получаются с серверов обновлений.

В целях обеспечения конфиденциальности информации при ее передаче вне контролируемых зон применяются сертифицированные установленным порядком средства криптографической защиты информации. Это специальные методы шифрования, кодирования в результате которых содержание передаваемых файлов становится недоступным, без предъявления ключа криптограммы и обратного преобразования.

Криптографическая защита информации в гостинице реализована с помощью метода криптосистемы с открытым ключом. В системе с открытым ключом используются два ключа — открытый и закрытый, которые математически связаны друг с другом. Информация шифруется с помощью открытого ключа, который доступен всем желающим, а расшифровывается с помощью закрытого ключа, известного только получателю сообщения.

В целях обеспечения безопасности информационных ресурсов и устойчивого функционирования автоматизированной системы управления технологическими процессами осуществляется управление доступом пользователей к операционным и прикладным системам, а также сетевому оборудованию гостиницы. Пользователи наделяются минимальными правами доступа и привилегиями, необходимыми им для выполнения служебных задач. Наделение пользователей правами доступа и привилегиями основывается на установленной в формализованной процедуре предоставления прав доступа. Права доступа и привилегии пользователей подлежат регулярному пересмотру. Каждый пользователь обеспечивается уникальным персональным идентификатором. Подтверждение подлинности идентификатора (аутентификация) пользователя осуществляется при помощи паролей и/или средств усиленной аутентификации. Длина, сложность и срок действия паролей устанавливаются в зависимости от степени критичности защищаемых систем.

**Выводы**

Политика безопасности гостиницы описывает порядок предоставления и использования прав доступа пользователей, а также требования отчетности пользователей за свои действия в вопросах безопасности.

Разработаны технические меры обеспечения безопасности, организационные меры обеспечения безопасности, сетевая безопасность, общие меры предосторожностей для гостиницы.

Политика информационной безопасности необходима для обоснования введения защитных мер в компании. Политика должна быть утверждена высшим административным органом компании (генеральный директор, совет директоров и т.п.).