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В настоящее время получают распространение криптографические алгоритмы на эллиптических кривых над конечными полями:
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Основой данных алгоритмов являются арифметические операции над точками кривой. Они включают в себя умножения, сложения и инверсии в конечном поле. Классическое представление *(x, y)* наиболее просто в исполнении, однако не оптимально. В статье рассматриваются другие представления - проективные координаты, Якобианские координаты, координаты Чудновского и соответствующие оптимизации вычислений.

Вышеуказанные представления, тем не менее, требуют больше памяти для реализации. Кроме того, существуют некоторые оптимизации, которые эффективны при определенных паттернах вычислений (скажем, много умножений подряд).[2] Для иллюстрации поставлен вычислительный эксперимент – реализован алгоритм цифровой подписи ECDSA с использованием различных представлений точек. Проведено сравнение полученных вариантов алгоритма с точки зрения памяти, быстродействия и т.д.
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