**Use of compromised or risky cryptographic algorithms**

**SEVERITY: MODERATE**

**VULN. CODE:** CRYP-WK

**AUTH. REQUIRED:**

**VULNERABILITY DESCRIPTION**

The use of cryptography generally helps to increase the level of applications security, however in cases where cryptographic algorithms are used incorrectly or where the cryptographic algorithms used suffer from known vulnerabilities, the use of this technology only feeds a security risk.

During the course of the analysis it was found that the application uses cryptographic algorithms considered compromised or not sufficiently robust by the best practices of reference. The algorithms used should not be used within the application, especially in the management of sensitive processes such as authentication. From the perspective of a threat agent, the inherent vulnerabilities of such algorithms can be used to retrieve encrypted information. It should be considered that the computational complexity required to perform analytical and brute-force crypto attacks tends to decrease significantly over time thanks to the increase in computing power available to a threat agent: both at the private level (through the use of GPUs), and at the distributed level (Cloud Computing, Distributed Cracking, etc..) today it is possible to complete attacks, within a reasonable time, even to encryption algorithms considered robust in the past.
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**Box 6 – testssl.sh output**

**SUGGESTED SOLUTIONS**

It is recommended to configure or use cryptographic algorithms that offer a high degree of robustness. It is also advisable to select authentication algorithms/schemes, which do not suffer from known vulnerabilities or criticalities from an analytical cryptographic point of view.

In general, today we recommend disabling the SSLv2/SSLv3 and TLSv1/TLSv1.1 encryption protocols, in particular the encryption protocols whose keys are less than 256 bits long. Currently it is recommended to use only the protocols TLSv1.2 and TLSv1.3. We also recommend disabling RC4-based ciphers.
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