**Information Leak**

**SEVERITY: LOW**

**VULN. CODE:** IN-LEAK

**VULNERABILITY DESCRIPTION**

During the analysis phase, header fields were detected that show the name of the software used and the relative versions.
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