**SUGGESTED SOLUTIONS**

It is suggested to first adopt countermeasures on the perimeter defense systems in order to mitigate the exploitation of the vulnerabilities carried by a generic threat agent by blocking the requests specifically made to exploit the vulnerabilities or by neutralizing the values supplied to the vulnerable application components. After applying the suggested workaround and after checking out the release notes from the vendors, it is suggested to update the system software and the application software that provide the services to the latest version available.

**REFERENCES**

More information regarding the vulnerability and its possible solutions can be found on the following addresses:

**REF 1 – https://www.cvedetails.com/**