**System software and applications not updated**

**SEVERITY: MODERATE HIGH**

**VULN. CODE:** SSAP-NU

**VULNERABILITY DESCRIPTION**

The following outdated and vulnerable software applications were detected:

* **SoftwareName   
  Version:** 2.4.29 **Host:** 104.214.239.16 **Severity: HIGH** (CVE-2019-0211) **CVE:** CVE-2017-15710…  
    
  The next Box shows the evidence of the software component version in the response header.

|  |
| --- |
| **Response: https://10.72.16.13:2224/**  HTTP/1.1 200 OK  Content-Type: text/html;charset=utf-8  Content-Length: 20  X-Xss-Protection: 1; mode=block  X-Content-Type-Options: nosniff  X-Frame-Options: SAMEORIGIN  Server: WEBrick/1.3.1 (Ruby/2.0.0/2015-12-16) OpenSSL/1.0.2k  Date: Mon, 19 Oct 2020 10:50:40 GMT  Connection: close  Set-Cookie: rack.session=5a1dcd7d2325a2bea4788741076243f22cc4f9de8266f041c34a6d2d4e0b13cd; path=/; expires=Mon, 19 Oct 2020 11:50:40 -0000; secure; HttpOnly |

**Box 1 – Leak software version: not updated**